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OFFICE OF PERSONNEL
MANAGEMENT

5 CFR Part 890
RIN 3206-AN07

Federal Employees Health Benefits
Program: Enroliment Options
Following the Termination of a Plan or
Plan Option

AGENCY: Office of Personnel
Management.

ACTION: Final rule.

SUMMARY: The U.S. Office of Personnel
Management (OPM) is issuing a final
rule to amend the Federal Employees
Health Benefits (FEHB) Program
regulations regarding enrollment
options following the termination of a
plan or plan option.

DATES: This rule is effective January 1,
2016.

FOR FURTHER INFORMATION CONTACT:
Chelsea Ruediger at Chelsea.Ruediger@
opm.gov or (202) 606—0004.

SUPPLEMENTARY INFORMATION: The U.S.
Office of Personnel Management (OPM)
issued a Notice of Proposed Rulemaking
on January 7, 2015 to amend Title 5 of
the Code of Federal Regulations Part 890
to update enrollment options following
the termination of a plan or plan option
in the Federal Employees Health
Benefits (FEHB) Program. During the
public comment period on the proposed
rule, OPM received five comments
including three from FEHB health plan
carriers and two from citizens. These
comments are summarized and
addressed below.

One commenter asked if an annuitant
who fails to make a health plan
enrollment election following a plan or
plan option termination and is
involuntarily enrolled into the lowest
cost nationwide plan will have an
opportunity to change his or her
enrollment before the next annual Open

Season. The final rule provides belated
enrollment opportunities for annuitants
who, for reasons beyond their control,
were unable to make an enrollment
election during the allowed time
following the termination of a plan or
plan option.

One commenter requested
information about a specific FEHB plan
and whether or not it would leave the
FEHB Program. The specific answer to
that question is outside the scope of this
final regulation. Each year in advance of
the annual Open Season, OPM
announces any plans and plan options
that intend to leave the Program. If a
plan or plan option leaves the Program
mid-plan year, OPM will make a timely
announcement. The carrier will also
notify its enrollees.

One commenter asked for clarification
concerning the enrollment type (self
only, self plus one, or self and family)
of automatic enrollments into the
lowest-cost nationwide plan. Though it
is not specifically addressed in this final
regulation, OPM will follow current
standard procedures for enrollments to
be of the enrollment type that the
enrollee carried before the plan or plan
option terminated.

One commenter asked that the final
rule include provisions to automatically
enroll enrollees into the lowest-cost
plan available with the same carrier. In
the event that an entire plan is
terminated from the FEHB Program, this
is not possible. However, in the event of
a plan option termination, the final rule
does include provisions to
automatically enroll enrollees into the
lowest-cost remaining available option
of their current plan that is not a High
Deductible Health Plan (HDHP).

One carrier requested that OPM
identify the lowest-cost nationwide plan
available for each enrollment type: Self
only, self plus one and self and family.
Another requested that OPM consider
identifying lowest-cost local plans as
the default plans for automatic
enrollments following a plan or plan
option termination. This commenter
asserted that local plans may be better
equipped to provide access to care for
enrollees living in their service area.
OPM declines to adopt these
suggestions. OPM’s intent in this
regulation is to ensure that all enrollees
with terminating plans have adequate
access to affordable health insurance
coverage while maintaining a procedure

that is reasonable to administer and
communicate. Enrollees will have
opportunities to change plans according
to existing rules if they feel a better plan
would meet their needs.

One commenter suggested that OPM
clarify whether or not a plan that
normally requires a membership or
association fee would be considered as
the lowest-cost nationwide plan if that
plan agreed to waive the fee for any
individuals who are automatically
enrolled following a plan or plan option
termination. OPM declines to make this
change as no supporting comments were
received for this suggestion.

One commenter suggested that OPM
include an additional criterion for
selecting the lowest-cost nationwide
plan to address actual capability to
assume the risk for an influx of new
enrollees. Nationwide FEHB plans have
adequate networks and system
capabilities to accommodate enrollees
in any region of the U.S.

One commenter asked that OPM
define nationwide plan as “‘any plan
that provides coverage in all fifty states
for which any employee and annuitant
is eligible” in the final rule. The final
rule is not amended to adopt this
definition. Health benefits plans with
which OPM may contract are defined in
5 U.S.C. 8903.

One commenter requested that OPM
hold any remaining contingency reserve
funds in an account earmarked for the
lowest-cost nationwide plan. The
commenter suggested that if the account
accrued to a certain amount, OPM could
use the balance to reduce the
administrative load. OPM declines to
make this change. Currently, OPM does
not have the legal authority to create an
additional contingency reserve for the
lowest-cost nationwide plan nor to use
excess funds at the end of a year to
reduce administrative costs.
890.503(c)(5) allows carriers to request
special transfers from their contingency
reserves for ‘“‘unexpected claims
experience and variations from expected
community rates.”

One commenter suggested that OPM
reserve the right to change the plan to
be used for automatic enrollments
following the termination of a plan or
plan option in the event that the
selected plan is unable to accommodate
new enrollees. §890.301(n) has been
updated in the final rule to allow OPM,
at its sole discretion, to designate an
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alternate plan for automatic
enrollments.

In order to maintain consistency
among program participants, OPM has
updated §890.306(1)(4)(iv) to clarify that
annuitants who wish to change their
enrollment following an involuntary
enrollment due to a plan or plan option
termination may do so prospectively,
rather than retroactively, within 90-days
after OPM advises the annuitant of the
new enrollment.

Paperwork Reduction Act (PRA)

OPM has reviewed this proposed rule
for PRA implications and have
determined that it does not apply to this
action.

Regulatory Impact Analysis

OPM has examined the impact of this
proposed rule as required by Executive
Order 12866 and Executive Order
13563, which directs agencies to assess
all costs and benefits of available
regulatory alternatives and, if regulation
is necessary, to select regulatory
approaches that maximize net benefits
(including potential economic,
environmental, public, health, and
safety effects, distributive impacts, and
equity). A regulatory impact analysis
must be prepared for major rules with
economically significant effects of $100
million or more in any one year. After
completing this analysis, OPM has
determined that this rule is not
considered a major rule.

Regulatory Flexibility Act

I certify that this regulation will not
have a significant economic impact on
a substantial number of small entities
because the regulation only impacts
options available for FEHB enrollees
when the plan or plan option in which
they are enrolled terminates.

Executive Order 12866, Regulatory
Review

This rule has been reviewed by the
Office of Management and Budget in
accordance with Executive Order 12866.

Federalism

We have examined this rule in
accordance with Executive Order 13132,
Federalism, and have determined that
this rule will not have any negative
impact on the rights, roles, and
responsibilities of State, local, or tribal
governments.

List of Subjects in 5 CFR Part 890

Administration and general
provisions; Health benefits plans;
Enrollment, Temporary extension of
coverage and conversion; Contributions
and withholdings; Transfers from

retired FEHB Program; Benefits in
medically underserved areas; Benefits
for former spouses; Limit on inpatient
hospital charges, physician charges, and
FEHB benefit payments; Administrative
sanctions imposed against health care
providers; Temporary continuation of
coverage; Benefits for United States
hostages in Iraq and Kuwait and United
States hostages captured in Lebanon;
Department of Defense Federal
Employees Health Benefits Program
demonstration project; Administrative
practice and procedure, Employee
benefit plans, Government employees,
Reporting and recordkeeping
requirements, Retirement.

U.S. Office of Personnel Management.
Beth F. Cobert,
Acting Director.

Accordingly, OPM is amending title 5,
Code of Federal Regulations as follows:

PART 890—FEDERAL EMPLOYEES
HEALTH BENEFITS PROGRAM

m 1. The authority citation for part 890
continues to read as follows:

Authority: 5 U.S.C. 8913; Sec. 890.301 also
issued under sec. 311 of Pub. L. 111-03, 123
Stat. 64; Sec. 890.111 also issued under
section 1622(b) of Pub. L. 104-106, 110 Stat.
521; Sec. 890.112 also issued under section
1 of Pub. L. 110-279, 122 Stat. 2604; 5 U.S.C.
8913; Sec. 890.803 also issued under 50
U.S.C. 403p, 22 U.S.C. 4069c and 4069c—1;
subpart L also issued under sec. 599C of Pub.
L. 101-513, 104 Stat. 2064, as amended; Sec.
890.102 also issued under sections 11202(f),
11232(e), 11246 (b) and (c) of Pub. L. 105—
33, 111 Stat. 251; and section 721 of Pub. L.
105-261, 112 Stat. 2061.

m 2. Amend § 890.301 by revising
paragraphs (i)(4)(ii) through (iv) and
adding paragraphs (i)(4)(v) and (n) to
read as follows:

§890.301 Opportunities for employees
who are not participants in premium
conversion to enroll or change enroliment;
effective dates.

(1) * *x *

(4) * % %

(ii) If the whole plan is discontinued,
an employee who does not change the
enrollment within the time set in
(1)(4)() of this section will be enrolled
in the lowest-cost nationwide plan
option, as defined in paragraph (n) of
this section;

(iii) If one or more options of a plan
are discontinued, an employee who
does not change the enrollment will be
enrolled in the remaining option of the
plan, or in the case of a plan with two
or more options remaining, the lowest-
cost remaining option that is not a High
Deductible Health Plan (HDHP).

(iv) If the discontinuance of the plan,
whether permanent or temporary, is due
to a disaster, an employee must change
the enrollment within 60 days of the
disaster, as announced by OPM. If an
employee does not change the
enrollment within the time frame
announced by OPM, the employee will
be enrolled in the lowest-cost
nationwide plan option, as defined in
paragraph (n) of this section. The
effective date of enrollment changes
under this provision will be set by OPM
when it makes the announcement
allowing such changes;

(v) An employee who is unable, for
causes beyond his or her control, to
make an enrollment change within the
60 days following a disaster and is, as
a result, enrolled in the lowest-cost
nationwide plan as defined in paragraph
(n) of this section, may request a belated
enrollment into the plan of his or her
choice subject to the requirements of
paragraph (c) of this section;

* * * * *

(n) OPM will annually determine the
lowest-cost nationwide plan option
calculated based on the enrollee share of
the cost of a self only enrollment. The
plan option identified may not be a
High Deductible Health Plan (HDHP) or
an option from a health benefits plan
that charges an association or
membership fee. OPM reserves the right
to designate an alternate plan for
automatic enrollments if OPM
determines circumstances dictate this.
m 3. Amend § 890.306 by revising
paragraphs (1)(4)(ii) through (v) and
adding paragraph (1)(4)(vi) to read as
follows:

§890.306 When can annuitants or survivor
annuitants change enrollment or reenroll
and what are the effective dates?
* * * * *

* k%

E14)) * x %

(ii) If a plan discontinues all of its
existing options, an annuitant who does
not change his or her enrollment is
deemed to have enrolled in the lowest-
cost nationwide plan option, as defined
in §890.301(n); except when the
annuity is insufficient to pay the
withholdings, then paragraph (q) of this
section applies.

(iii) If one or more options of a plan
are discontinued, an annuitant who
does not change the enrollment will be
enrolled in the remaining option of the
plan, or in the case of a plan with two
or more options remaining, the lowest-
cost remaining option that is not a High
Deductible Health Plan (HDHP). In the
event that the annuity is insufficient to
pay the withholdings, then paragraph
(q) of this section applies;
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(iv) After an involuntary enrollment
under paragraph (1)(4)(ii) or (iii) of this
section becomes effective, the annuitant
may change the enrollment to another
option of the plan into which he or she
was enrolled or another health plan of
his or her choice prospectively within
90-days after OPM advises the annuitant
of the new enrollment;

(v) If the discontinuance of the plan,
whether permanent or temporary, is due
to a disaster, an annuitant must change
the enrollment within 60 days of the
disaster, as announced by OPM. If an
annuitant does not change the
enrollment within the time frame
announced by OPM, the annuitant will
be enrolled in the lowest-cost
nationwide plan option, as defined in
§890.301(n). The effective date of
enrollment changes under this provision
will be set by OPM when it makes the
announcement allowing such changes;

(vi) An annuitant who is unable, for
causes beyond his or her control, to
make an enrollment change within the
60 days following a disaster and is, as
a result, enrolled in the lowest-cost
nationwide plan as defined in
§890.301(n), may request a belated
enrollment into the plan of his or her
choice subject to the requirements of

paragraph (c) of this section.

m 4. Amend § 890.806 by revising
paragraphs (j)(4)(ii) through (iv) and
adding paragraph (j)(4)(v) to read as
follows:

§890.806 When can former spouses
change enrollment or reenroll and what are
the effective dates?

* * * * *

1) ¥ * %

(]4)) * ok %

(ii) If the whole plan is discontinued,
a former spouse who does not change
the enrollment within the time set will
be enrolled in the lowest-cost
nationwide plan option, as defined in
§890.301(n);

(iii) If one or more options of a plan
are discontinued, a former spouse who
does not change the enrollment will be
enrolled in the remaining option of the
plan, or in the case of a plan with two
or more options remaining, the lowest-
cost remaining option that is not a High
Deductible Health Plan (HDHP);

(iv) If the discontinuance of the plan,
whether permanent or temporary, is due
to a disaster, the former spouse must
change the enrollment within 60 days of
the disaster, as announced by OPM. If
a former spouse does not change the
enrollment within the time frame
announced by OPM, the former spouse
will be enrolled in the lowest-cost
nationwide plan option, as defined in

§890.301(n) of this section. The
effective date of enrollment changes
under this provision will be set by OPM
when it makes the announcement
allowing such changes;

(v) A former spouse who is unable, for
causes beyond his or her control, to
make an enrollment change within the
60 days following a disaster and is, as
a result, enrolled in the lowest-cost
nationwide plan as defined in
§890.301(n), may request a belated
enrollment into the plan of his or her
choice subject to the requirements of
paragraph (c) of this section.

* * * * *

m 5. Amend § 890.1108 by revising
paragraphs (h)(4)(ii) through (iv) and
adding paragraph (h)(4)(v) to read as
follows:

§890.1108 Opportunities to change
enroliment; effective dates.

* * * * *

(h)* * %
(4)* * %

(ii) If the whole plan is discontinued,
an enrollee who does not change the
enrollment within the time set will be
enrolled in the lowest-cost nationwide
plan option, as defined in § 890.301(n);

(iii) If one or more options of a plan
are discontinued, an enrollee who does
not change the enrollment will enrolled
in the remaining option of the plan, or
in the case of a plan with two or more
options remaining, the lowest-cost
remaining option that is not a High
Deductible Health Plan (HDHP);

(iv) If the discontinuance of the plan,
whether permanent or temporary, is due
to a disaster, the enrollee must change
the enrollment within 60 days of the
disaster, as announced by OPM. If the
enrollee does not change the enrollment
within the time frame announced by
OPM, the enrollee will be enrolled in
the lowest-cost nationwide plan option,
as defined in § 890.301(n). The effective
date of enrollment changes under this
provision will be set by OPM when it
makes the announcement allowing such
changes;

(v) An enrollee who is unable, for
causes beyond his or her control, to
make an enrollment change within the
60 days following a disaster and is, as
a result, enrolled in the lowest-cost
nationwide plan as defined in
§890.301(n), may request a belated
enrollment into the plan of his or her
choice subject to the requirements of
paragraph (c) of this section.

* * * * *
[FR Doc. 2015-27378 Filed 10-27-15; 8:45 am]
BILLING CODE 6325-63-P

DEPARTMENT OF AGRICULTURE

Agricultural Marketing Service

7 CFR Part 984
[Doc. No. AMS-FV-15-0026; FV15-984—1
FR]

Walnuts Grown in California; Increased
Assessment Rate

AGENCY: Agricultural Marketing Service,
USDA.

ACTION: Final rule.

SUMMARY: This rule implements a
recommendation from the California
Walnut Board (Board) for an increase of
the assessment rate established for the
2015-16 and subsequent marketing
years from $0.0189 to $0.0379 per
kernelweight pound of walnuts handled
under the marketing order. The Board
locally administers the marketing order
and is comprised of growers and
handlers of walnuts operating within
the area of production. Assessments
upon walnut handlers are used by the
Board to fund reasonable and necessary
expenses of the program. The marketing
year begins September 1 and ends
August 31. The assessment rate will
remain in effect indefinitely unless
modified, suspended, or terminated.
DATES: Effective October 29, 2015.

FOR FURTHER INFORMATION CONTACT:
Terry Vawter, Senior Marketing
Specialist, or Martin Engeler, Regional
Manager, California Marketing Field
Office, Marketing Order and Agreement
Division, Specialty Crops Program,
AMS, USDA; Telephone: (559) 487—
5901, Fax: (559) 487—5906, or Email:
Terry.Vawter@ams.usda.gov or
Martin.Engeler@ams.usda.gov.

Small businesses may request
information on complying with this
regulation by contacting Jeffrey Smutny,
Marketing Order and Agreement
Division, Specialty Crops Program,
AMS, USDA, 1400 Independence
Avenue SW., STOP 0237, Washington,
DC 20250-0237; Telephone: (202) 720—
2491, Fax: (202) 720-8938, or Email:
Jeffery.Smutny@ams.usda.gov.
SUPPLEMENTARY INFORMATION: This rule
is issued under Marketing Order No.
984, as amended (7 CFR part 984),
regulating the handling of walnuts
grown in California, hereinafter referred
to as the “order.” The order is effective
under the Agricultural Marketing
Agreement Act of 1937, as amended (7
U.S.C. 601-674), hereinafter referred to
as the “Act.”

The Department of Agriculture
(USDA) is issuing this rule in
conformance with Executive Orders
12866, 13563, and 13175.
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This rule has been reviewed under
Executive Order 12988, Civil Justice
Reform. Under the marketing order now
in effect, California walnut handlers are
subject to assessments. Funds to
administer the order are derived from
such assessments. It is intended that the
assessment rate as issued herein will be
applicable to all assessable walnuts
beginning on September 1, 2015, and
continue until amended, suspended, or
terminated.

The Act provides that administrative
proceedings must be exhausted before
parties may file suit in court. Under
section 608c(15)(A) of the Act, any
handler subject to an order may file
with USDA a petition stating that the
order, any provision of the order, or any
obligation imposed in connection with
the order is not in accordance with law
and request a modification of the order
or to be exempted therefrom. Such
handler is afforded the opportunity for
a hearing on the petition. After the
hearing, USDA would rule on the
petition. The Act provides that the
district court of the United States in any
district in which the handler is an
inhabitant, or has his or her principal
place of business, has jurisdiction to
review USDA'’s ruling on the petition,
provided an action is filed not later than
20 days after the date of the entry of the
ruling.

This rule increases the assessment
rate established for the Board for the
2015-16 and subsequent marketing
years from $0.0189 to $0.0379 per
kernelweight pound of assessable
walnuts handled.

The California walnut marketing
order provides authority for the Board,
with the approval of USDA, to formulate
an annual budget of expenses and
collect assessments from handlers to
administer the program. The members
of the Board are growers and handlers
of California walnuts. They are familiar
with the Board’s needs and with the
costs for goods and services in their
local area and are thus in a position to
formulate an appropriate budget and
assessment rate. The assessment rate is
formulated and discussed in a public
meeting. Thus, all directly affected
persons have an opportunity to
participate and provide input.

For the 2013-14 and subsequent
marketing years, the Board
recommended, and USDA approved, an
assessment rate of $0.0189 per
kernelweight pound of assessable
walnuts that would continue in effect
from marketing year to marketing year
unless modified, suspended, or
terminated by USDA upon
recommendation and information
submitted by the Board or other
information available to USDA.

The Board met on June 4, 2015, and
unanimously recommended 2015-16

expenditures of $22,668,980, and an
assessment rate of $0.0379 per
kernelweight pound of assessable
walnuts. In comparison, last year’s
budgeted expenditures were $9,861,810.
The assessment rate of $0.0379 is $0.019
per pound higher than the rate currently
in effect. The quantity of assessable
walnuts for the 2015-16 marketing year
is estimated at 518,000 tons inshell or
466,200,000 kernelweight pounds,
which is the five-year average of walnut
production. At the recommended higher
assessment rate of $0.0379 per
kernelweight pound, the Board should
collect approximately $17,668,980 in
assessment income. The Board also
recommended using $5,000,000 from its
monetary reserve to help fund the
increase in the expenditures.
Assessments and funds from the reserve
will be adequate to cover its 2015-16
budgeted expenses of $22,668,980.

The Board noted that sales of
California walnuts in the domestic
market have been declining in recent
years, and believes that more market
development and promotion would
reverse the trend. Thus, they are
committed to increasing expenditures
on domestic marketing promotion
projects and programs.

The following table compares major
budget expenditures recommended by
the Board for the 2014-15 and 2015-16
marketing years:

CHART 1
Budget expense categories 2014-15 2015-16
EMPIOYEE EXPENSES ...cieeiiiieiiiietie ettt ettt et ettt e st e e te e s st e e beessee e st e saseeseeenseesbeesnseenseesnseenseaannas $ 1,711,000 $1,846,500
Travel/Board Expenses/Annual Audit 190,000 191,000
Office EXpenses ......ccccoceevvieeenceeeennnenn. 241,000 254,000
Controlled Purchases ... 10,000 10,000
Crop Acreage Survey ... 0 100,000
Crop Estimate .......cccccceveeviieienn. 126,000 130,000
Production Research Director .... 94,500 94,500
ProducCtion RESEAICIN ..ottt et ee e e e e aa e e a et e a—a———a————————————————————— 1,600,000 1,700,000
S0y =TT aE= o1 114V = (0[] SRR 75,000 75,000
Grades and Standards Research .. 600,000 600,000
Domestic Market Development ..... 5,742,000 18,478,440
RESEIVE fOr CONIINGENCY .. .eiiiiiiiii ittt ettt et b e st e e bt e st e et e e e abeesaeeems e e bt e sabeenseeennes 166,310 32,790

The assessment rate recommended by
the Board was derived by dividing
anticipated assessment revenue needed
by estimated shipments of California
walnuts certified as merchantable. The
518,000 ton (inshell) estimate for
merchantable shipments is an average of
shipments during five prior years.
Pursuant to § 984.51(b) of the order, this
figure is converted to a merchantable
kernelweight basis using a factor of 0.45
(518,000 tons x 2,000 pounds per ton x
0.45), which yields 466,200,000
kernelweight pounds. At $0.0379 per

pound, the new assessment rate should
generate $17,668,980 in assessment
income. Along with $5,000,000 from the
Board’s monetary reserve, this
assessment rate will allow the Board to
cover its expenses.

Section 984.69 of the order authorizes
the Board to carry over excess funds
into subsequent marketing years as a
reserve, provided that funds already in
the reserve do not exceed approximately
two years’ budgeted expenses. Using
$5,000,000 of reserve funds would leave
an estimated $5,895,932 in reserve at

the end of the 2015-16 marketing year,
well within the requirements of the
marketing order.

The assessment rate will be in effect
indefinitely unless modified,
suspended, or terminated by USDA
upon recommendation and information
submitted by the Board or other
available information.

Although this assessment rate
established by this rule will be in effect
for an indefinite period, the Board will
continue to meet prior to or during each
marketing year to recommend a budget
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of expenses and consider
recommendations for modification of
the assessment rate. The dates and times
of Board meetings are available from the
Board or USDA. Board meetings are
open to the public and interested
persons may express their views at these
meetings. USDA would evaluate Board
recommendations and other available
information to determine whether
modification of the assessment rate is
needed. Further rulemaking would be
undertaken as necessary. The Board’s
2015-16 budget and those for
subsequent marketing years would be
reviewed, and, as appropriate, approved
by USDA.

Final Regulatory Flexibility Analysis

Pursuant to requirements set forth in
the Regulatory Flexibility Act (RFA) (5
U.S.C. 601-612), the Agricultural
Marketing Service (AMS) has
considered the economic impact of this
rule on small entities. Accordingly,
AMS has prepared this final regulatory
flexibility analysis.

The purpose of the RFA is to fit
regulatory actions to the scale of
businesses subject to such actions in
order that small businesses will not be
unduly or disproportionately burdened.
Marketing orders issued pursuant to the
Act, and the rules issued thereunder, are
unique in that they are brought about
through group action of essentially
small entities acting on their own
behalf.

There are approximately 4,500
growers of California walnuts in the
production area and approximately 90
handlers subject to regulation under the
marketing order. The Small Business
Administration (SBA) defines small
agricultural producers as those having
annual receipts of less than $750,000,
and small agricultural service firms are
defined as those having annual receipts
of less than $7,000,000. (13 CFR
121.201)

According to USDA’s National
Agricultural Statistics Service’s
(NASS’s) 2012 Census of Agriculture,
approximately 89 percent of California’s
walnut farms were smaller than 100
acres. Further, NASS reports that the
average yield for 2014 was 1.95 tons per
acre, and the average price received for
2013 was $3,710 per ton. The average
price for 2014 has not been reported yet.

A 100-acre farm with an average yield
of 1.95 tons per acre would therefore
have been expected to produce about
195 tons of walnuts during 2010-11. At
$3,710 per ton, that farm’s production
would have had an approximate value
of $723,450. Since Census of
Agriculture information indicates that
the majority of California’s walnut farms

are smaller than 100 acres, it could be
concluded that the majority of the
growers had receipts of less than
$723,450 in 2014-15, below the SBA
threshold of $750,000. Thus, the
majority of California’s walnut growers
would be considered small growers
according to SBA’s definition.

According to information supplied by
the Board, approximately two-thirds of
California’s walnut handlers each
shipped merchantable walnuts valued
under $7,000,000 during the 2014-15
marketing year and would, therefore, be
considered small handlers according to
the SBA definition.

This rule increases the assessment
rate established by the Board and
applicable to handlers for the 2015-16
and subsequent marketing years from
$0.0189 to $0.0379 per kernelweight
pound of assessable walnuts. The Board
unanimously recommended 2015-16
expenditures of $22,668,980 and an
assessment rate of $0.0379 per
kernelweight pound of assessable
walnuts. The assessment rate of $0.0379
is $0.019 higher than the 2014—15 rate.
The quantity of assessable walnuts for
the 2015—16 marketing year is estimated
at 518,000 tons inshell weight, or
466,200,000 kernelweight pounds.
Thus, the $0.0379 rate should provide
$17,668,980 in assessment income.

The Board also recommended using
$5,000,000 from its monetary reserve to
augment the assessment income. Thus,
assessment income plus the $5,000,000
should be adequate to meet this year’s
expenses. The increased assessment rate
is primarily due to increased domestic
marketing promotion and programs. The
Board has become concerned with the
declining sales of California walnuts in
the domestic market, and believes that
sagging sales can be improved through
increased promotional activities. Thus,
they recommended an increase in
domestic market development from
approximately $5.7 million during the
2014-15 marketing year to
approximately $18.4 million for the
2015-16 marketing year.

The major expenses for the 2015-16
marketing year, as outlined in Chart 1
include: $1,846,500 for employee
expenses; $191,000 for travel, board,
and annual audit expenses; $254,000 for
office expenses; $10,000 for controlled
purchases; $100,000 for the crop acreage
survey; $130,000 for the crop estimate;
$94,500 for the salary of the Production
Research Director; $1,700,000 for
production research; $75,000 for a
sustainability project; $600,000 for
grades and standards research;
$18,478,440 for domestic market
development projects; and $32,790 for
the contingency reserve.

In comparison, these expenditures for
the 2014—15 marketing year were:
$1,711,000 for employee expenses;
$190,000 for travel, board, and annual
audit expenses; $241,000 for office
expenses; $10,000 for controlled
purchases; $126,000 for the crop
estimate; $94,500 for the salary of the
Production Research Director;
$1,600,000 for production research;
$75,000 for the sustainability project;
$600,000 for grades and standards
research; $5,742,000 for domestic
market development projects; and
$166,310 for the contingency reserve.
There was no acreage survey expense in
the 2014—15 marketing year.

The Board reviewed and unanimously
recommended 2015-16 expenditures of
$22,668,980. Prior to arriving at this
budget, the Board considered alternative
expenditure levels, such as spending an
additional $5,000,000, or $10,000,000
for domestic market development
projects, as well as alternate assessment
rate levels. They ultimately determined
that the recommended expenditure and
assessment levels were reasonable and
necessary to assist in improving
domestic sales, as well as properly
administering the order.

The assessment rate of $0.0379 per
kernelweight pound of assessable
walnuts was derived by dividing
anticipated assessment revenue needed
by expected shipments of California
walnuts certified as merchantable.
Merchantable shipments for the year are
estimated at 466,200,000 pounds. It was
determined that $17,668,980 in
assessment income was needed, and
assessment income combined with
funds from the monetary reserve should
allow the Board to cover its expenses of
$22,668,980.

The Board also considered
information from various committees
who deliberate and formulate their own
budgets of expenses and make
recommendations to the Board. The
committees include the Market
Development, Production Research,
Budget and Personnel, and Grades and
Standards Committees.

Unspent funds may be retained in a
financial reserve, provided that funds in
the financial reserve do not exceed
approximately two years’ budgeted
expenses.

According to NASS, the season
average grower prices for the years 2012
and 2013 were $3,030 and $3,710 per
ton, respectively. Prices have not yet
been reported for 2014. The 2012 and
2013 prices provide a range within
which the 2015-16 season average price
could fall. Dividing these average
grower prices by 2,000 pounds per ton
provides an inshell price per pound
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range of $1.52 to $1.86. Dividing these
inshell per pound prices by the 0.45
conversion factor (inshell to
kernelweight) established in the order
yields a 2015—16 price range estimate of
$3.38 to $4.13 per kernelweight pound
of assessable walnuts.

To calculate the percentage of grower
revenue represented by the assessment
rate, the assessment rate of $0.0379 per
kernelweight pound is divided by the
low and high estimates of the price
range. The estimated assessment
revenue for the 2015-16 marketing year
as a percentage of total grower revenue
will thus likely range between 0.92 and
1.11 percent.

This action increases the assessment
obligation imposed on handlers. While
assessments impose some additional
costs on handlers, the costs are minimal
and uniform on all handlers. These
costs are offset by the benefits derived
by the operation of the marketing order.
In addition, the Board’s meeting was
widely publicized throughout the
California walnut industry, and all
interested persons were invited to
attend the meeting and encouraged to
participate in Board deliberations on all
issues. Like all Board meetings, the June
4, 2015, meeting was a public meeting
and all entities, both large and small,
were free to express views on this issue.

In accordance with the Paperwork
Reduction Act of 1995, (44 U.S.C.
Chapter 35), the order’s information
collection requirements have been
previously approved by the Office of
Management and Budget (OMB) and
assigned OMB No. 0581-0178 (Walnuts
Grown in California). No changes in
those requirements are necessary as a
result of this action. Should any changes
become necessary, they would be
submitted to OMB for approval.

This rule imposes no additional
reporting or recordkeeping requirements
on either small or large California
walnut handlers. As with all Federal
marketing order programs, reports and
forms are periodically reviewed to
reduce information requirements and
duplication by industry and public
sector agencies. As noted in the initial
regulatory flexibility analysis, USDA
has not identified any relevant Federal
rules that duplicate, overlap, or conflict
with this action.

AMS is committed to complying with
the E-Government Act, to promote the
use of the Internet and other
information technologies to provide
increased opportunities for citizen
access to Government information and
services, and for other purposes.

A proposed rule concerning this
action was published in the Federal
Register on August 18, 2015, (80 FR

49930). Copies of the proposed rule
were also provided to all walnut
handlers. Finally, the proposal was
made available through the Internet by
USDA and the Office of the Federal
Register. A 30-day comment period
ending September 17, 2015, was
provided for interested persons to
respond to the proposal. No complete
comments were received. Accordingly,
no changes will be made to the rule as
proposed.

A small business guide on complying
with fruit, vegetable, and specialty crop
marketing agreements and orders may
be viewed at: http://www.ams.usda.gov/
MarketingOrderSmallBusinessGuide.
Any questions about the compliance
guide should be sent to Jeffrey Smutny
at the previously mentioned address in
the FOR FURTHER INFORMATION CONTACT
section.

After consideration of all relevant
material presented, including the
information and recommendation
submitted by the Board and other
available information, it is hereby found
that this rule, as hereinafter set forth,
will tend to effectuate the declared
policy of the Act.

Pursuant to 5 U.S.C. 553, it is also
found and determined that good cause
exists for not postponing the effective
date of this rule until 30 days after
publication in the Federal Register
because handlers are already receiving
2015-16 crop walnuts from growers, the
marketing year began on September 1,
2015, and the assessment rate applies to
all walnuts received during the 2015-16
and subsequent marketing years.
Further, handlers are aware of this rule
which was recommended at a public
meeting. Also, a 30-day comment period
was provided in the proposed rule.

List of Subjects in 7 CFR Part 984

Marketing agreements, Nuts,
Reporting and recordkeeping
requirements, Walnuts.

For the reasons set forth in the
preamble, 7 CFR part 984 is amended as
follows:

PART 984—WALNUTS GROWN IN
CALIFORNIA

m 1. The authority citation for 7 CFR
part 984 continues to read as follows:

Authority: 7 U.S.C. 601-674.

m 2. Section 984.347 is revised to read
as follows:

§984.347 Assessment rate.

On and after September 1, 2015, an
assessment rate of $0.0379 per
kernelweight pound is established for
California merchantable walnuts.

Dated: October 22, 2015.
Rex A. Barnes,

Associate Administrator, Agricultural
Marketing Service.

[FR Doc. 2015-27359 Filed 10-27-15; 8:45 am]
BILLING CODE 3410-02-P

DEPARTMENT OF AGRICULTURE

Agricultural Marketing Service

7 CFR Part 987

[Docket No. AMS—FV-15-0034; FV15-987—
11R]

Domestic Dates Produced or Packed in
Riverside County, California;
Decreased Assessment Rate

AGENCY: Agricultural Marketing Service,
USDA.

ACTION: Interim rule with request for
comments.

SUMMARY: This rule implements a
recommendation from the California
Date Administrative Committee
(committee) for a decrease in the
assessment rate established for the
2015-16 and subsequent crop years
from $0.20 to $0.10 per hundredweight
of dates handled. The committee locally
administers the marketing order, which
regulates the handling of dates grown or
packed in Riverside County, California.
Assessments upon date handlers are
used by the committee to fund
reasonable and necessary expenses of
the program. The crop year begins
October 1 and ends September 30. The
new assessment rate will remain in
effect indefinitely unless modified,
suspended, or terminated.

DATES: Effective October 29, 2015.
Comments received by December 28,
2015, will be considered prior to
issuance of a final rule.

ADDRESSES: Interested persons are
invited to submit written comments
concerning this rule. Comments must be
sent to the Docket Clerk, Marketing
Order and Agreement Division,
Specialty Crops Program, AMS, USDA,
1400 Independence Avenue SW., STOP
0237, Washington, DC 20250-0237; Fax:
(202) 720-8938; or Internet: http://
www.regulations.gov. Comments should
reference the docket number and the
date and page number of this issue of
the Federal Register and will be
available for public inspection in the
Office of the Docket Clerk during regular
business hours, or can be viewed at:
http://www.regulations.gov. All
comments submitted in response to this
rule will be included in the record and
will be made available to the public.
Please be advised that the identity of the
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individuals or entities submitting
comments will be made public on the
internet at the address provided above.
FOR FURTHER INFORMATION CONTACT:
Terry Vawter, Senior Marketing
Specialist, or Martin Engeler, Regional
Director, California Marketing Field
Office, Marketing Order and Agreement
Division, Specialty Crops Program,
AMS, USDA; Telephone: (559) 487—
5901, Fax: (559) 487—5906, or Email:
Terry.Vawter@ams.usda.gov or
Martin.Engeler@ams.usda.gov.

Small businesses may request
information on complying with this
regulation by contacting Jeffrey Smutny,
Marketing Order and Agreement
Division, Specialty Crops Program,
AMS, USDA, 1400 Independence
Avenue SW., STOP 0237, Washington,
DC 20250-0237; Telephone: (202) 720—
2491, Fax: (202) 720-8938, or Email:
Jeffrey.Smutny@ams.usda.gov.

SUPPLEMENTARY INFORMATION: This rule
is issued under Marketing Agreement
and Order No. 987, both as amended (7
CFR part 987), regulating the handling
of dates produced or packed in
Riverside County, California, hereinafter
referred to as the “order.” The order is
effective under the Agricultural
Marketing Agreement Act of 1937, as
amended (7 U.S.C. 601-674), hereinafter
referred to as the “Act.”

The Department of Agriculture
(USDA) is issuing this rule in
conformance with Executive Orders
12866, 13563, and 13175.

This rule has been reviewed under
Executive Order 12988, Civil Justice
Reform. Under the marketing order now
in effect, Riverside County, California,
date handlers are subject to assessments.
Funds to administer the order are
derived from such assessments. It is
intended that the assessment rate as
issued herein will be applicable to all
assessable dates beginning October 1,
2015, and continue until amended,
suspended, or terminated.

The Act provides that administrative
proceedings must be exhausted before
parties may file suit in court. Under
section 608c¢(15)(A) of the Act, any
handler subject to an order may file
with USDA a petition stating that the
order, any provision of the order, or any
obligation imposed in connection with
the order is not in accordance with law
and request a modification of the order
or to be exempted therefrom. Such
handler is afforded the opportunity for
a hearing on the petition. After the
hearing, USDA would rule on the
petition. The Act provides that the
district court of the United States in any
district in which the handler is an
inhabitant, or has his or her principal

place of business, has jurisdiction to
review USDA’s ruling on the petition,
provided an action is filed not later than
20 days after the date of the entry of the
ruling.

This rule decreases the assessment
rate established by the committee for the
2015-16 and subsequent crop years
from $0.20 to $0.10 per hundredweight
of dates.

The California date marketing order
provides authority for the committee,
with the approval of USDA, to formulate
an annual budget of expenses and
collect assessments from handlers to
administer the program. The members
of the committee are date producers and
handlers from Riverside County,
California. They are familiar with the
committee’s needs and the costs of
goods and services in their local area
and are thus in a position to formulate
an appropriate budget and assessment
rate. The assessment rate is formulated
and discussed in a public meeting.
Thus, all directly affected persons have
an opportunity to participate and
provide input.

The committee met on June 25, 2015,
and unanimously recommended 2015—
16 expenditures of $59,250, and an
assessment rate of $0.10 per
hundredweight of Riverside County,
California dates. In comparison, last
year’s budgeted expenditures were
$56,200. The assessment rate of $0.10 is
$0.10 lower than the rate currently in
effect.

This year’s crop is estimated to be
slightly larger than last year’s crop.
Sufficient income is expected to be
generated when applying the
recommended lower assessment rate to
the larger crop. When combined with
carry-in funds from the 2014-15 crop
year, funding should be sufficient to
cover anticipated 2015—16 expenses.
The financial reserve will also be
maintained within the limit specified
under the order.

The major expenditure recommended
by the committee for the 2015-16 crop
year is $59,250 for general and
administrative expenses. In comparison,
the major expenditures recommended
by the committee for the 2014-15 crop
year included $56,200 for general and
administrative expenses, and $2,800 for
contingency funds.

The assessment rate of $0.10 per
hundredweight of dates handled was
recommended by the committee after
considering several factors: The
anticipated size of the 2015—16 crop, the
committee’s estimates of the incoming
reserve, other income, and anticipated
expenses. Date shipments for the year
are estimated at 29,000,000 pounds
(290,000 hundredweight) which should

provide $29,000 in assessment income.
Income derived from handler
assessments and funds from the
committee’s authorized reserve, should
be adequate to cover budgeted expenses
for the crop year.

Section 987.72(d) of the order states
that the committee may maintain a
monetary reserve not to exceed the
average of one year’s expenses incurred
during the most recent five preceding
crop years, except that an established
reserve need not be reduced to conform
to any recomputed average. The
committee expects to utilize $25,250 of
the reserve during the year to cover
expenses, leaving approximately
$44,750 in the reserve account. The
remaining reserve will be below the
limit specified in the order.

The assessment rate established in
this rule will continue in effect
indefinitely unless modified,
suspended, or terminated by USDA
upon recommendation and information
submitted by the committee or other
available information.

Although this assessment rate is
effective for an indefinite period, the
committee will continue to meet prior to
or during each crop year to recommend
a budget of expenses and consider
recommendations for modification of
the assessment rate. The dates and times
of committee meetings are available
from the committee or USDA.
Committee meetings are open to the
public and interested persons may
express their views at these meetings.
USDA will evaluate committee
recommendations and other available
information to determine whether
modification of the assessment rate is
needed. Further rulemaking will be
undertaken as necessary. The
committee’s 2015—16 budget and those
for subsequent crop years will be
reviewed and, as appropriate, approved
by USDA.

Initial Regulatory Flexibility Analysis

Pursuant to requirements set forth in
the Regulatory Flexibility Act (RFA) (5
U.S.C. 601-612), the Agricultural
Marketing Service (AMS) has
considered the economic impact of this
rule on small entities. Accordingly,
AMS has prepared this initial regulatory
flexibility analysis.

The purpose of the RFA is to fit
regulatory actions to the scale of
businesses subject to such actions in
order that small businesses will not be
unduly or disproportionately burdened.
Marketing orders issued pursuant to the
Act, and the rules issued thereunder, are
unique in that they are brought about
through group action of essentially
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small entities acting on their own
behalf.

There are approximately 70 date
producers in the production area and 11
handlers subject to regulation under the
marketing order. The Small Business
Administration defines small
agricultural producers as those having
annual receipts of less than $750,000,
and small agricultural service firms as
those whose annual receipts are less
than $7,000,000. (13 CFR 121.201)

According to the National
Agricultural Statistics Service (NASS),
data for the most-recently completed
crop year (2014) shows that about 3.54
tons, or 7,080 pounds, of dates were
produced per acre. The 2014 producer
price published by NASS was $1,190
per ton. Thus, the value of date
production per acre in 2014—15
averaged about $4,213 (3.54 tons times
$1,190 per ton). At that average price, a
producer would have to farm over 178
acres to receive an annual income from
dates of $750,000 ($750,000 divided by
$4,213 per acre equals 178.02 acres).
According to committee staff, the
majority of California date producers
farm less than 178 acres. Thus, it can be
concluded that the majority of date
producers could be considered small
entities. In addition, according to data
from the committee staff, the majority of
California date handlers have receipts of
less than $7,000,000 and may also be
considered small entities.

This rule decreases the assessment
rate established by the committee and
collected from handlers for the 2015-16
and subsequent crop years from $0.20 to
$0.10 per hundredweight of dates
handled. The committee unanimously
recommended 2015-16 expenditures of
$59,250 and an assessment rate of $0.10
per hundredweight of dates, which is
$0.10 lower than the 2014—15 rate
currently in effect. The quantity of
assessable dates for the 2015—16 crop
year is estimated at 29,000,000 pounds
(290,000 hundredweight). Thus, the
$0.10 rate should provide $29,000 in
assessment income. Income derived
from handler’s assessments, and funds
from the committee’s authorized
reserve, and other funds should be
adequate to cover expenses for the
2015-16 crop year.

The major expenditure recommended
by the committee for the 2015—16 crop
year is $59,250 for general and
administrative expenses. In comparison,
the major expenditures recommended
by the Committee for the 2014—15 crop
year included $56,200 for general and
administrative expenses and $2,800 for
contingency funds.

The committee recommended a lower
assessment rate because income

generated from the lower assessment
rate applied to the larger crop,
combined with carry-in funds from the
2014-15 crop year, should be sufficient
to cover anticipated 2015-16 expenses
and to maintain a financial reserve
within the limit specified under the
order.

Section 987.72(d) of the order states
that the committee may maintain a
monetary reserve not to exceed the
average of one year’s expenses incurred
during the most recent five preceding
crop years, except that an established
reserve need not be reduced to conform
to any recomputed average. The
committee estimated a $70,000 reserve
carry-in for the 2015-16 crop year. It
expects to utilize $25,250 of the reserve
during the year, for a carry-out of
approximately $44,750, which is below
the limit specified in the order.

The committee reviewed and
unanimously recommended 2015-16
crop year expenditures of $59,250. Prior
to arriving at this budget, the Committee
considered alternative expenditure
levels and assessment rates. The
committee recommended an assessment
rate of $0.10 per hundredweight of dates
after considering several factors
including the anticipated 2015—16 crop
size, the committee’s estimates of the
incoming reserve funds and other
income, and its anticipated expenses.

A review of historical and preliminary
information pertaining to the upcoming
crop year indicates that the producer
price for the 2015-16 crop year could be
approximately $60.00 per
hundredweight of dates. Utilizing these
estimates and the assessment rate of
$0.10 per hundredweight, the estimated
assessment revenue for the 2015-16
crop year as a percentage of total
producer revenue is approximately 0.17
percent.

This action decreases the assessment
obligation imposed on handlers.
Assessments are applied uniformly on
all handlers, and decreasing the
assessment rate reduces the burden on
handlers. In addition, the committee
meeting was widely publicized
throughout the California date industry,
and all interested persons were invited
to attend the meetings and encouraged
to participate in committee
deliberations on all issues. Like all
committee meetings, the June 25, 2015,
meeting was a public meeting and all
entities, both large and small, were able
to express views on this issue. Industry
members also discussed the various
possible assessment rates, potential crop
size, and estimated expenses at this
meeting. Finally, interested persons are
invited to submit comments on this
interim rule, including the regulatory

and informational impacts of this action
on small businesses.

In accordance with the Paperwork
Reduction Act of 1995 (44 U.S.C.
Chapter 35), the order’s information
collection requirements have been
previously approved by the Office of
Management and Budget (OMB) and
assigned OMB No. 0581-0178,
“Vegetable and Specialty Crop
Marketing Orders.” No changes in those
requirements as a result of this action
are necessary. Should any changes
become necessary, they would be
submitted to OMB for approval.

This action imposes no additional
reporting or recordkeeping requirements
on either small or large Riverside
County, California date handlers. As
with all Federal marketing order
programs, reports and forms are
periodically reviewed to reduce
information requirements and
duplication by industry and public
sector agencies.

AMS is committed to complying with
the E-Government Act, to promote the
use of the internet and other
information technologies to provide
increased opportunities for citizen
access to Government information and
services, and for other purposes.

USDA has not identified any relevant
Federal rules that duplicate, overlap, or
conflict with this rule.

A small business guide on complying
with fruit, vegetable, and specialty crop
marketing agreements and orders may
be viewed at: http://www.ams.usda.gov/
MarketingOrdersSmallBusinessGuide.
Any questions about the compliance
guide should be sent to Jeffrey Smutny
at the previously mentioned address in
the FOR FURTHER INFORMATION CONTACT
section.

After consideration of all relevant
material presented, including the
information and recommendation
submitted by the Committee and other
available information, it is hereby found
that this rule, as hereinafter set forth,
will tend to effectuate the declared
policy of the Act.

Pursuant to 5 U.S.C. 553, it is also
found and determined upon good cause
that it is impracticable, unnecessary,
and contrary to the public interest to
give preliminary notice prior to putting
this rule into effect, and that good cause
exists for not postponing the effective
date of this rule until 30 days after
publication in the Federal Register
because: (1) The 2015—16 crop year
began on October 1, 2015, and the
marketing order requires that the rate of
assessment for each crop year apply to
all assessable dates handled during such
crop year; (2) the action decreases the
assessment rate for assessable dates
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beginning with the 201516 crop year;
(3) handlers are aware of this action
which was unanimously recommended
by the committee at a public meeting
and is similar to other assessment rate
actions issued in past years; and (4) this
interim rule provides a 60-day comment
period, and all comments timely
received will be considered prior to
finalization of this rule.

List of Subjects in 7 CFR Part 987

Dates, Marketing agreements,
Reporting and recordkeeping
requirements.

For the reasons set forth in the
preamble, 7 CFR part 987 is amended as
follows:

PART 987—DATES PRODUCED OR
PACKED IN RIVERSIDE COUNTY,
CALIFORNIA

m 1. The authority citation for 7 CFR
part 987 continues to read as follows:

Authority: 7 U.S.C. 601-674.

m 2. Section 987.339 is revised to read
as follows:

§987.339 Assessment rate.

On and after October 1, 2015, an
assessment rate of $0.10 per
hundredweight is established for
Riverside County, California dates.

Dated: October 22, 2015.

Rex A. Barnes,

Associate Administrator, Agricultural
Marketing Service.

[FR Doc. 2015-27340 Filed 10-27-15; 8:45 am]
BILLING CODE 3410-02-P

FEDERAL DEPOSIT INSURANCE
CORPORATION

12 CFR Parts 303 and 391

RIN 3064-AE24

Filing Requirements and Processing
Procedures for Changes in Control

With Respect to State Nonmember
Banks and State Savings Associations

AGENCY: Federal Deposit Insurance
Corporation (FDIC).

ACTION: Final rule.

SUMMARY: On November 25, 2014, the
FDIC published a notice of proposed
rulemaking (proposed rule or NPR) to
amend its filing requirements and
processing procedures for notices filed
under the Change in Bank Control Act
(Notices). The comment period closed
January 26, 2015, and no comments
were received. The FDIC is now
adopting that proposed rule as final
with one change (final rule). The final

rule accomplishes several objectives.
First, the final rule consolidates into one
subpart the current requirements and
procedures for Notices filed with
respect to State nonmember banks and
certain parent companies thereof, and
the requirements and procedures for
Notices filed with respect to State
savings associations and certain parent
companies thereof. Second, the final
rule rescinds the FDIC’s separate
regulation governing the requirements
and procedures for Notices filed with
respect to State savings associations and
certain parent companies thereof and
rescinds any guidance issued by the
Office of Thrift Supervision (OTS)
relating to changes in control of State
savings associations that is inconsistent
with the final rule. Third, the final rule
adopts the best practices of the related
regulations of the Office of the
Comptroller of the Currency (OCC) and
the Board of Governors of the Federal
Reserve System (Board of Governors).
Finally, the final rule clarifies the
FDIC’s requirements and procedures
based on its experience interpreting and
implementing the existing regulation.
This final rule is also part of the FDIC’s
continuing review of its regulations
under the Economic Growth and
Regulatory Paperwork Reduction Act of
1996.

DATES: The final rule is effective January
1, 2016.

FOR FURTHER INFORMATION CONTACT: Ann
Johnson Taylor, Supervisory Counsel,
AJohnsonTaylor@fdic.gov; Gregory S.
Feder, Counsel, GFeder@fdic.gov;
Rachel J. Ackmann, Counsel,
RAckmann@fdic.gov; Robert C. Fick,
Senior Counsel, RFick@fdic.gov.
SUPPLEMENTARY INFORMATION:

I. Background

The Federal Deposit Insurance Act
(FDI Act) at section 7(j) (the Change in
Bank Control Act) generally provides
that no person may acquire control of an
insured depository institution unless
the person has provided the appropriate
Federal banking agency prior written
notice of the transaction and the
banking agency has not objected to the
proposed transaction.? Subpart E of Part
303 of the FDIC’s rules and regulations 2
(Subpart E of Part 303) implements
section 7(j) of the FDI Act and sets forth
the filing requirements and processing
procedures for Notices filed with
respect to the proposed acquisition of
State nonmember banks and certain
parent companies thereof.3

112 U.S.C. 1817(j).

212 CFR 303.80 et seq.

3 Certain industrial loan companies, trust
companies, and credit card banks that are State

The Dodd-Frank Wall Street Reform
and Consumer Protection Act, 12 U.S.C.
5301, et seq. (Dodd-Frank Act), among
other things, provided for a substantial
reorganization of the regulation of State
and Federal savings associations and
their holding companies. On July 21,
2011, (the “transfer date” established by
section 311 of the Dodd-Frank Act), the
powers, duties, and functions formerly
assigned to, or performed by, the OTS
were transferred to (i) the FDIC, as to
State savings associations; 4 (ii) the OCC,
as to Federal savings associations; and
(iii) the Board of Governors, as to
savings and loan holding companies.5
Section 316(b) of the Dodd-Frank Act
provides the manner of treatment for all
orders, resolutions, determinations,
regulations, and advisory materials that
had been issued, made, prescribed, or
allowed to become effective by the
OTS.¢ The section provides that if such
materials were in effect on the day
before the transfer date, they continue to
be in effect and are enforceable by or
against the appropriate successor agency
until they are modified, terminated, set
aside, or superseded in accordance with
applicable law by such successor
agency, by any court of competent
jurisdiction, or by operation of law.

Section 316(c) of the Dodd-Frank Act,
further directed the FDIC and the OCC
to consult with one another and to
publish a list of the continued OTS
regulations which would be enforced by
each agency.? On June 14, 2011, the
Board of Directors of the FDIC (the
Board) approved a “List of OTS
Regulations to be Enforced by the OCC
and the FDIC pursuant to the Dodd-
Frank Wall Street Reform and Consumer
Protection Act”. This list was published
by the FDIC and the OCC as a Joint
Notice in the Federal Register on July
6,2011.8

Although section 312(b)(2)(B)(i)(II) of
the Dodd-Frank Act granted the OCC
rulemaking authority relating to savings
associations, nothing in the Dodd-Frank
Act affected the FDIC’s existing
authority to issue regulations under the
FDI Act and other laws as the

nonmember banks under the FDI Act are not
“banks” under the Bank Holding Company Act
(“BHC Act”). 12 U.S.C. 1841(c)(2). Therefore, a
company that seeks to control such an institution
would not necessarily have to be a bank holding
company under the BHC Act and would not have
to be subject to supervision by the Board of
Governors. However, such a company would have
to file a Notice with, and obtain the approval of, the
FDIC prior to acquiring such an institution.

4 As of June 2015, there are approximately 50
State savings associations insured by the FDIC.

512 U.S.C. 5411.

612 U.S.C. 5414(b).

712 U.S.C. 5414(c).

876 FR 39246 (July 6, 2011).
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“appropriate Federal banking agency”
or under similar statutory terminology.?
Section 312(c) of the Dodd-Frank Act
amended section 3(q) of the FDI Act and
designated the FDIC as the “appropriate
Federal banking agency” for State
savings associations.1® As a result, when
the FDIC acts as the designated
“appropriate Federal banking agency”
(or under similar terminology) for State
savings associations, as it has in the
final rule, the FDIC is authorized to
issue, modify, and rescind regulations
involving such associations.1?

As noted above, on June 14, 2011,
operating pursuant to this authority, the
Board reissued and redesignated certain
regulations transferred from the former
OTS. These regulations were adopted
and issued as new FDIC regulations at
Parts 390 and 391 of Title 12. When it
republished these regulations as new
FDIC regulations, the FDIC specifically
noted that staff would evaluate the
transferred regulations and might later
recommend amending them, rescinding
them, or incorporating the transferred
regulations into other FDIC rules as
appropriate.

Certain of the regulations transferred
to the FDIC govern acquisitions of State
savings associations under the Change
in Bank Control Act (transferred CBCA
regulation).12 The FDIC is incorporating
portions of those regulations into the
FDIC’s Subpart E of Part 303 and
rescinding the transferred CBCA
regulation. In addition to consolidating
and conforming the change in control
regulations for both State nonmember
banks and State savings associations,
the final rule increases the consistency
of Subpart E of Part 303 with the OCC’s
and the Board of Governors’ related
regulations by incorporating certain best
practices of those regulations into
Subpart E of Part 303.13 Also, the FDIC
is generally updating Subpart E of Part
303 to provide greater transparency to
its change in control regulation based on
its experience interpreting and
implementing the Change in Bank
Control Act.

II. Proposed Rule

On November 25, 2014, the FDIC
published the NPR, which proposed
amending the FDIC’s filing requirements
and processing procedures for
Notices.1* The FDIC did not receive any

912 U.S.C. 5412(b)(2)(B)(i)(ID).

1012 U.S.C. 1813(q).

1112 U.S.C. 1819(a)(Tenth).

1212 CFR part 391, subpart E, entitled
Acquisitions of Control of State Savings
Associations.

1312 CFR 5.50 et seq. (OCC) and 12 CFR 225.41—
.43 (Board of Governors).

1479 FR 70121 (Nov. 25, 2014).

comments on the proposed rule and is
now adopting the proposed rule as final
with only one modification.

III. Final Rule
a. Section 303.80 Scope

The scope of the final rule makes it
clear that Subpart E of Part 303 applies
to acquisitions of control of State
nonmember banks, State savings
associations, and certain companies that
control one or more State nonmember
banks and/or State savings associations
(parent companies). The FDIC believes
that expanding the scope of Subpart E
of Part 303 to include State savings
associations and certain parent
companies *° and rescinding the
transferred CBCA regulation both
streamlines its rules and procedures and
increases regulatory consistency for all
FDIC-supervised institutions. To that
end, the final rule defines the term
“covered institution” to include an
insured State nonmember bank, an
insured State savings association, and
certain companies that control, directly
or indirectly, an insured State
nonmember bank or an insured State
savings association.

In addition, the final rule amends the
scope of Subpart E of Part 303 to
indicate that the subpart implements the
Change in Bank Control Act 16 and to
clarify that the subpart includes the
procedures for filing and processing a
Notice. The revised scope section also
sets forth the circumstances that require
the filing of a Notice.

b. Section 303.81 Definitions

1. Acting in Concert

The final rule defines ““acting in
concert” as “‘knowing participation in a
joint activity or parallel action towards
a common goal of acquiring control of
a covered institution whether or not
pursuant to an agreement.” This
definition is not substantively different
from the definition of “acting in
concert” in the existing Subpart E of
Part 303.17 The only modification is
updated terminology. Specifically, the
modification replaces the term “insured
state nonmember bank or a parent
company”’ with “covered institution” to
reflect that the FDIC is also the
appropriate Federal banking agency for
State savings associations. The FDIC

15 A company that is not a bank holding company
nor a savings and loan holding company and that
seeks to acquire a State savings association that
operates solely in a fiduciary capacity would not be
subject to supervision by the Board of Governors.
Such a company would have to file a Notice with,
and obtain the approval of, the FDIC.

16 The final rule uses language adopted from the
transferred CBCA regulation.

17 See 12 CFR 303.81(b).

does not believe any further
modifications are necessary. The FDIC
has not adopted the comparable
definition from the transferred CBCA
regulation because the definition in the
existing Subpart E of Part 303 is broad
enough to include the specific
circumstances described in the
transferred CBCA regulation and is clear
and easy to understand.!8

The FDIC notes that a group of
persons acting in concert becomes a
different group of persons acting in
concert when a member of the group
leaves or a new member joins. For
example, if certain members of a family
have previously filed a Notice with, and
received a non-objection from, the FDIC
as a group acting in concert, each
member of the group must file a new
Notice and obtain the FDIC’s non-
objection when a member of the group
ceases participation in the group, and
the group continues to hold sufficient
shares to constitute “control.”

The FDIC also notes that if a person
who is a member of a group acting in
concert proposes to acquire voting
securities that result in that person
holding 25 percent or more of the voting
securities in his/her/its own right, then
the person must file a Notice with the
FDIC because that person individually
will have acquired control as defined by
the Change in Bank Control Act. Such
a person must file a Notice even if that
person had already filed and been
approved as a member of the group
acting in concert.

The FDIC further notes that it will
look closely at transactions where a lead
investor has a material role in
organizing a bank’s capital offering. The
presence of a lead investor(s) who
solicits persons with whom the lead
investor has a pattern of co-investing
suggests that the solicited investors,
together with the lead investor, may
constitute a group acting in concert. The
FDIC will analyze the facts and
circumstances of each case to determine
whether such persons constitute a group
acting in concert.

2. Company

As discussed in section III.c.3 below,
the final rule adds certain rebuttable
presumptions of acting in concert,
including presumptions relating to
companies. The final rule defines the
term “company”’ by reference to section
2 of the Bank Holding Company Act of
1956, as amended (12 U.S.C. 1841 et
seq.) (BHC Act) and includes a catch-all
for any person that is not an individual
or group of individuals acting in

18 See 12 CFR 391.41 for the definition of acting
in concert in the transferred CBCA regulation.
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concert, for example, a limited liability
company.

3. Control

The final rule defines “control” as
“the power, directly or indirectly, to
direct the management or policies of a
covered institution or to vote 25 percent
or more of any class of voting securities
of a covered institution.” This definition
is not substantively different from the
definition of “control” in the existing
Subpart E of Part 303.19 The only
modification is updated terminology,
i.e., replacing “voting shares” with
“voting securities” and replacing
“insured state nonmember bank or a
parent company’’ with “covered
institution” to reflect that the FDIC is
also the appropriate Federal banking
agency for State savings associations
and certain parent companies thereof.
The final rule does not adopt the
enumerated conditions in the definition
of control from the transferred CBCA
regulation because the definition of
“control” in the final rule is broad
enough to include such conditions and
enumerating some of the conditions that
are probative of control could be read to
exclude others.20°

4. Convertible Securities

As discussed in section IIl.c.4, the
final rule includes a presumption
relating to convertible securities. The
final rule defines “convertible
securities” as debt or equity interests
that may be converted into voting
securities. The definition is not in the
existing Subpart E of Part 303 or the
transferred CBCA regulation, but
convertible securities are not
uncommon in the industry, and the
FDIC’s regulations will now reflect this
fact.21

5. Covered Institution

The final rule defines the term
“covered institution” as “an insured
State nonmember bank, an insured State
savings association, and any company
that controls, directly or indirectly, an
insured State nonmember bank or an
insured State savings association other
than a holding company that is the
subject of an exemption described in
either section 303.84(a)(3) or (a)(8).”
Therefore, the final rule could apply to
an individual’s acquisition of voting
securities of a bank holding company or
savings and loan holding company,
provided the transaction is not
otherwise exempted under 303.84(a)(3)
or (a)(8). Subsections (a)(3) and (a)(8)

19 See 12 CFR 303.81(c).
20 See 12 CFR 391.43(a)(1).
21 See 12 CFR 225.31(d)(1).

exempt transactions that are subject to
Section 3 of the BHC Act and
transactions for which the Board of
Governors reviews a Notice. The
303.84(a)(3) and (a)(8) exemptions are
discussed in section Il.e.3 and 8.

The Board of Governors is not the
primary regulator of all companies that
control State nonmember banks since
some State nonmember banks are not
“banks” under the BHC Act.22 Also, the
Board of Governors is not the primary
regulator of all companies that control
State savings associations. Under the
Home Owners’ Loan Act,?3 ““a company
that controls a savings association that
functions solely in a trust or fiduciary
capacity as described in section
2(c)(2)(D) of the Bank Holding Company
Act of 1956” is not a savings and loan
holding company.24 As a result, a
company that is not otherwise a bank
holding company or a savings and loan
holding company and that seeks to
acquire control of either a State
nonmember bank that is not a “bank”
under the BHC Act or a State savings
association that functions solely in a
trust or fiduciary capacity is subject to
the final rule and is not be eligible for
the exceptions from Notice in
303.84(a)(3) and (a)(8).

6. Immediate Family

As discussed in section III.c.3 below,
the final rule adds certain rebuttable
presumptions of acting in concert,
including a presumption relating to a
person’s immediate family. The final
rule defines “immediate family” as “a
person’s parents, mother-in-law, father-
in-law, children, step-children, siblings,
step-siblings, brothers-in-law, sisters-in-
law, grandparents, and grandchildren,
whether biological, adoptive,
adjudicated, contractual, or de facto; the
spouse of any of the foregoing; and the
person’s spouse.” This definition is
similar to the definitions of “immediate
family” in the OCC’s and the Board of
Governors’ related regulations.2% The
FDIC’s final rule interprets the term
“spouse” to include any formalized
domestic relationship, for example,
through civil union or marriage. The
final rule does not adopt the definition
of “immediate family” in the transferred
CBCA regulation because that definition
does not include an acquirer’s
grandparents or step-relatives.26 The
FDIC believes that these relations
typically have a natural tendency to

2212 U.S.C. 1841(c)(2).

2312 U.S.C. 1467a.

2412 U.S.C. 1467a(a)(1)(D)(ii)(ID).

25 See 12 CFR 5.50(d)(4) (OCC) and 12 CFR
225.41(b)(3) (Board of Governors).

26 See 12 CFR 391.41.

engage in joint or parallel action to
preserve or enhance the value of the
family’s investment(s).

The FDIC would interpret the term
“sibling”” as one of two or more
individuals having at least one common
parent.

7. Person

The final rule defines “person” as “an
individual, corporation, limited liability
company (LLC), partnership, trust,
association, joint venture, pool,
syndicate, sole proprietorship,
unincorporated organization, voting
trust, or any other form of entity; and
includes each party to a voting
agreement and any group of persons
acting in concert.” The final rule does
not adopt the definition of “person” in
the transferred CBCA regulation and
instead includes an amended version of
the definition from the existing Subpart
E of Part 303 because the definition
from the existing Subpart E of Part 303
more closely tracks the definition of
person in the Change in Bank Control
Act.?” The final rule amends the
definition from the existing Subpart E of
Part 303 to explicitly include limited
liability companies as persons. The
FDIC believes that limited liability
companies are more common in the
industry than when the statute was
enacted in 1978 and therefore merit
express recognition as “persons”’. The
final rule also makes a number of
technical edits. For example, to be
grammatically correct, the final rule
moves ‘“‘voting trust” to the enumerated
list of entities.

8. Management Official

As discussed in section IIl.c.3 below,
the final rule includes a new
presumption of acting in concert
relating to a company and its controlling
shareholder or management official. The
final rule defines management official as
“any officer, LLC manager, director,
partner, or trustee of an entity, or other
person with similar functions and
powers with respect to a covered
institution.” This definition is
substantively identical to the definition
previously adopted by the Board of
Governors; 28 the only modification,
beyond updated terminology, is the
inclusion of the term “LLC manager” to
recognize the prevalence of limited
liability companies in the industry.2°

27 Compare 12 CFR 391.41 and 12 CFR 303.81(e)
with 12 U.S.C. 1817(j)(8)(A).

28 See 12 CFR 225.2(i).

29 The updated terminology replaces ““a bank or
other company” with the term “entity” and
replaces the term “employee” with the term
“person”. The OCC recently adopted a definition of

Continued
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Generally, the final rule treats members
of an LLC who are not managers similar
to shareholders in a corporation. The
final rule does not adopt the definition
of “management official” from the
transferred CBCA regulation because the
final rule’s definition is a more accurate
description of the persons intended to
be covered by the presumption.

9. Voting Securities

Unlike the existing Subpart E of Part
303, the final rule includes a definition
of “voting securities”. Including a
definition of “voting securities” makes
the final rule more consistent with the
OCC’s and the Board of Governors’
related regulations. The final rule
defines “voting securities” as shares of
common or preferred stock, general or
limited partnership shares or interests,
membership interests, or similar
interests if the shares or interests, by
statute, charter, or in any manner,
entitle the holder: (i) To vote for, or to
select, directors, trustees, managers of
an LLC, partners, or other persons
exercising similar functions of the
issuing entity; or (ii) to vote on, or to
direct, the conduct of the operations or
significant policies of the issuing entity.
The final rule further states that shares
of common or preferred stock, limited
partnership shares or interests,
membership interests, or similar
interests are not ‘“voting securities” if:
(i) Any voting rights associated with the
shares or interests are limited solely to
the type customarily provided by State
statute with regard to matters that
would significantly and adversely affect
the rights or preference of the security
or other interest, such as the issuance of
additional amounts or classes of senior
securities, the modification of the terms
of the security or interest, the
dissolution of the issuing entity, or the
payment of dividends by the issuing
entity when preferred dividends are in
arrears; (ii) the shares or interests
represent an essentially passive
investment or financing device and do
not otherwise provide the holder with
control over the issuing entity; and (iii)
the shares or interests do not entitle the
holder, by statute, charter, or in any
manner, to select, or to vote for the
selection of, directors, trustees,
managers of an LLC, partners, or
persons exercising similar functions of
the issuing entity. The definition of
“voting securities” also states that
voting securities issued by a single
issuer are deemed to be the same class

“management official”’, although the OCC’s
definition of the term is not substantially identical
to the Board of Governors’ definition. 80 FR 28346
(May 18, 2015).

of voting securities, regardless of
differences in dividend rights or
liquidation preference, if the securities
are voted together as a single class on
all matters for which the securities have
voting rights, other than rights that
affect solely the rights or preferences of
the securities.

The definition derives from the Board
of Governors’ definition of “voting
securities” with a few minor
modifications.3? For example, unlike
the Board of Governors’ definition, the
definition adopted by the FDIC
explicitly references LLCs and managers
thereof. Additionally, the definition
provides for the existence of nonvoting
common stock in addition to nonvoting
preferred stock. Similar to the Board of
Governors’ definition, the final rule
excludes nonvoting preferred stock that
includes the right to elect or appoint
directors upon failure of the covered
institution to pay preferred dividends
from the definition of voting securities
until such time as the right to vote or
appoint directors arises. Once the right
to vote for or appoint directors arises,
such non-voting preferred stock would
become voting securities. Again, the
final rule does not adopt the definition
of “voting securities” from the
transferred CBCA regulation because the
definition in the final rule is a more
accurate definition of the securities that
could trigger application of the Change
in Bank Control Act.

10. Other Definitions

The final rule does not define
“acquisition” as does existing Subpart E
of Part 303. The final rule also does not
adopt several other definitions in the
transferred CBCA regulation. For
example, the terms ‘‘State savings
association” and ““affiliate” are also not
defined in the final rule as those terms
are defined in the FDI Act. The FDIC is
not adopting these definitions because
they were determined to be unnecessary
or are statutorily defined in the FDI Act.

c. Section 303.82 Transactions That
Require Prior Notice

1. Section 303.82(a) Prior Notice
Requirement

The proposed rule asked whether the
FDIC should continue to exempt all
future acquisitions of voting securities
of an institution once a person has
acquired control in compliance with the
procedures from the Change in Bank
Control Act. Such a change would make
the final rule more consistent with the
OCC and the Board of Governors who
reserve the right to limit a person’s

30 See 12 CFR 225.2(q)(1).

future acquisition of voting securities.
As noted above, the FDIC received no
comments on this question or any other
aspect of the proposed rule and has
decided to limit the scope of that
exemption in the final rule consistent
with the regulations of the OCC and the
Board of Governors.31

Specifically, the final rule requires
persons previously approved to acquire
control to file a second prior Notice in
certain circumstances. Similar to the
proposed rule, the final rule requires
any person, whether acting directly or
indirectly, alone or in concert with
others, to give the FDIC prior written
notice before the acquisition of control
of a covered institution, unless the
acquisition is exempt.32 However, the
final rule provides that unless waived
by the FDIC, a person who has been
approved to acquire control of a covered
institution and who has maintained that
control must file a second Notice before
any acquisition that would increase a
person’s ownership, control, or power to
vote from less than 25 percent to 25
percent or more of any class of voting
securities of the covered institution. The
FDIC may waive this requirement if it is
in the public interest and consistent
with the purposes of the CBCA and the
FDI Act.

2. Section 303.82(b)(1) Rebuttable
Presumption of Control

The final rule includes a rebuttable
presumption of control that generally
applies whenever a person’s acquisition
would result in that person owning or
controlling 10 percent or more of a class
of voting securities of a covered
institution, and either (1) the institution
has issued any class of securities subject
to the registration requirements of
section 12 of the Securities Exchange
Act of 1934, or (2) immediately after the
transaction, no other person will own a
greater proportion of that class of voting
securities. The final rule removes from
existing Subpart E of Part 303 the
provision that if two or more persons,
not acting in concert, each propose to
acquire simultaneously equal
percentages of 10 percent or more of a
class of voting securities of a covered
institution, each such person shall file
a prior Notice with the FDIC. The final
rule clarifies the FDIC’s policy by
removing the implication that the

3112 CFR 5.50(c)((2)(ii) and 12 CFR 225.42(a)(2).

32 See 12 CFR 303.82(a) and 12 CFR 391.42(b).
The FDIC notes that section 391.42(b) of the
transferred CBCA regulation includes two specific
exceptions (one for certain persons affiliated with
a savings and loan holding company and one for
mergers with interim companies) that are not
explicitly stated in this section of the final rule.
These exceptions are statutory and included in the
rule in section 303.84.
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largest shareholders only have to file a
Notice if they simultaneously acquire
the voting securities. By removing that
provision, the final rule makes it clear
that if two or more shareholders each
propose to acquire an equal percentage
of any class of voting securities where
that percentage is 10 percent or more
and where no other shareholder will
own or control a greater percentage of
that class of voting securities, then each
such acquirer must file a Notice. The
timing of each shareholder’s acquisition
is irrelevant.

The transferred CBCA regulation also
includes a rebuttable presumption of
control, but the presumption is triggered
only if there exists one of the
enumerated control factors.33 The
enumerated control factors include
factors such as that the acquirer would
be one of the two largest holders of any
class of voting stock; the acquirer would
hold 25 percent or more of the total
stockholders’ equity; the acquirer would
hold more than 35 percent of the
combined debt securities and
stockholders’ equity; or the acquirer
and/or the acquirer’s representatives or
nominees would constitute more than
one member of the institution’s board of
directors.34 The final rule does not
include any control factors as additional
elements to the rebuttable presumption
of control. The FDIC notes that the
enumerated control factors represent
only some of the circumstantial factors
that the FDIC analyzes when
determining whether a person will
acquire the ability to direct the
management or policies of a covered
institution. The FDIC believes that the
determination of whether a person will
acquire the power to direct the
management or policies of an institution
is dependent on the facts and
circumstances of the case and that it is
impractical and potentially misleading
to attempt to list all such factors.

It is also noted that the Board of
Governors has issued a policy statement
entitled Policy Statement on Equity
Investments in Banks and Bank Holding
Companies regarding the interpretation
of the BHC Act.35 The policy statement
generally provided certain guidance
regarding the amount of total equity a
person can control without the Board of
Governors determining that the person
has the ability to exercise a controlling
influence over the management or
policies of a banking organization. A
person who acquires total equity in
excess of the amount proscribed in that

3312 CFR 391.43(b).
3412 CFR 391.43(c).

35 See http://www.federalreserve.gov/newsevents/
press/bcreg/20080922c.htm.

guidance would likely have to file an
application under the BHC Act. The
FDIC has found the logic of the policy
statement useful in analyzing fact
patterns under the Change in Bank
Control Act, but has not adopted that
policy statement pending further
consideration.

The proposed rule asked to what
extent and under what circumstances
would the control of one-third or more
of a covered institution’s total equity
give such a person the power to direct
the management or policies of a covered
institution. As noted above, no
comments were received on the
proposed rule. Pending further
consideration, the FDIC has determined
not to adopt a presumption that the
power to control a covered institution
for purposes of the Change in Bank
Control Act exists at one-third of an
institution’s total equity. Instead, the
FDIC will continue to review such
issues based on the facts and
circumstances of each case.

The existing Subpart E of Part 303
states that ownership interests other
than those set forth in the rebuttable
presumption of control and that
represent less than 25 percent of a class
of an institution’s voting shares do not
constitute control for purposes of the
Change in Bank Control Act.36 The final
rule does not include this provision
because the provision has been a source
of confusion regarding the meaning of
the term “control”. The FDIC has
occasionally addressed questions
regarding this provision and now seeks
to clarify in the final rule that the
definition of “control” includes two
standards: One based on the amount of
voting securities controlled by a person
and the other based on a facts-and-
circumstances analysis of whether a
person has the power to direct the
management or policies of a covered
institution. The FDIC notes that the
change does not expand the thresholds
in the rebuttable presumption of
control, but only removes the potential
ambiguity regarding whether the facts
and circumstances alone could support
a conclusion that a person will control
the institution. Such a facts-and-
circumstances analysis is consistent
with both the statutory definition of
“control” in the Change in Bank Control
Act and the FDIC’s long-standing
practices.

3. Section 303.82(b)(2) Rebuttable
Presumptions of Acting in Concert

The final rule includes new rebuttable
presumptions of acting in concert. The
acting in concert presumptions included

3612 CFR 303.82(d).

in the final rule are generally derived
from the rebuttable presumptions of
acting in concert in the Board of
Governors’ regulations.3” The OCC
recently adopted presumptions
consistent with the Board of Governors’
presumptions of acting in concert.38

The final rule includes an acting in
concert presumption with respect to a
company and any controlling
shareholder or management official of
that company. If both the company and
controlling shareholder or management
official will own or control voting
securities of a covered institution, then
the FDIC will presume that the company
and the controlling shareholder or
management official are acting in
concert.

Second, the final rule includes an
acting in concert presumption between
an individual and one or more members
of the individual’s immediate family. If
two or more members of an immediate
family will own or control voting
securities of a covered institution, then
the FDIC will presume that those
persons are acting in concert. The
definition of immediate family is
discussed in section IIL.b.5 above.

The final rule also includes
presumptions of acting in concert
between (i) two or more companies
under common control or a company
and each other company it controls; (ii)
persons that have made or propose to
make a joint filing under sections 13 or
14 of the Securities Exchange Act of
1934;39 and (iii) a person and any trust
for which the person serves as trustee or
any trust for which the person is a
beneficiary.

The final rule also includes a
presumption that persons that are
parties to any agreement, contract,
understanding, relationship, or other
arrangement, whether written or
otherwise, regarding the acquisition,
voting, or transfer of control of voting
securities of a covered institution, other
than through revocable proxies as
described in 303.84(a)(5), are presumed
to be acting in concert. The FDIC has
included these presumptions in the
final rule because the interests of such

3712 CFR 225.41(d).

3880 FR 28346 (May 18, 2015).

39 Section 13 of the Securities Exchange Act of
1934 (the “Exchange Act”) requires the filing of
timely and accurate annual and periodic reports,
and Section 14 of the Exchange Act requires the
filing of proxy materials. For purposes of the
reporting provisions of section 13(g), section
13(g)(3) provides that two or more persons acting
“‘as a partnership, limited partnership, syndicate, or
other group for the purpose of acquiring, holding,
or disposing of securities of an issuer, such
syndicate or group shall be deemed a “person” for
the purposes of” section 13(g)”. Section 14 has a
similar reporting provision for such persons.
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parties are so aligned that there exists a
natural tendency to act together toward
such a common goal.

The transferred CBCA regulation
includes a presumption of acting in
concert for a company that provides
certain financial assistance to a
controlling shareholder or management
official of such company to enable the
purchase of a State saving association’s
stock.40 The FDIC believes that such
situations are included within the
presumption regarding a company and
any controlling shareholder or
management official of that company.
The transferred CBCA regulation also
includes a presumption of acting in
concert when one person provides
credit to, or is instrumental in obtaining
financing for, another person to
purchase stock of a covered
institution.#* The FDIC does not believe
this situation, by itself, aligns persons’
interests to an extent sufficient to
warrant a presumption of acting in
concert. Accordingly, the final rule does
not include that presumption. However,
the FDIC notes that providing or
facilitating the financing for another
person to purchase stock would be
relevant evidence of acting in concert
that in combination with other facts and
circumstances may result in a
determination that those persons are
acting in concert.

4. Section 303.82(b)(3) Convertible
Securities, Options, and Warrants

The final rule includes a rebuttable
presumption that an acquisition of
convertible securities, options, and
warrants is presumed to constitute the
acquisition of voting securities as if the
conversion already occurred or the
options or warrants were already
exercised. The existing Subpart E of Part
303 does not explicitly include such a
presumption; however, the transferred
CBCA regulation, and the related
regulations of the Board of Governors,
treat such securities in a similar
manner. The FDIC’s longstanding
position is that the acquisition of an
option or warrant constitutes the
acquisition of the underlying voting
securities for purposes of the Change in
Bank Control Act even if they may only
be exercised after a period of time. The
FDIC also believes that nonvoting
interests that may be converted into
voting securities at the election of the
holder of the convertible securities, or
that convert after the passage of time,
should be considered voting securities
at all times for purposes of the Change
in Bank Control Act. However, the FDIC
recognizes that nonvoting securities that

4112 CFR 391.43(d)(3)(ii).

are convertible into voting securities
carry less influence when the nonvoting
securities may not be converted into
voting securities in the hands of the
investor and may only be converted
after transfer by the investor: (i) In a
widespread public distribution; (ii) in
transfers in which no transferee (or
group of associated transferees) would
receive 2 percent or more of any class
of voting securities of the banking
organization; or (iii) to a transferee that
would control more than 50 percent of
the voting securities of the banking
organization without any transfer from
the investor. The FDIC would generally
consider such convertible securities as
nonvoting equity.

5. Section 303.82(b)(4) Rebuttal of
Presumptions

The procedures for rebutting a
presumption of control remain
unchanged from the existing Subpart E
of Part 303.42 The final rule does not
include the detailed procedures for
rebutting the presumptions included in
the transferred CBCA regulation because
the FDIC believes that the variety of the
facts and circumstances often
encountered dictate the more flexible
process embodied in the existing
Subpart E of Part 303.43

6. Section 303.82(c) Acquisition of
Loans in Default

The final rule provides that an
acquisition of a loan in default that is
secured by voting securities of a covered
institution is deemed to be an
acquisition of the underlying voting
securities. This treatment is not
substantively different from the
treatment of a loan in default secured by
voting securities in the existing Subpart
E of Part 303; 44 however, the final rule
is not identical to existing Subpart E of
Part 303. The FDIC has received
questions about the use of the term
‘“presumes” in Subpart E of Part 303
and whether the presumption is
rebuttable. As the presumption is not
rebuttable, the final rule clarifies this
issue by stating that such acquisitions
are ““deemed” to be an acquisition of the
underlying voting securities for
purposes of the Change in Bank Control
Act.

7. Transferred CBCA Regulation’s Safe
Harbor

Notwithstanding any other provisions
in the transferred CBCA regulation, the
‘“Safe Harbor” provision permits an
acquirer of an otherwise controlling

42 See 12 CFR 303.82(e).
43 See 12 CFR 391.43(e).
44 See 12 CFR 303.82(c).

interest in a State savings association to
avoid filing a Notice if the acquirer has
no intention of participating in, or
seeking to exercise control over, a State
savings association’s management or
policies.# To qualify for the safe harbor,
the acquirer must make certain
certifications to the FDIC. The final rule
does not include this regulatory safe
harbor. The FDIC believes that any
certifications or passivity commitments
executed in connection with an
acquisition of voting securities must be
tailored to the facts and circumstances
of each situation and a fixed set of
certifications would not likely capture
the variety of circumstances presented
in such situations.

d. Section 303.83 Transactions That
Require Notice, but Not Prior Notice

Existing Subpart E of Part 303 and the
transferred CBCA regulation do not
require prior Notice for the acquisition
of voting securities for certain types of
acquisitions. For example, both
regulations permit a person acquiring
voting securities through inheritance or
bona fide gift to provide Notice within
90 calendar days after the acquisition.
Existing Subpart E of Part 303 and the
transferred CBCA regulation, however,
differ materially in what transactions
are eligible for an after-the-fact Notice
and the limitations imposed on the
acquirer before receiving a non-
objection. As discussed in detail below,
the final rule materially amends existing
Subpart E of Part 303 by incorporating
several aspects of the transferred CBCA
regulation.46

1. Section 303.83(a)(1)

The final rule, like the existing
Subpart E of Part 303 and the
transferred CBCA regulation, provides
that acquisitions through bona fide gift
that result in control of an institution
requires the acquirer to provide Notice
to the FDIC within 90 days after the
acquisition.

2. Section 303.83(a)(2)

The final rule, as does the existing
Subpart E of Part 303, provides that the
acquisition of voting securities in
satisfaction of a debt previously
contracted for in good faith that would
otherwise require prior Notice requires
the acquirer to provide Notice to the
FDIC within 90 days after the
acquisition. (Note that the acquisition of
a defaulted loan secured by an amount
of a covered institution’s voting
securities that would result in the
acquirer holding a controlling amount of

4512 CFR 391.43(f).
46 See 12 CFR 303.83(b) and 12 CFR 391.42(d).
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the institution’s voting securities
requires prior Notice).#? The transferred
CBCA regulation creates separate Notice
requirements for such acquisitions
based on whether the loan was made in
the ordinary course of business for the
lender; however, the FDIC does not
believe that distinction warrants
separate Notice procedures, and
therefore, the FDIC has not adopted
such separate Notice requirements.

3. Section 303.83(a)(3)

The final rule, as does existing
Subpart E of Part 303, permits an
acquirer to provide Notice to the FDIC
within 90 days after the acquisition of
voting securities through an inheritance
where the acquisition would result in
the acquirer holding a controlling
amount of the institution’s voting
securities. The final rule provides a
slightly longer period for filing a Notice
than the transferred CBCA regulation.
The transferred CBCA regulation
provides a sixty-day Notice period for
State savings associations.8 In the final
rule, acquirers of State savings
associations or parent companies of
State savings associations have the same
timeframe (90 days after the acquisition)
as acquirers of State nonmember banks
or parent companies of State
nonmember banks.

4. Section 303.83(b)(1)

The final rule, like the existing
Subpart E of Part 303 and the
transferred CBCA regulation, permits
the filing of a Notice within 90 days
after being notified of a redemption of
voting securities that results in the
acquisition of control of the covered
institution.The final rule is
substantively the same as existing
Subpart E of Part 303. The difference
relates to a change in regulatory
language to reflect that a person might
acquire control without acquiring
additional voting securities when a
covered institution redeems voting
securities. For example, if the two
largest shareholders hold 23 and 21
percent of a covered institution’s voting
securities, and the covered institution
redeems all of the voting securities held
by the person with 23 percent, the
person with 21 percent would have to
file a Notice. As such, the final rule uses
the term “acquisition of control” instead
of ““a percentage increase in voting
securities”. The transferred CBCA
regulation provides different Notice
procedures for redemptions based on
whether the redemption is pro rata or is

47 See section 303.82(c).
4812 CFR 391.42(d)(1)(v).

not pro rata.4® The FDIC does not
believe the distinction between types of
redemptions merits varying Notice
procedures. Accordingly, the final rule
provides that if a person acquires
control of a covered institution as a
result of a redemption, that person has
90 days after receiving notice of the
transaction to provide Notice to the
FDIC.

5. Section 303.83(b)(2)

Existing Subpart E of Part 303 permits
a person to provide the FDIC Notice
within 90 days after receiving notice of
a sale of shares by any shareholder that
is not within the control of a person and
which results in that person becoming
the largest shareholder.5° The final rule
revises this provision. Under the final
rule, if a person gains control as a result
of any third-party event or action that is
not within the control of the person
acquiring control, that person must file
a Notice within 90 days of receiving
notice of such action. This provision,
similar to the catch-all in the transferred
CBCA regulation, is intended to provide
a broader exemption from prior Notice
requirements than an exemption based
solely on an acquisition of control
arising from the sale of securities which
results in the acquirer becoming the
largest shareholder.51 The FDIC also
interprets the catch-all to include any
transfer that results from the operation
of law. For example, some trustees are
appointed by operation of law or in the
course of a bankruptcy proceeding.
Under the final rule, such a trustee must
provide the FDIC with a Notice within
90 days after the trustee is appointed
and acquires control of a covered
institution. This provision codifies long-
standing FDIC policy. The FDIC notes
that if the person acquiring control
causes the third-party event or action,
then prior Notice is required.

6. Section 303.83(c)

The final rule expressly provides that
the FDIC may disapprove a Notice filed
after-the-fact and that nothing in section
303.83 limits the FDIC’s authority to
disapprove a Notice. Existing Subpart E
of Part 303 includes this provision with
respect to acquisitions of control of
State nonmember banks and certain
parent companies of State nonmember
banks; the final rule also applies this
provision to acquisitions of control of
State savings associations and certain
parent companies of State savings
associations.

4912 CFR 391.42(d)(1)(iii).
5012 CFR 303.83(b)(2)(ii).
51 See 12 CFR 391.42(d)(1)(iv).

7. Section 303.83(d)

The final rule explicitly states that the
relevant information that the FDIC may
require under this section may include
all of the information typically required
for a prior Notice. The relevant
information may include, without
limitation, all the information requested
by the Interagency Notice of Change in
Control form and the Interagency
Biographical and Financial Report. This
provision is not in existing Subpart E of
Part 303, but is included in the final
rule for transparency and to codify long-
standing FDIC policy.

8. Section 303.83(e)

The final rule expressly states that if
the FDIC disapproves a Notice, then the
notificant must divest control of the
covered institution which may include,
without limitation, disposing of some or
all of the voting securities so that the
notificant(s) is no longer in control of
the covered institution. This provision
is not in existing Subpart E of Part 303,
but is included in the final rule for
clarity and to codify long-standing FDIC
policy.

9. Additional Transferred CBCA
Regulation Provisions Not Included

In addition to the provisions
discussed above, the final rule does not
include the express caveat that
transactions eligible for after-the-fact
Notice are only eligible for after-the-fact
Notice provided that the timing of the
transaction is outside the control of the
notificant. The FDIC does not believe
that it is necessary to state explicitly
such a restraint on eligibility for an
after-the-fact Notice because failure to
comply with the statutory or regulatory
provisions may subject the acquirer to
liability. As a result, the FDIC has
historically interpreted the exceptions
to prior Notice as including this
restraint.

e. Section 303.84 Transactions That
Do Not Require Notice

1. Section 303.84(a)(1)

Section 303.84(a)(1) includes
grandfather provisions for long-held
control interests in covered institutions.
Under section 303.84(a)(1)(i), Notice is
not required when a person acquires
additional voting securities of covered
institution if the person held the power
to vote 25 percent or more of any class
of voting securities continuously since
the later of March 9, 1979, or the date
the institution commenced business.
This exemption from Notice
requirements is not substantively
different from the exemption in the
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existing Subpart E of Part 303 and only
updates terminology.52

The transferred CBCA regulation has
a substantively identical exemption to
303.84(a)(1)(i) in the final rule for
persons that have previously held the
power to vote 25 percent or more of any
class of voting securities continuously
since March 9, 1979; however, it does
not exempt persons who held the power
to vote 25 percent or more of any class
of voting securities since the date the
savings association commenced
business.53 The final rule, however,
exempts such an acquisition. As such,
compared to the transferred CBCA
regulation, the final rule expands the
Notice exemptions for persons who held
the power to vote 25 percent or more of
any class of voting securities since the
date the savings association commenced
business. The FDIC believes this
expansion makes the change in control
requirements more uniform and
consistent among State savings
associations, State nonmember banks,
and certain parent companies of either.
In general, the FDIC does not believe
significant reasons exist to treat
acquisitions of control of State savings
associations or parent companies
thereof differently, in this respect, than
acquisitions of control of State
nonmember banks and parent
companies thereof, and, by issuing this
final rule, has tried to make their
treatment as uniform as possible.
Furthermore, because shareholders who
have held over 25 percent of the voting
securities since the commencement of a
State savings association were likely
reviewed by the FDIC when the
institution acquired its charter and
deposit insurance, generally, the FDIC
does not believe that the same
shareholders need to be reviewed a
second time when they acquire
additional voting securities.

Under section 303.84(a)(1)(ii), Notice
is not required when a person who is
presumed to have controlled a covered
institution continuously since March 9,
1979, acquires additional voting
securities of an institution provided that
the aggregate amount of voting
securities held does not exceed 25
percent or more of any class of voting
securities, or the FDIC has determined
that the person has continuously
controlled the institution since March 9,
1979.54 The final rule does not amend
this exemption for State nonmember
banks or certain parent companies
thereof. The transferred CBCA
regulation included a similar provision,

52 See 12 CFR 303.83(a)(1)(i).
5312 CFR 391.42(c)(2)(v)(A) and (B).
5412 CFR 303.83(a)(1)(ii).

except with a grandfather date of
December 26, 1985.5% The final rule
does not include the grandfather date
from the transferred CBCA regulation;
rather it adopts the same grandfather
provisions for State savings associations
as are applicable for State nonmember
banks. This treatment generally reflects
the FDIC’s position that acquirers of
State savings associations should be
treated in a similar manner to acquirers
of State nonmember banks. In addition,
this treatment is consistent with the
OCC'’s treatment of Federal savings
associations.56

2. Section 303.84(a)(2)

The existing Subpart E of Part 303 and
the transferred CBCA regulations
exempt from Notice requirements
certain persons who have controlled a
covered institution in compliance with
the procedures of the Change in Bank
Control Act or the repealed Change in
Savings and Loan Control Act, or any
regulations issued under either act, and
who acquires additional voting
securities.?” The final rule retains this
exemption, with an exception for a
notice that is required by a person who
increases their ownership as provided
in 12 CFR 303.82(a)(2). As noted above,
both the OCC and the Board of
Governors reserve the right to limit the
future acquisitions of a person who has
once been approved to acquire control.

3. Section 303.84(a)(3)

Under the Change in Bank Control
Act and both the existing Subpart E of
Part 303 and the transferred CBCA
regulation, acquisitions of voting
securities that are subject to approval
under section 3 of the BHC Act,8
section 18(c) of the FDI Act,5° or section
10 of the Home Owners’ Loan Act 60 are
exempt from Notice requirements.
These are statutory exemptions and are
included in the final rule for clarity.6?

4. Section 303.84(a)(4)

The existing Subpart E of Part 303
exempts from Notice requirements those
transactions that are exempt under the
BHC Act including, foreclosures by
institutional lenders, fiduciary
acquisitions by banks, and increases of

55 The difference in the grandfather date is due to
a difference in when the presumptions in the
transferred CBCA regulation and Existing Subpart E
of Part 303 became effective. The FDIC does not
anticipate many persons, if any, would be affected
by the March 9,1979 grandfather date for State
savings associations.

5612 CFR 5.50(c)(2).

5712 CFR 303.83(a)(2) and 391.42(c)(2)(v).

5812 U.S.C. 1842 et seq.

5912 U.S.C. 1828(c).

6012 U.S.C. 1467b.

6112 U.S.C. 1817(j)(17).

majority holdings by bank holding
companies described in sections 2(a)(5),
3(a)(A), or 3(a)(B), respectively, of the
BHC Act, 12 U.S.C. 1841(a)(5),
1842(a)(A), and 1842(a)(B).62 The final
rule includes these exemptions, but
does not include the text preceding the
statutory references. The text,
“foreclosures by institutional lenders,
fiduciary acquisitions by banks, and
increases of majority holdings by bank
holding companies” is removed for
clarity only; no substantive change is
intended or effected. Intended as
shorthand references to the subject
matter of the statutory provisions, the
text has generated confusion regarding
its proper interpretation in that it could
be interpreted as limiting the scope of
those statutory references. In order to
eliminate that confusion, the FDIC has
deleted the text. Consequently, the final
rule provides that any transaction
described in sections 2(a)(5), 3(a)(A), or
3(a)(B) of the BHC Act by a person
described in those provisions is exempt
from Notice requirements.

5. Section 303.84(a)(5)

The existing Subpart E of Part 303
exempts a customary one-time proxy
solicitation from the Notice
requirements.®3 The final rule
technically modifies this exemption by
expressly limiting its applicability to
only revocable proxies, which is in line
with long-standing FDIC interpretation.
This exemption is applicable any time
revocable proxies are solicited for a
single meeting of a covered institution.
This exemption does not cover
irrevocable proxies or revocable proxies
that do not terminate within a
reasonable period after the meeting. The
transferred CBCA regulation does not
include a similar exemption for the one-
time solicitation of revocable proxies.
However, the FDIC believes that this
exemption is just as appropriate for state
savings associations as it is for state
nonmember banks, and the final rule
extends this exemption to State savings
associations.

6. Section 303.84(a)(6)

The existing Subpart E of Part 303
also exempts from Notice requirements
the receipt of voting shares through a
pro rata stock dividend.®4 The
transferred CBCA regulation has a
similar exemption, but extends the
exemption to stock splits, if the

6212 CFR 303.83(a)(4). The transferred CBCA
regulation includes references to exempt
transactions in 12 CFR 391.42(c)(2)(i)(A), (ii), (iii),
and (iv) that are substantially similar to the exempt
transactions included in the final rule.

6312 CFR 303.83(a)(5).

6412 CFR 303.83(a)(6).
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proportional interests of the recipients
remain substantially the same.5 This
language is similar to language
contained in the Board of Governors’
change in control regulation.6¢ The
FDIC believes the effect of a stock split
is substantially similar to the effect of a
pro rata stock dividend and has
incorporated this exemption. Thus, the
final rule permits an exemption for an
increase in voting securities through
either a pro rata stock dividend or a
stock split, provided the proportional
interests of the recipients remain the
same.

7. Section 303.84(a)(7)

The final rule, like the existing
Subpart E of Part 303, exempts the
acquisition of voting securities in a
foreign bank that has an insured branch
in the United States.

8. Section 303.84(a)(8)

The existing Subpart E of Part 303
exempts from Notice requirements the
acquisition of voting shares of a
depository institution holding company
that either the Board of Governors or the
former OTS reviews under the Change
in Bank Control Act.67 The purpose of
this exemption is to avoid duplicate
regulatory review of the same
acquisition of control by both the Board
of Governors and the FDIC. The final
rule includes this exemption, but
removes the reference to the former
OTS. The final rule also continues the
FDIC’s longstanding practice to
recognize this exemption only when the
Board of Governors actually reviews a
Notice under the Change in Bank
Control Act and not when the Board of
Governors does not require and review
a Notice. Accordingly, if the Board of
Governors determines to accept
passivity commitments in lieu of a
Notice, the FDIC will evaluate the facts
and circumstances of the case to
determine whether a Notice is required
to be filed with the FDIC for the indirect
acquisition of control of an FDIC-
supervised institution. This revision to
the existing Subpart E of Part 303 is
consistent with the language in the
transferred CBCA regulation, which
states that transactions for which “a
change of control notice must be
submitted” to the Board of Governors
are exempt from Notice requirements.68
This revision is also consistent with the

6512 CFR 391.42(c)(2)(i)(C).

66 See 12 CFR 225.42(a)(6).

6712 CFR 303.83(a)(8). This fact pattern would
arise, for example, when an individual investor,
rather than a company, seeks to acquire control of
a bank holding company.

6812 CFR 391.42(c)(2)(iv).

purpose of the exemptions and the
FDIC’s long-standing practice.

9. Other Transferred CBCA Regulation
Exemptions

The transferred CBCA regulation also
includes an exemption for acquisitions
of up to twenty-five percent of a class
of stock by a tax-qualified employee
stock benefit plan as defined in 12 CFR
192.25.69 The final rule does not include
this provision because such plans are
treated in the same manner as any trust.
To the extent that a trustee does not
have voting rights or the power to direct
how the votes will be cast, typically the
FDIC would not determine that the
trustee has control.

f. 303.85 Filing Procedures

The filing procedures in the final rule
are identical to the filing procedures in
the existing Subpart E of Part 303.7° The
FDIC is not substantially modifying the
filing procedures in the existing Subpart
E of Part 303 because these procedures
are well-understood by the industry and
have historically been easy to
implement by both the FDIC and the
industry. The final rule changes the
filing procedures specified in the
transferred CBCA regulation such that
acquirers of State savings associations
and certain parent companies thereof do
not need to file a Notice using the OTS’s
Notice Form 1393.71 Under the final
rule, a specific Notice form is not
required, however, all of the
information required by the FFIEC
Interagency Notice of Change in Control
form as well as the Interagency
Biographical and Financial Report
would need to be submitted.”2 The FDIC
encourages the use of the FFIEC forms.

Additionally, the final rule does not
specifically state that the notificant may
amend the Notice, as in the transferred
CBCA regulation, but it is current FDIC
policy that notificants can amend a
Notice at their own initiative or upon
the request of the FDIC.

g. 303.86 Processing and Disapproval
of Notices

The procedural requirements in the
final rule are substantively identical to
the procedural requirements in the
existing Subpart E of Part 303.73 Similar
to the reasoning for not substantially
modifying the filing procedures in the
existing Subpart E of Part 303, the FDIC
is not making any substantive changes

6912 CFR 391.42(c)(2){1)(E).

70 See 12 CFR 303.84.

7112 CFR 391.45(a) and (b).

72 A notificant may choose to use an interagency
form which is available at the FFIEC Web site or
from an FDIC Regional Director.

73 See 12 CFR 303.85.

to the processing procedures in the final
rule. Relative to the procedural
requirements in the existing Subpart E
of Part 303, the only modification is to
state explicitly that the Change in Bank
Control Act permits the FDIC to extend
the notice period.”# Material changes
applicable to State savings associations,
as compared to the transferred CBCA
regulation, are discussed below.75

First, the final rule does not include
the provision in the transferred CBCA
regulation that failure by a State savings
association to respond to a written
request for information or documents
within 30 calendar days would be
deemed a withdrawal of the Notice or
rebuttal filing.76 Instead, any written
request for information from the FDIC
may include a time-limit within which
the institution must respond before the
Notice or rebuttal filing would be
considered abandoned or withdrawn.
This procedure provides more flexibility
depending on the depth and amount of
information requested.

Second, the final rule does not
include the limitation in the transferred
CBCA regulation restricting the FDIC’s
additional information requests, after
the initial information request, to only
information regarding matters derived
from the initial information request or
Notice, or information of a material
nature that was not reasonably available
for the acquirer, was concealed, or
pertained to developments after the time
of the initial information request.”” The
final rule does not include such a
restriction because the FDIC believes it
should have the flexibility to obtain all
material information throughout the
notice review period.

Additionally, the transferred CBCA
regulation includes a list of factors that
give rise to a rebuttable presumption
that an acquirer may fail the integrity
and financial condition statutory
factors.”8 For example, if during the 10-
year period immediately preceding the
filing of the Notice, certain judgments,
consents, orders, or administrative
proceedings terminated in any
agreements or orders issued against the
acquirer, or affiliates of the acquirer, by
any governmental entity, which involve:
(A) Fraud, moral turpitude, dishonesty,
breach of trust or fiduciary duties,
organized crime or racketeering; (B)
violation of securities or commodities
laws or regulations; (C) violation of
depository institution laws or

74 See 12 CFR 303.86(b)(1).

75 See 12 CFR 391.45(c) and 391.46 for relevant
provisions of the transferred CBCA regulation.

76 See 12 CFR 391.45(c)(1).

77 See 12 CFR 391.45(c)(3).

7812 CFR 391.46(g).
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regulations; (D) violation of housing
authority laws or regulations; or (E)
violation of the rules, regulations, codes
of conduct or ethics of a self-regulatory
trade or professional organization, there
is a rebuttable presumption that the
notificant cannot meet the statutory
integrity factor. For the financial
condition factor, for instance, if the
notificant failed to furnish a business
plan or furnished a business plan
projecting activities which are
inconsistent with economical home
financing, then there is a rebuttable
presumption the notificant cannot meet
the financial condition statutory factor.
As discussed above, the final rule does
not adopt the presumption regarding
disqualification factors. Nevertheless,
the FDIC notes that these are the sort of
facts that it considers when evaluating
the financial or integrity factors.

h. 303.87 Public Notice Requirement

The final rule does not substantively
amend the public notice requirements
in the existing Subpart E of Part 303.79
The final rule includes minor revisions
to the public notice requirements for
Notices that are not filed in accordance
with the Change in Bank Control Act
and this subpart within the time periods
specified. The final rule harmonizes the
public notice requirements for such
Notices with the requirements for
Notices filed in accordance with the
Change in Bank Control Act and this
subpart. Material changes applicable to
State savings associations, as compared
to the transferred CBCA regulation, are
discussed below.80

First, the transferred CBCA regulation
does not explicitly permit the FDIC to
delay publication requirements. The
final rule, like the existing Subpart E of
Part 303, permits the FDIC to delay the
publication required if the FDIC
determines, for good cause, that it is in
the public interest to grant a delay.

The final rule also permits the FDIC
to shorten the public comment period to
a period of not less than 10 days, or
waive the public comment or
newspaper publication requirements, or
act on a Notice before the expiration of
a public comment period, if it
determines that an emergency exists or
that disclosure of the Notice, solicitation
of public comment, or delay until
expiration of the public comment period
would seriously threaten the safety and
soundness of the institution to be
acquired. The transferred CBCA
regulation permits the FDIC to waive the
public notice period and submission of

79 See 12 CFR 303.86.
80 See 12 CFR 391.45.

comments for supervisory reasons.81
The final rule includes the language
from the existing Subpart E of Part 303
and not the broader language from the
transferred CBCA regulation because the
FDIC believes that such a waiver should
be rare and granted only as specified in
the existing Subpart E of Part 303. The
FDIC believes that public comment is an
important right and should only be
waived for an emergency or serious
threats to an institution’s safety and
soundness.

The transferred CBCA regulation
provides for a 30-day comment period,
but the existing Subpart E of Part 303
and the final rule include a 20-day
comment period.82 The final rule
includes a 20-day comment period
because, in the FDIC’s experience, the
20-day comment period in the existing
Subpart E of Part 303 has provided
potential commenters sufficient time to
comment. In addition, a 20-day
comment period gives the FDIC
sufficient time to review any comments
during the limited statutory review
period (60-days unless extended
further). Finally, a 20-day comment
period provides consistency among the
Federal banking agencies with respect to
State savings associations, State
nonmember banks, national banks, and
State member banks.

The final rule also requires that if a
Notice was not filed in accordance with
the Change in Bank Control Act and this
subpart within the time periods
specified, the notificant must publish an
announcement of the acquisition of
control in a newspaper of general
circulation in the community in which
the home office of the FDIC-supervised
institution acquired is located within 10
days after being directed to file a Notice
by the FDIC. This express requirement
is not included in the transferred CBCA
regulation.

The transferred CBCA regulation
includes a provision regarding how an
applicant can request that information
submitted in connection with a Notice
be treated as confidential.83 The final
rule does not include these procedures
because the FDIC has comparable
disclosure and confidentiality
regulations in 12 CFR part 309 that
already cover such requests.

Finally, the transferred CBCA
regulation explicitly states that the FDIC
will notify the State savings
association’s State supervisor of the
filing of a Notice.84 As this is a statutory
requirement, the FDIC does not believe

8112 CFR 391.45
8212 CFR 303.86
8312 CFR 391.45
8412 CFR 391.45

9.
d) and 12 CFR 391.45(e).
f).

h).

its inclusion in the final rule is
necessary.

i. 303.88 Reporting of Stock Loans
and Changes in Chief Executive Officers
and Directors

The final rule includes two
longstanding statutory reporting
requirements that are not included in
existing Subpart E of Part 303 or the
transferred CBCA regulation. The first
statutory reporting requirement relates
to any foreign bank, or any affiliate
thereof, that has credit outstanding to
any person or group of persons which
is secured, directly or indirectly, by 25
percent or more of any class of voting
securities of a covered institution.85 The
second statutory reporting requirement
included in the final rule relates to
changes in chief executive officers and
directors of a bank within 12 months of
a change in control being
consummated.?® The final rule does not
add to, or modify, the existing statutory
requirements and only includes the
longstanding statutory requirements to
enhance transparency for covered
institutions.

j. Other Transferred CBCA Regulation
Provisions

The final rule does not include
similar language to that in 12 CFR
391.45(i)—(j), which outlines additional
procedures for Notices that involve
other filings to the FDIC. Notificants
should review other applicable
regulatory sections, such as 12 CFR
303.60 et seq. concerning merger
applications or mutual-to-stock
conversions, for further information on
related filings. The FDIC generally
prefers not to cross-reference filings that
a particular transaction may require.
The FDIC notes that acquisitions of
voting securities subject to approval
under section 18(c) of the FDI Act are
exempt from Notice requirements.

The transferred CBCA regulation also
contains a rebuttal of control
agreement.87 The final rule does not
include this agreement because the
FDIC believes that a rebuttal of control
should be tailored to the facts and
circumstances of each situation, and a
standard agreement would not typically
capture the various circumstances that
may be present in some situations. The
FDIC prefers to make any potential
rebuttal of control decision only after
reviewing the facts and circumstances of
the particular acquisition.?8

8512 U.S.C. 1817(j)(9).

8612 U.S.C. 1817(j)(12).

8712 CFR 391.48.

88 See also discussion at Il.c.7, supra.
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The final rule also excludes the
requirement in the transferred CBCA
regulation that certain acquirers of
beneficial ownership exceeding 10
percent of any class of stock of a State
savings association file a certification of
ownership. The FDIC believes that the
regulatory burden of these filings
exceeds the benefits derived from them.

k. Existing OTS Guidance

All guidance issued by the OTS that
would otherwise apply to changes in
control of State savings associations and
that is inconsistent with the provisions
of this final rule or the FDIC’s policies
or procedures is rescinded on the
effective date of this final rule to the
extent that such guidance would
otherwise apply to changes in control of
State savings associations.

IV. Regulatory Analyses

A. Paperwork Reduction Act (PRA)

In accordance with the requirements
of the Paperwork Reduction Act of 1995,
the FDIC may not conduct or sponsor,
and the respondent is not required to
respond to, an information collection
unless it displays a currently valid
Office of Management and Budget
(OMB) control number.8° The
Interagency Notice of Change in Control
form has previously been approved by
the OMB under Control No. 3064-0019
for all covered institutions, including
State nonmember banks and State
savings associations. This final rule
does not revise the Interagency Notice of
Change in Control form for covered
institutions; therefore, no Information
Collection Request will be submitted to
OMB.

B. Regulatory Flexibility Act Analysis

The Regulatory Flexibility Act (RFA)
generally requires that, in connection
with a final rulemaking, an agency
prepare and make available for public
comment a final regulatory flexibility
analysis that describes the impact of a
final rule on small entities (defined in
regulations promulgated by the Small
Business Administration to include
banking organizations with total assets
of less than or equal to $550 million).
A regulatory flexibility analysis,
however, is not required if the agency
certifies that the rule will not have a
significant economic impact on a
substantial number of small entities,
and publishes its certification and a
short explanatory statement in the
Federal Register together with the final
rule. For the reasons provided below,
the FDIC certifies that the final rule does
not have a significant economic impact

8944 U.S.C. 3501 et seq.

on a substantial number of small
entities. Accordingly, a regulatory
flexibility analysis is not required.

The final rule only affects persons
acquiring control of covered
institutions, which may include small
banking entities. As such, the rule does
not have a significant economic impact
on a substantial number of small entities
as the final rule does not impose any
new requirements or prohibitions on
small banking entities and does not
impose any direct costs on small
banking entities. As discussed in the
preamble, the final rule primarily
revises the circumstances that require
the filing of a Notice for persons
acquiring control of a covered
institution, including a small banking
entity. Any impact of the final rule is
borne by the persons acquiring a
controlling interest in a covered
institution and not by the covered
institution directly. Furthermore, for
State nonmember banks and certain of
their parent companies, the final rule
generally codifies existing FDIC practice
and should only marginally affect the
number of persons subject to Notice
requirements. While the changes for
State savings associations are more
material, the changes generally conform
the requirements for acquirers of State
savings associations under the
transferred CBCA regulation with the
requirements for acquirers of other
insured depository institutions and
should not materially increase the
number of change in control Notices
that must be filed. Currently, the FDIC
receives approximately 35 change in
control Notices each year, and the FDIC
does not expect the final rule to increase
the number of Notices received. As
such, the final rule does not have a
significant economic impact on a
substantial number of small banking
entities.

C. Plain Language

Section 722 of the Gramm-Leach-
Bliley Act requires the FDIC to use plain
language in all proposed and final rules
published after January 1, 2000. The
FDIC sought to present the proposed
rule in a simple and straightforward
manner and did not receive any
comments on the use of plain language.
The FDIC has similarly drafted the final
rule.

List of Subjects in 12 CFR Part 303

Administrative practice and
procedure, Banks, Banking, Savings
associations, Change in bank control.

Federal Deposit Insurance Corporation
12 CFR Chapter 1II

Authority and Issuance

For the reasons stated in the
preamble, the Federal Deposit Insurance
Corporation amends parts 303 and 391
of chapter III of Title 12, Code of Federal
Regulations as follows:

PART 303—FILING PROCEDURES

m 1. Revise the authority citation for part
303 to read as follows:

Authority: 12 U.S.C. 378, 1464, 1813, 1815,
1817, 1818, 1819(a) (Seventh and Tenth),
1820, 1823, 1828, 1831a, 1831e, 18310,
1831p-1, 1831w, 1835a, 1843(1), 3104, 3105,
3108, 3207, 5414; 15 U.S.C. 1601-1607.

m 2. Revise Subpart E to read as follows:

Subpart E—Change in Bank Control Act

Sec.

303.80 Scope.

303.81 Definitions.

303.82 Transactions that require prior
notice.

303.83 Transactions that require notice, but
not prior notice.

303.84 Transactions that do not require
notice.

303.85 Filing procedures.

303.86 Processing.

303.87 Public notice requirements.

303.88 Reporting of stock loans and
changes in chief executive officers and
directors.

303.89-303.99 [Reserved]

Subpart E—Change in Bank Control

§303.80 Scope.

This subpart implements the
provisions of the Change in Bank
Control Act of 1978, section 7(j) of the
FDI Act (12 U.S.C. 1817(j)) (CBCA), and
sets forth the filing requirements and
processing procedures for a notice of
change in control with respect to the
acquisition of control of a State
nonmember bank, a State savings
association, or certain parent companies
of either a State nonmember bank or a
State savings association.

§303.81 Definitions.

For purposes of this subpart:

(a) Acting in concert means knowing
participation in a joint activity or
parallel action towards a common goal
of acquiring control of a covered
institution whether or not pursuant to
an express agreement.

(b) Company means a company as
defined in section 2 of the Bank Holding
Company Act of 1956, as amended (12
U.S.C. 1841 et seq.) and any person that
is not an individual including for
example, a limited liability company.

(c) Control means the power, directly
or indirectly, to direct the management
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or policies of a covered institution or to
vote 25 percent or more of any class of
voting securities of a covered
institution.

(d) Convertible securities mean debt
or equity interests that may be
converted into voting securities.

(e) Covered institution means an
insured State nonmember bank, an
insured State savings association, and
any company that controls, directly or
indirectly, an insured State nonmember
bank or an insured State savings
association other than a holding
company that is the subject of an
exemption described in either section
303.84(a)(3) or (a)(8).

f) Immediate family means a person’s
parents, mother-in-law, father-in-law,
children, step-children, siblings, step-
siblings, brothers-in-law, sisters-in-law,
grandparents, and grandchildren,
whether biological, adoptive,
adjudicated, contractual, or de facto; the
spouse of any of the foregoing; and the
person’s spouse.

(g) Person means an individual,
corporation, limited liability company
(LLC), partnership, trust, association,
joint venture, pool, syndicate, sole
proprietorship, unincorporated
organization, voting trust, or any other
form of entity; and includes each party
to a voting agreement and any group of
persons acting in concert.

(h) Management official means any
officer, LLC manager, director, partner,
or trustee of an entity, or other person
with similar functions and powers with
respect to a company.

(1)(1) Voting securities means shares
of common or preferred stock, general or
limited partnership shares or interests,
membership interests, or similar
interests if the shares or interests, by
statute, charter, or in any manner,
entitle the holder:

(i) To vote for, or to select, directors,
trustees, managers of an LLC, partners,
or other persons exercising similar
functions of the issuing entity; or

(ii) To vote on, or to direct, the
conduct of the operations or significant
policies of the issuing entity.

(2) Nonvoting shares: Shares of
common or preferred stock, limited
partnership shares or interests,
membership interests, or similar
interests are not “‘voting securities”” if:

(i) Any voting rights associated with
the shares or interests are limited solely
to the type customarily provided by
State statute with regard to matters that
would significantly and adversely affect
the rights or preference of the security
or other interest, such as the issuance of
additional amounts or classes of senior
securities, the modification of the terms
of the security or interest, the

dissolution of the issuing entity, or the
payment of dividends by the issuing
entity when preferred dividends are in
arrears;

(ii) The shares or interests represent
an essentially passive investment or
financing device and do not otherwise
provide the holder with control over the
issuing entity; and

(iii) The shares or interests do not
entitle the holder, by statute, charter, or
in any manner, to select, or to vote for
the selection of, directors, trustees,
managers of an LLC, partners, or
persons exercising similar functions of
the issuing entity.

(3) Class of voting securities: Voting
securities issued by a single issuer are
deemed to be the same class of voting
securities, regardless of differences in
dividend rights or liquidation
preference, if the securities are voted
together as a single class on all matters
for which the securities have voting
rights other than matters described in
paragraph (i)(2)(i) of this section that
affect solely the rights or preferences of
the securities.

§303.82 Transactions that require prior
notice.

(a) Prior notice requirement. (1)
Except as provided in §§303.83 and
303.84, no person, acting directly or
indirectly, or through or in concert with
one or more persons, shall acquire
control of a covered institution unless
the person shall have given the FDIC
prior notice of the proposed acquisition
as provided in the CBCA and this
subpart, and the FDIC has not
disapproved the acquisition within 60
days or such longer period as may be
permitted under the CBCA; and

(2) Except as provided in §§ 303.83
and 303.84, and unless waived by the
FDIC, no person who has been approved
to acquire control of a covered
institution and who has maintained that
control shall acquire, directly or
indirectly, or through or in concert with
one or more persons, voting securities of
such covered institution if that person’s
ownership, control, or power to vote
will increase from less than 25 percent
to 25 percent or more of any class of
voting securities of the covered
institution, unless the person shall have
given the FDIC prior notice of the
proposed acquisition as provided in the
CBCA and this subpart, and the FDIC
has not disapproved the acquisition
within 60 days or such longer period as
may be permitted under the CBCA.

(b) Be}l))uttable presumptions—(1)
Rebuttable presumptions of control. The
FDIC presumes that an acquisition of
voting securities of a covered institution
constitutes the acquisition of the power

to direct the management or policies of
that institution requiring prior notice to
the FDIG, if, immediately after the
transaction, the acquiring person will
own, control, or hold with power to vote
10 percent or more of any class of voting
securities of the institution, and if:

(i) The institution has registered
securities under section 12 of the
Securities Exchange Act of 1934 (15
U.S.C. 78]); or

(ii) No other person will own, control
or hold the power to vote a greater
percentage of that class of voting
securities immediately after the
transaction.

(2) Rebuttable presumptions of acting
in concert. The following persons who
own or control, or propose to own or
control voting securities in a covered
institution, shall be presumed to be
acting in concert for purposes of this
subpart:

(i) A company and any controlling
shareholder or management official of
the company;

(ii) An individual and one or more
members of the individual’s immediate
family;

(iii) Companies under common
control or a company and each company
it controls;

(iv) Two or more persons that have
made, or propose to make, a joint filing
related to the proposed acquisition
under sections 13 or 14 of the Securities
Exchange Act of 1934 (15 U.S.C. 78m or
78n), and the rules promulgated
thereunder by the Securities and
Exchange Commission;

(v) A person and any trust for which
the person serves as trustee or any trust
for which the person is a beneficiary;
and

(vi) Persons that are parties to any
agreement, contract, understanding,
relationship, or other arrangement,
whether written or otherwise, regarding
the acquisition, voting, or transfer of
control of voting securities of a covered
institution, other than through revocable
proxies as described in § 303.84(a)(5).

(3) Convertible securities, options,
and warrants. The acquisition of
convertible securities, or options or
warrants to acquire voting securities is
presumed to constitute the acquisition
of voting securities.

(4) Rebuttal of presumptions. The
FDIC will afford any person seeking to
rebut a presumption in this paragraph
(b) an opportunity to present its views
in writing.

(c) Acquisition of loans in default. An
acquisition of a loan in default that is
secured by voting securities of a covered
institution is deemed to be an
acquisition of the underlying securities
for purposes of this subpart. Before
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acquiring a loan in default that upon
foreclosure would result in the
acquiring person owning, controlling, or
holding with the power to vote a
controlling amount of a covered
institution’s voting securities, the
potential acquirer must give the FDIC
prior written notice as specified in this
subpart.

§303.83 Transactions that require notice,
but not prior notice.

(a) Notice within 90 days after the
acquisition. The following acquisitions
of voting securities of a covered
institution, which otherwise would
require prior notice under this subpart,
instead require the acquirer to provide
to the appropriate FDIC office within 90
calendar days after the acquisition all
relevant information requested by the
FDIC:

(1) The acquisition of voting securities
as a bona fide gift;

(2) The acquisition of voting securities
in satisfaction of a debt previously
contracted in good faith, except as
provided in § 303.82(c); and

(3) The acquisition of voting securities
through inheritance.

(b) Notice within 90 days after
receiving notice of the event giving rise
to the acquisition of control. The
following acquisitions of control of a
covered institution, which otherwise
would require prior notice under this
subpart, instead require the person
acquiring control to provide to the
appropriate FDIC office, within 90
calendar days after receiving notice of
the event giving rise to the acquisition
of control, all relevant information
requested by the FDIC:

(1) The acquisition of control
resulting from a redemption of voting
securities by the issuing covered
institution; and

(2) The acquisition of control as a
result of any event or action (including
without limitation the sale of securities)
by any third party that is not within the
control of the person acquiring control.

(c) The FDIC may disapprove a notice
filed after an acquisition of control, and
nothing in this section limits the
authority of the FDIC to disapprove a
notice pursuant to § 303.86(c).

(d) The relevant information that the
FDIC may require under this section
may include all information and
documents routinely required for a prior
notice as provided in § 303.85.

(e) If the FDIC disapproves a Notice
filed under this § 303.83, the
notificant(s) must divest control of the
covered institution which may include,
without limitation, disposing of some or
all of the voting securities so that the
notificant(s) is no longer in control of

the covered institution, within such
period of time and in the manner that
the FDIC may determine.

§303.84 Transactions that do not require
notice.

(a) Exempt transactions. The
following transactions do not require
notice to the FDIC under this subpart:

(1) The acquisition of additional
voting securities of a covered institution
by a person who:

(i) Held the power to vote 25 percent
or more of any class of voting securities
of the institution continuously since the
later of March 9, 1979, or the date that
the institution commenced business; or

(ii) Is presumed, under § 303.82(b) to
have controlled the institution
continuously since March 9, 1979, if the
aggregate amount of voting securities
held does not exceed 25 percent or more
of any class of voting securities of the
institution or, in other cases, where the
FDIC determines that the person has
controlled the institution continuously
since March 9, 1979;

(2) The acquisition of additional
voting securities of a covered institution
by a person who has lawfully acquired
and maintained control of the
institution (for purposes of § 303.82)
after obtaining the FDIC’s non-objection
under the CBCA and the FDIC’s
regulations or the OTS’s non-objection
under the repealed Change in Savings
and Loan Control Act, 12 U.S.C.
1730(q), and the regulations thereunder
then in effect, to acquire control of the
institution, unless a notice is required
for an increase in ownership described
in 12 CFR 303.82(a)(2);

(3) Acquisitions of voting securities
subject to approval under section 3 of
the Bank Holding Company Act (12
U.S.C. 1842(a)), section 18(c) of the FDI
Act (12 U.S.C. 1828(c)), or section 10 of
the Home Owners’ Loan Act (12 U.S.C.
1467a);

(4) Any transaction described in
sections 2(a)(5), 3(a)(A), or 3(a)(B) of the
Bank Holding Company Act (12 U.S.C.
1841(a)(5), 1842(a)(A), or 1842(a)(B)) by
a person described in those provisions;

(5) A customary one-time solicitation
of a revocable proxy;

(6) The receipt of voting securities of
a covered institution through a pro rata
stock dividend or stock split if the
proportional interests of the recipients
remain substantially the same;

(7) The acquisition of voting securities
in a foreign bank that has an insured
branch in the United States. (This
exemption does not extend to the
reports and information required under
paragraphs 9, 10, and 12 of the CBCA
(12 U.S.C. 1817(j)(9), (10), and (12)); and

(8) The acquisition of voting securities
of a depository institution holding
company for which the Board of
Governors of the Federal Reserve
System reviews a notice pursuant to the
CBCA (12 U.S.C. 1817(j)).

§303.85 Filing procedures.

(a) Filing notice. (1) A notice required
under this subpart shall be filed with
the appropriate FDIC office and shall
contain all the information required by
paragraph 6 of the CBCA, section 7(j) of
the FDI Act, (12 U.S.C. 1817(j)(6)), or
prescribed in the designated interagency
forms which may be obtained from any
FDIC regional director.

(2) The FDIC may waive any of the
informational requirements of the notice
if the FDIC determines that it is in the
public interest.

(3) A notificant shall notify the
appropriate FDIC office immediately of
any material changes in the information
contained in a notice submitted to the
FDIC, including changes in financial or
other conditions.

(4) When the acquiring person is an
individual, or group of individuals
acting in concert, the requirement to
provide personal financial data may be
satisfied by a current statement of assets
and liabilities and an income summary,
as required in the designated
interagency form, together with a
statement of any material changes since
the date of the statement or summary.
The FDIC may require additional
information if appropriate.

(b) Other laws. Nothing in this subpart
shall affect any obligation which the
acquiring person(s) may have to comply
with the federal securities laws or other
laws.

§303.86 Processing.

(a) Acceptance of notice, additional
information. The FDIC shall notify the
person or persons submitting a notice
under this subpart in writing of the date
the notice is accepted as substantially
complete. The FDIC may request
additional information at any time.

(b) Commencement of the 60-day
notice period: consummation of
acquisition. (1) The 60-day notice
period specified in § 303.82 shall
commence on the day after the date of
acceptance of a substantially complete
notice by the appropriate regional
director. The notificant(s) may
consummate the proposed acquisition
after the expiration of the 60-day notice
period, unless the FDIC disapproves the
proposed acquisition or extends the
notice period as provided in the CBCA.

(2) The notificant(s) may consummate
the proposed transaction before the
expiration of the 60-day period,
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including any extensions, if the FDIC
notifies the notificant(s) in writing of its
intention not to disapprove the
acquisition.

(c) Disapproval of acquisition of
control. Subpart D of 12 CFR part 308
sets forth the rules of practice and
procedure for a notice of disapproval.

§303.87 Public notice requirements.

(a) Publication—(1) Newspaper
announcement. Any person(s) filing a
notice under this subpart shall publish
an announcement soliciting public
comment on the proposed acquisition.
The announcement shall be published
in a newspaper of general circulation in
the community in which the home
office of the covered institution to be
acquired is located.

(2) Timing of publication. The
announcement shall be published as
close as is practicable to the date the
notice is filed with the appropriate FDIC
office, but in no event more than 10
calendar days before or after the filing
date. If the filing is not filed in
accordance with the CBCA and this
subpart within the time periods
specified herein, the acquiring person(s)
shall, within 10 days of being directed
by the FDIC to file a Notice, publish an
announcement of the acquisition of
control.

(3) Contents of newspaper
announcement. The newspaper
announcement shall conform to the
public notice requirements set forth in
§303.7. If the filing is not filed in
accordance with the CBCA and this
subpart within the time periods
specified herein, the announcement
shall also include the date of the
acquisition and contain a statement
indicating that the FDIC is currently
reviewing the acquisition of control.

(b) Delay of publication. The FDIC
may permit delay in the publication
required by this section if the FDIC
determines, for good cause, that it is in
the public interest to grant such a delay.
Requests for delay of publication may be
submitted to the appropriate FDIC
office.

(c) Shortening or waiving public
comment period, waiving publications;
acting before close of public comment
period. The FDIC may shorten the
public comment period to a period of
not less than 10 days, or waive the
public comment or newspaper
publication requirements of paragraph
(a) of this section, or act on a notice
before the expiration of a public
comment period, if it determines in
writing either that an emergency exists
or that disclosure of the notice,
solicitation of public comment, or delay
until expiration of the public comment

period would seriously threaten the
safety and soundness of the State
nonmember bank or State savings
association to be acquired.

(d) Consideration of public comments.
In acting upon a notice filed under this
subpart, the FDIC shall consider all
public comments received in writing
within 20 days following the required
newspaper publication or, if the FDIC
has shortened the public comment
period pursuant to paragraph (c) of this
section, within such shorter period.

§303.88 Reporting of stock loans and
changes in chief executive officers and
directors.

(a) Requirements of reporting stock
loans. (1) Any foreign bank or affiliate
of a foreign bank that has credit
outstanding to any person or group of
persons, in the aggregate, which is
secured, directly or indirectly, by 25
percent or more of any class of voting
securities of a covered institution, shall
file a consolidated report with the
appropriate FDIC office.

(2) Any voting securities of the
covered institution held by the foreign
bank or any affiliate of the foreign bank
as principal must be included in the
calculation of the number of voting
securities in which the foreign bank or
its affiliate has a security interest for
purposes of this paragraph (a).

(b) Definitions. For purposes of
paragraph (a) of this section:

(1) Foreign bank shall have the same
meaning as in section 1(b) of the
International Banking Act of 1978 (12
U.S.C. 3101).

(2) Affiliate shall have the same
meaning as in section 1(b) of the
International Banking Act of 1978 (12
U.S.C. 3101).

(3) Credit outstanding includes any
loan or extension of credit; the issuance
of a guarantee, acceptance, or letter of
credit, including an endorsement or
standby letter of credit; and any other
type of transaction that extends credit or
financing to the person or group of
persons.

(4) Group of persons includes any
number of persons that the foreign bank
or any affiliate of a foreign bank has
reason to believe:

(i) Are acting together, in concert, or
with one another to acquire or control
voting securities of the same covered
institution, including an acquisition of
voting securities of the same covered
institution at approximately the same
time under substantially the same terms;
or

(ii) Have made, or propose to make, a
joint filing under section 13 or 14 of the
Securities Exchange Act of 1934 (15
U.S.C. 78m or 78n), and the rules

promulgated thereunder by the
Securities and Exchange Commission
regarding ownership of the voting
securities of the same covered
institution.

(c) Exceptions. Compliance with
paragraph (a) of this section is not
required if:

(1) The person or group of persons
referred to in paragraph (a) has
disclosed the amount borrowed and the
security interest therein to the
appropriate FDIC office in connection
with a notice filed under the CBCA, an
application filed under either 12 U.S.C.
1841, et seq. or 12 U.S.C. 1467a, or any
other application filed with the FDIC as
a substitute for a notice under § 303.82
of this subpart, including an application
filed under section 18(c) of the FDI Act
(Bank Merger Act, 12 U.S.C. 1828(c)) or
section 5 of the FDI Act (12 U.S.C.
1815); or

(2) The transaction involves a person
or group of persons that has been the
owner or owners of record of the stock
for a period of one year or more; or, if
the transaction involves stock issued by
a newly chartered bank, before the bank
is opened for business.

(d) Report requirements for purposes
of paragraph (a) of this section. (1) The
consolidated report must indicate the
number and percentage of voting
securities securing each applicable
extension of credit, the identity of the
borrower, the number of voting
securities held as principal by the
foreign bank and any affiliate thereof,
and any additional information that the
FDIC may require in connection with a
particular report.

(2) A foreign bank, or any affiliate of
a foreign bank, shall file the
consolidated report in writing within 30
days of the date on which the foreign
bank or affiliate first believes that the
security for any outstanding credit
consists of 25 percent or more of any
class of voting securities of a covered
institution.

(e) Foreign bank or affiliate not
supervised by FDIC. If the foreign bank,
or any affiliate thereof, is not supervised
by the FDIG, it shall file a copy of the
report filed under paragraph (a) of this
section with its appropriate Federal
banking agency.

(f) Reporting requirement. After the
consummation of a change in control, a
covered institution must notify the FDIC
in writing of any changes or
replacements of its chief executive
officer or of any director occurring
during the 12—-month period beginning
on the date of consummation. This
notice must be filed within 10 days of
such change or replacement and must
include a statement of the past and



Federal Register/Vol. 80,

No. 208/ Wednesday, October 28, 2015/Rules and Regulations

65903

current business and professional
affiliations of the new chief executive
officers or directors.

§§303.89-303.99 [Reserved]

PART 391—FORMER OFFICE OF
THRIFT SUPERVISION REGULATIONS

m 3. The authority for part 391 is revised
to read as follows:

Authority: 12 U.S.C. 1819(a) (Tenth).;
Subpart A also issued under 12 U.S.C. 1462a;
1463; 1464; 1828; 1831p—1; 1881-1884; 15
U.S.C. 1681w; 15 U.S.C. 6801; 6805.; Subpart
B also issued under 12 U.S.C. 1462a; 1463;
1464; 1828; 1831p—1; 1881-1884; 15
U.S.C.1681w; 15 U.S.C. 6801; 6805.; Subpart
C also issued under 12 U.S.C. 1462a; 1463;
1464; 1828; 1831p—1; and 1881-1884; 15
U.S.C. 1681m; 1681w.; Subpart D also issued
under 12 U.S.C. 1462; 1462a; 1463; 1464; 42
U.S.C. 4012a; 4104a; 4104b; 4106; 4128.

Subpart E—[Removed and Reserved]

m 4. Remove and reserve subpart E,
consisting of §§ 391.40 through 391.48.
By order of the Board of Directors.

Dated at Washington, DC this 22nd day of
October, 2015.

Federal Deposit Insurance Corporation.
Robert E. Feldman,

Executive Secretary.

[FR Doc. 2015-27289 Filed 10-27-15; 8:45 am]
BILLING CODE 6714-01-P

FEDERAL DEPOSIT INSURANCE
CORPORATION

12 CFR Parts 308, 364, and 391
RIN 3064—-AE28

Removal of Transferred OTS
Regulations Regarding Safety and
Soundness Guidelines and
Compliance Procedures; Rules on
Safety and Soundness

AGENCY: Federal Deposit Insurance
Corporation.

ACTION: Final rule.

SUMMARY: The Federal Deposit
Insurance Corporation (“FDIC”) is
adopting a final rule (“Final Rule”) to
rescind and remove from the Code of
Federal Regulations 12 CFR part 391,
subpart B (“part 391, subpart B”),
entitled “Safety and Soundness
Guidelines and Compliance
Procedures,” appendices A and B to
part 391, subpart B, and supplement A
to appendix B. The Final Rule also
amends 12 CFR part 308, subpart R
(“part 308, subpart R”’), entitled
“Submission and Review of Safety and
Soundness Compliance Plans and
Issuance of Orders to Correct Safety and

Soundness Deficiencies,” and 12 CFR
part 364 (“part 364”), entitled
“Standards for Safety and Soundness”
and its corresponding appendices and
supplement. Part 391, subpart B was
one of several rules transferred to the
FDIC following dissolution of the former
Office of Thrift Supervision (“OTS”) in
connection with the implementation of
applicable provisions of Title III of the
Dodd-Frank Wall Street Reform and
Consumer Protection Act (“Dodd-Frank
Act”). Section 316(b)(3) of the Dodd-
Frank Act provided that the former OTS
rules that were transferred to the FDIC
would be enforceable by or against the
FDIC until they were modified,
terminated, set aside, or superseded in
accordance with applicable law by the
FDIC, by any court of competent
jurisdiction, or by operation of law. On
January 30, 2015, the FDIC published in
the Federal Register a notice of
proposed rulemaking (“NPR” or
“Proposed Rule”) that explained and
solicited public comment on a proposal
to rescind and remove part 391, subpart
B and to amend part 364, its
appendices, and its supplement and
part 308, subpart R by making them
applicable to ““State savings
associations” and making minor
technical updates to the appendices and
supplement to part 364. The FDIC
received no comments on the Proposed
Rule and consequently is adopting the
Final Rule as proposed in the NPR
without change.

DATES: The Final Rule is effective on
November 27, 2015.

FOR FURTHER INFORMATION CONTACT:
Rebecca M. Parks, Review Examiner,
Division of Risk Management
Supervision (202) 898—-3912; Jann L.
Harley, Senior Attorney, Legal Division
(312) 382-6535; or Michael P. Condon,
Counsel, Legal Division (202) 898—6536.
SUPPLEMENTARY INFORMATION:

I. Background

The Dodd-Frank Act

The Dodd-Frank Act provided for a
substantial reorganization of the
regulation of State and Federal savings
associations and their holding
companies. Beginning July 21, 2011, the
transfer date established by section 311
of the Dodd-Frank Act, codified at 12
U.S.C. 5411, the powers, duties, and
functions formerly performed by the
OTS were divided among the FDIC, as
to State savings associations, the Office
of the Comptroller of the Currency
(“OCC”), as to Federal savings
associations, and the Board of
Governors of the Federal Reserve
System (“FRB”), as to savings and loan
holding companies. Section 316(b) of

the Dodd-Frank Act, codified at 12
U.S.C. 5414(b), provides the manner of
treatment for all orders, resolutions,
determinations, regulations, and
advisory materials that had been issued,
made, prescribed, or allowed to become
effective by the OTS. The section
provides that if such materials were in
effect on the day before the transfer
date, they continue in effect and are
enforceable by or against the
appropriate successor agency until they
are modified, terminated, set aside, or
superseded in accordance with
applicable law by such successor
agency, by any court of competent
jurisdiction, or by operation of law.

Section 316(c) of the Dodd-Frank Act,
codified at 12 U.S.C. 5414(c), further
directed the FDIC and the OCC to
consult with one another and to publish
a list of the continued OTS regulations
which would be enforced by the FDIC
and the OCC, respectively. On June 14,
2011, the FDIC’s Board of Directors
approved a “List of OTS Regulations to
be Enforced by the OCC and the FDIC
Pursuant to the Dodd-Frank Wall Street
Reform and Consumer Protection Act.”
This list was published by the FDIC and
the OCC as a Joint Notice in the Federal
Register on July 6, 2011.1

Although section 312(b)(2)(B)(i)(II) of
the Dodd-Frank Act, codified at 12
U.S.C. 5412(b)(2)(B)(i)(II), granted the
OCC rulemaking authority relating to
both State and Federal savings
associations, nothing in the Dodd-Frank
Act affected the FDIC’s existing
authority to issue regulations under the
FDI Act and other laws as the
“appropriate Federal banking agency”
or under similar statutory terminology.
Section 312(c) of the Dodd-Frank Act
amended the definition of “appropriate
Federal banking agency” contained in
Section 3(q) of the FDI Act, 12 U.S.C.
1813(q), to add State savings
associations to the list of entities for
which the FDIC is designated as the
“appropriate Federal banking agency.”
As a result, when the FDIC acts as the
designated “appropriate Federal
banking agency” (or under similar
terminology) for State savings
associations, as it does here, the FDIC is
authorized to issue, modify, and rescind
regulations involving such associations,
as well as for State nonmember banks
and insured branches of foreign banks.

As noted, on June 14, 2011, operating
pursuant to this authority, the FDIC’s
Board of Directors reissued and
redesignated certain transferring
regulations of the former OTS. These
transferred OTS regulations were
published as new FDIC regulations in

176 FR 39247 (July 6, 2011).
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the Federal Register on August 5, 2011.2
When it republished the transferred
OTS regulations as new FDIC
regulations, the FDIC specifically noted
that its staff would evaluate the
transferred OTS rules and might later
recommend incorporating the
transferred OTS regulations into other
FDIC rules, amending them, or
rescinding them, as appropriate.

II. Proposed Rule

A. Removal of Part 391, Subpart B

On January 30, 2015, the FDIC
published an NPR proposing to remove
part 391, subpart B, which was one of
the OTS’s former rules that was
transferred to the FDIC and governs
safety and soundness guidelines, the
submission and review of safety and
soundness compliance plans, and the
issuance of orders to correct safety and
soundness deficiencies. The OTS’s rule,
formerly found at 12 CFR part 570, was
transferred to the FDIC with only
nomenclature changes and is now found
in the FDIC’s rules at part 391, subpart
B, entitled “Safety and Soundness
Guidelines and Compliance
Procedures.” The “Interagency
Guidelines Establishing Standards for
Safety and Soundness” were found at
appendix A to part 391, subpart B, the
“Interagency Guidelines Establishing
Information Security Standards’ were
found at appendix B to part 391, subpart
B, and the “Interagency Guidance on
Response Programs for Unauthorized
Access to Customer Information and
Customer Notice” were found at the
supplement to appendix B to part 391,
subpart B.

Before the transfer of the OTS rules
and continuing today, the FDIC’s rules
contained part 364, entitled “Standards
for Safety and Soundness,” a rule
establishing safety and soundness
standards for State nonmember insured
banks and to State-licensed insured
branches of foreign banks, that are
subject to section 39 of the FDI Act, 12
U.S.C. 1831p—1. Part 364 also
established safety and soundness
standards relating to information
security for State nonmember insured
banks, insured State licensed branches
of foreign banks, and any subsidiaries of
such entities (except brokers, dealers,
persons providing insurance,
investment companies, and investment
advisors) as set out in appendix B to
part 364, the “Interagency Guidelines
Establishing Information Security
Standards” and supplement A to
appendix B to part 364, the “Interagency
Guidance on Response Programs for

276 FR 47652 (Aug. 5, 2011).

Unauthorized Access to Customer
Information and Customer Notice.”
Additionally, before the transfer of the
OTS rules and continuing today, the
FDIC’s rules contained part 308, subpart
R, entitled “Submission and Review of
Safety and Soundness Compliance Plans
and Issuance of Orders to Correct Safety
and Soundness Deficiencies.”

The NPR proposed to remove part
391, subpart B, its appendices, and its
supplement because they are redundant
of the rules found in part 364, its
appendices, and its supplement and
part 308, subpart R. Rescinding part
391, subpart B, serves to streamline the
FDIC’s rules and eliminate unnecessary
regulations.

B. Amendments to Part 364, Its
Appendices, and Part 308, Subpart B

In addition, the NPR proposed to
revise part 308, subpart R, and part 364
and the accompanying appendices A
and B and supplement A to appendix B.
Furthermore, to clarify that part 308,
subpart R, and part 364 and its
accompanying appendices A and B and
supplement A to appendix B, apply to
all insured depository institutions for
which the FDIC has been designated the
appropriate Federal banking agency, the
NPR proposed to amend part 308,
subpart R, and part 364 and to reissue
the appendices and supplement A to
appendix B to part 364 to add “State
savings associations” within the list of
institutions to which the rules and the
appendices apply.

FDIC’s Existing 12 CFR Part 308,
Subpart R

Section 132 of the Federal Deposit
Insurance Corporation Improvement Act
of 1991 (“FDICIA”), Pub. L. 102-242,
added Section 39 to the FDI Act (12
U.S.C. 21 1831p-1), which required
each Federal banking agency to
establish by regulation certain safety
and soundness standards for the insured
depository institutions for which it was
the primary Federal regulator. Section
39 of the FDI Act was further amended
on September 23, 1994 by section 318
of the Riegle Community Development
and Regulatory Improvement Act of
1994, Pub. L. 103-325. In response to
Section 39 of the FDI Act, the FDIC
adopted subpart R of part 308 in 1995
to address the submission and review of
safety and soundness compliance plans
and issuance of orders to correct safety
and soundness deficiencies.

FDIC’s Existing 12 CFR Part 364 and
Appendices A and B and Supplement A
to Appendix B

Section 132 of the FDICIA, Pub. L.
102—242, added Section 39 to the FDI

Act (12 U.S.C. 21 1831p-1), which
required each Federal banking agency to
establish by regulation certain safety
and soundness standards for the insured
depository institutions for which it was
the primary Federal regulator. Section
39 of the FDI Act was further amended
on September 23, 1994 by section 318
of the Riegle Community Development
and Regulatory Improvement Act of
1994, Pub. L. 103-325. In response to
Section 39 of the FDI Act, the FDIC
adopted part 364 in 1995 and appendix
A to part 364, the “Interagency
Guidelines Establishing Standards for
Safety and Soundness,” in 1995. The
FDIC adopted appendix B to part 364,
the “Interagency Guidelines
Establishing Information Security
Standards,” in 1998. The FDIC adopted
supplement A to appendix B to part
364, the “Interagency Guidance on
Response Programs for Unauthorized
Access to Customer Information and
Customer Notice,” in 2005.

Former OTS’s 12 CFR Part 570
(Transferred to FDIC’s Part 391, Subpart
B)

In 1995, the OTS adopted 12 CFR part
570 as a final rule governing safety and
soundness guidelines and compliance
procedures for State savings
associations. The OTS adopted
appendix A to part 570, the
“Interagency Guidelines Establishing
Standards for Safety and Soundness,” in
1995, adopted appendix B to part 570,
the “Interagency Guidelines
Establishing Information Security
Standards,” in 1998, and adopted the
supplement to appendix B, the
“Interagency Guidance on Response
Programs for Unauthorized Access to
Customer Information and Customer
Notice,” in 2005.

Comparison of Former OTS’s 12 CFR
Part 570 (Transferred to FDIC’s Part

391, Subpart B) and FDIC’s Part 364 and
Part 308, Subpart R

Despite the differences addressed
above and minor technical nuances, the
OTS’s rule was otherwise substantively
similar to the FDIC’s rules governing
safety and soundness guidelines and
compliance procedures found in part
308, subpart R, and part 364 and its
accompanying appendices and
supplement. After careful comparison of
the OTS part 570 (which existed prior
to the transfer of the OTS rules to part
391) with the FDIC’s part 308, subpart
R, and the FDIC’s part 364, the FDIC
concluded that the transferred OTS
rules found at part 391, subpart B, and
the accompanying guidelines found in
appendices A and B and the supplement
to appendix B, are substantively
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redundant. Therefore, based on the
above, the NPR proposed to rescind and
remove from the Code of Federal
Regulations the rules located at part
391, subpart B, including its appendices
and supplement.

In addition, the NPR proposed to
amend part 364 and appendix A and B
and supplement A to appendix B to
include State savings associations
within the scope of the regulation and
guidelines and minor technical updates.
The NPR also proposed to amend part
308, subpart R to apply to State savings
associations. The safety and soundness
guidelines in part 364 and its
accompanying appendices and
supplement to appendices apply to all
FDIC-supervised institutions, and the
procedures found in part 308, subpart R,
for the submission and review of safety
and soundness compliance plans and
issuance of orders to correct safety and
soundness deficiencies also apply to all
FDIC-supervised institutions.

III. Comments

The FDIC issued the NPR with a 60-
day comment period, which closed on
March 31, 2015. The FDIC received no
comments on the Proposed Rule, and
consequently, the Final Rule is adopted
as proposed without any changes.

IV. Explanation of the Final Rule

As discussed in the NPR, part 391,
subpart B is substantively similar to part
364 and part 308, subpart R for safety
and soundness guidelines and
compliance plans, and the designation
of part 364 and part 308, Subpart R as
the single authority for safety and
soundness guidelines and compliance
plans will serve to streamline the FDIC’s
rules and eliminate unnecessary
regulations. To that effect, the Final
Rule removes and rescinds 12 CFR part
391, subpart B, its appendices, and its
supplement in their entirety. Consistent
with the Proposed Rule, the Final Rule
also make conforming and technical
amendments to part 364 and its
appendices and part 308, subpart R,
making all applicable to state savings
associations.

V. Regulatory Analysis and Procedure

A. The Paperwork Reduction Act

In accordance with the requirements
of the Paperwork Reduction Act
(“PRA”) of 1995 (44 U.S.C. 3501-3521),
the FDIC may not conduct or sponsor,
and the respondent is not required to
respond to, an information collection
unless it displays a currently valid
Office of Management and Budget
(“OMB”) control number.

The Final Rule rescinds and removes
part 391, subpart B, from the FDIC

regulations. This rule was transferred
with only nominal changes to the FDIC
from the OTS when the OTS was
abolished by Title III of the Dodd-Frank
Act. Part 391, subpart B, is largely
redundant of the FDIC’s existing part
364 regarding standards for safety and
soundness and subpart R of the FDIC’s
existing part 308 regarding the
submission and review of safety and
soundness compliance plans and
issuance of orders to correct safety and
soundness deficiencies.

The Final Rule amends parts 364 and
subpart R of part 308 to include State
savings associations within the scope of
those regulations. This measure is to
clarify that State savings associations, as
well as State nonmember insured banks
and foreign banks having insured
branches, are all subject to part 364 and
the provisions of subpart R of part 308.
Thus, these provisions of the Proposed
Rule will neither create any new
paperwork information collections nor
impact current burden estimates. Based
on the above, no information collection
request has been submitted to the OMB
for review.

B. The Regulatory Flexibility Act

The Regulatory Flexibility Act (RFA),
requires that, in connection with a
notice of proposed rulemaking, an
agency prepare and make available for
public comment an initial regulatory
flexibility analysis that describes the
impact of the proposed rule on small
entities (defined in regulations
promulgated by the Small Business
Administration to include banking
organizations with total assets of less
than or equal to $550 million).3
However, a regulatory flexibility
analysis is not required if the agency
certifies that the rule will not have a
significant economic impact on a
substantial number of small entities,
and publishes its certification and a
short explanatory statement in the
Federal Register together with the rule.
For the reasons provided below, the
FDIC certifies that the Final Rule will
not have a significant economic impact
on a substantial number of small
entities. Accordingly, a regulatory
flexibility analysis is not required.

As discussed in this notice of
proposed rulemaking, part 391, subpart
B was transferred from OTS’s part 570
which established safety and soundness
guidelines and the process for
requesting compliance plans and
issuing orders to correct deficiencies.
OTS’s part 570 had been in effect since
1995, and all state savings associations
were required to comply with it.

35 U.S.C. 601 et seq.

Because it is redundant of existing part
364 of the FDIC’s rules and subpart R of
part 308 of the FDIC’s rules, the FDIC
proposes rescinding and removing part
391, subpart B. As a result, all FDIC-
supervised institutions, including State
savings associations, would be required
to comply with part 364 and part 308,
subpart R. Because all State savings
associations have been required to
comply with substantially similar safety
and soundness guidelines and have
been subject to substantially similar
procedures for the filing of safety and
soundness compliance plans and orders
to correct deficiencies since 1995, the
Final Rule will have no significant
economic impact on any State savings
association.

C. Plain Language

Section 722 of the Gramm-Leach-
Bliley Act, 12 U.S.C. 4809, requires each
Federal banking agency to use plain
language in all of its proposed and final
rules published after January 1, 2000. In
the NPR, the FDIC invited comments on
whether the Proposed Rule was clearly
stated and effectively organized, and
how the FDIC might make it easier to
understand. Although the FDIC did not
receive any comments, the FDIC sought
to present the Final Rule in a simple
and straightforward manner.

D. The Economic Growth and
Regulatory Paperwork Reduction Act

Under Section 2222 of the Economic
Growth and Regulatory Paperwork
Reduction Act of 1996 (EGRPRA), the
FDIC is required to review all of its
regulations, at least once every 10 years,
in order to identify any outdated or
otherwise unnecessary regulations
imposed on insured institutions.* The
FDIC completed the last comprehensive
review of its regulations under EGRPRA
in 2006 and is commencing the next
decennial review. As part of the NPR,
the FDIC invited comments concerning
whether the Proposed Rule would
impose any outdated or unnecessary
regulatory requirements on insured
depository institutions. The FDIC
received no comments.

List of Subjects

12 CFR Part 308

Banks, banking, safety and soundness
compliance plans, savings associations.

12 CFR Part 364

Banks, banking, safety and soundness
guidelines.

12 CFR Part 391
Safety and soundness guidelines.

4Pub. L. 104-208 (Sept. 30, 1996).
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Authority and Issuance

For the reasons stated in the
preamble, the Board of Directors of the
Federal Deposit Insurance Corporation
amends parts 308, 364, and 391 of title
12 of the Code of Federal Regulations as
follows:

PART 308—RULES OF PRACTICE AND
PROCEDURE

m 1. The authority citation for part 308
continues to read as follows:

Authority: 5 U.S.C. 504, 554-557; 12 U.S.C.
93(b), 164, 505, 1815(e), 1817, 1818, 1820,
1828, 1829, 1829b, 1831i, 1831m(g)(4),
18310, 1831p—1, 1832(c), 1884(b), 1972,
3102, 3108(a), 3349, 3909, 4717, 15 U.S.C.
78(h) and (i), 780—4(c), 780-5, 78q—1, 78s,
78u, 78u—2, 78u-3, and 78w, 6801(b),
6805(b)(1); 28 U.S.C. 2461 note; 31 U.S.C.
330, 5321; 42 U.S.C. 4012a; Sec. 3100(s), Pub.
L. 104-134, 110 Stat. 1321-358; and Pub. L.
109-351.

m 2. Revise subpart R to read as follows:

Subpart R—Submission and Review of
Safety and Soundness Compliance
Plans and Issuance of Orders To
Correct Safety and Soundness
Deficiencies

Sec.

308.300 Scope.

308.301 Purpose.

308.302 Determination and notification of
failure to meet a safety and soundness
standard and request for compliance
plan.

308.303 Filing of safety and soundness
compliance plan.

308.304 Issuance of orders to correct
deficiencies and to take or refrain from
taking other actions.

308.305 Enforcement of orders.

§308.300 Scope.

The rules and procedures set forth in
this subpart apply to insured state
nonmember banks, to state-licensed
insured branches of foreign banks, that
are subject to the provisions of section
39 of the Federal Deposit Insurance Act
(section 39) (12 U.S.C. 1831p—1), and to
state savings associations (in aggregate,
bank or banks and state savings
association or state savings
associations).

§ 308.301 Purpose.

Section 39 of the FDI Act requires the
FDIC to establish safety and soundness
standards. Pursuant to section 39, a
bank or savings association may be
required to submit a compliance plan if
it is not in compliance with a safety and
soundness standard established by
guideline under section 39(a) or (b). An
enforceable order under section 8 of the
FDI Act may be issued if, after being
notified that it is in violation of a safety

and soundness standard established
under section 39, the bank or savings
association fails to submit an acceptable
compliance plan or fails in any material
respect to implement an accepted plan.
This subpart establishes procedures for
requiring submission of a compliance
plan and issuing an enforceable order
pursuant to section 39.

§ 308.302 Determination and notification
of failure to meet a safety and soundness
standard and request for compliance plan.

(a) Determination. The FDIC may,
based upon an examination, inspection
or any other information that becomes
available to the FDIC, determine that a
bank or state savings association has
failed to satisfy the safety and
soundness standards set out in part 364
of this chapter and in the Interagency
Guidelines Establishing Standards for
Safety and Soundness in appendix A
and the Interagency Guidelines
Establishing Information Security
Standards in appendix B to part 364 of
this chapter.

(b) Request for compliance plan. If the
FDIC determines that a bank or state
savings association has failed a safety
and soundness standard pursuant to
paragraph (a) of this section, the FDIC
may request, by letter or through a
report of examination, the submission of
a compliance plan and the bank or state
savings association shall be deemed to
have notice of the request three days
after mailing of the letter by the FDIC or
delivery of the report of examination.

§ 308.303 Filing of safety and soundness
compliance plan.

(a) Schedule for filing compliance
plan—(1) In general. A bank or state
savings association shall file a written
safety and soundness compliance plan
with the FDIC within 30 days of
receiving a request for a compliance
plan pursuant to § 308.302(b), unless
the FDIC notifies the bank or state
savings association in writing that the
plan is to be filed within a different
period.

(2) Other plans. If a bank or state
savings association is obligated to file,
or is currently operating under, a capital
restoration plan submitted pursuant to
section 38 of the FDI Act (12 U.S.C.
18310), a cease-and-desist order entered
into pursuant to section 8 of the FDI
Act, a formal or informal agreement, or
a response to a report of examination or
report of inspection, it may, with the
permission of the FDIC, submit a
compliance plan under this section as
part of that plan, order, agreement, or
response, subject to the deadline
provided in paragraph (a)(1) of this
section.

(b) Contents of plan. The compliance
plan shall include a description of the
steps the bank or state savings
association will take to correct the
deficiency and the time within which
those steps will be taken.

(c) Review of safety and soundness
compliance plans. Within 30 days after
receiving a safety and soundness
compliance plan under this subpart, the
FDIC shall provide written notice to the
bank or state savings association of
whether the plan has been approved or
seek additional information from the
bank or state savings association
regarding the plan. The FDIC may
extend the time within which notice
regarding approval of a plan will be
provided.

(d) Failure to submit or implement a
compliance plan—(1) Supervisory
actions. If a bank or state savings
association fails to submit an acceptable
plan within the time specified by the
FDIC or fails in any material respect to
implement a compliance plan, then the
FDIC shall, by order, require the bank or
state savings association to correct the
deficiency and may take further actions
provided in section 39(e)(2)(B).
Pursuant to section 39(e)(3), the FDIC
may be required to take certain actions
if the bank or state savings association
commenced operations or experienced a
change in control within the previous
24-month period, or the bank or state
savings association experienced
extraordinary growth during the
previous 18-month period.

(2) Extraordinary growth. For
purposes of paragraph (d)(1) of this
section, extraordinary growth means an
increase in assets of more than 7.5
percent during any quarter within the
18-month period preceding the issuance
of a request for submission of a
compliance plan, by a bank or state
savings association that is not well
capitalized for purposes of section 38 of
the FDI Act. For purposes of calculating
an increase in assets, assets acquired
through merger or acquisition approved
pursuant to the Bank Merger Act (12
U.S.C. 1828(c)) will be excluded.

(e) Amendment of compliance plan. A
bank or state savings association that
has filed an approved compliance plan
may, after prior written notice to and
approval by the FDIC, amend the plan
to reflect a change in circumstance.
Until such time as a proposed
amendment has been approved, the
bank or state savings association shall
implement the compliance plan as
previously approved.



Federal Register/Vol. 80,

No. 208/ Wednesday, October 28, 2015/Rules and Regulations

65907

§ 308.304 Issuance of orders to correct
deficiencies and to take or refrain from
taking other actions.

(a) Notice of intent to issue order—(1)
In general. The FDIC shall provide a
bank or state savings association prior
written notice of the FDIC’s intention to
issue an order requiring the bank or
state savings association to correct a
safety and soundness deficiency or to
take or refrain from taking other actions
pursuant to section 39 of the FDI Act.
The bank or state savings association
shall have such time to respond to a
proposed order as provided by the FDIC
under paragraph (c) of this section.

(2) Immediate issuance of final order.
If the FDIC finds it necessary in order
to carry out the purposes of section 39
of the FDI Act, the FDIC may, without
providing the notice prescribed in
paragraph (a)(1) of this section, issue an
order requiring a bank or state savings
association immediately to take actions
to correct a safety and soundness
deficiency or take or refrain from taking
other actions pursuant to section 39. A
bank or state savings association that is
subject to such an immediately effective
order may submit a written appeal of
the order to the FDIC. Such an appeal
must be received by the FDIC within 14
calendar days of the issuance of the
order, unless the FDIC permits a longer
period. The FDIC shall consider any
such appeal, if filed in a timely matter,
within 60 days of receiving the appeal.
During such period of review, the order
shall remain in effect unless the FDIC,
in its sole discretion, stays the
effectiveness of the order.

(b) Contents of notice. A notice of
intent to issue an order shall include:

(1) A statement of the safety and
soundness deficiency or deficiencies
that have been identified at the bank or
state savings association;

(2) A description of any restrictions,
prohibitions, or affirmative actions that
the FDIC proposes to impose or require;

(3) The proposed date when such
restrictions or prohibitions would be
effective or the proposed date for
completion of any required action; and

(4) The date by which the bank or
state savings association subject to the
order may file with the FDIC a written
response to the notice.

(c) Response to notice—(1) Time for
response. A bank or state savings
association may file a written response
to a notice of intent to issue an order
within the time period set by the FDIC.
Such a response must be received by the
FDIC within 14 calendar days from the
date of the notice unless the FDIC
determines that a different period is
appropriate in light of the safety and
soundness of the bank or state savings

association or other relevant
circumstances.

(2) Contents of response. The
response should include:

(i) An explanation why the action
proposed by the FDIC is not an
appropriate exercise of discretion under
section 39;

(ii) Any recommended modification
of the proposed order; and

(iii) Any other relevant information,
mitigating circumstances,
documentation, or other evidence in
support of the position of the bank or
state savings association regarding the
proposed order.

(d) Agency consideration of response.
After considering the response, the FDIC
may:

(1) Issue the order as proposed or in
modified form;

(2) Determine not to issue the order
and so notify the bank or state savings
association; or

(3) Seek additional information or
clarification of the response from the
bank or state savings association, or any
other relevant source.

(e) Failure to file response. Failure by
a bank or state savings association to file
with the FDIC, within the specified time
period, a written response to a proposed
order shall constitute a waiver of the
opportunity to respond and shall
constitute consent to the issuance of the
order.

(f) Request for modification of
rescission of order. Any bank or state
savings association that is subject to an
order under this subpart may, upon a
change in circumstances, request in
writing that the FDIC reconsider the
terms of the order, and may propose that
the order be rescinded or modified.
Unless otherwise ordered by the FDIC,
the order shall continue in place while
such request is pending before the FDIC.

§ 308.305 Enforcement of orders.

(a) Judicial remedies. Whenever a
bank or state savings association fails to
comply with an order issued under
section 39, the FDIC may seek
enforcement of the order in the
appropriate United States district court
pursuant to section 8(i)(1) of the FDI
Act.

(b) Failure to comply with order.
Pursuant to section 8(i)(2)(A) of the FDI
Act, the FDIC may assess a civil money
penalty against any bank or state savings
association that violates or otherwise
fails to comply with any final order
issued under section 39 and against any
institution-affiliated party who
participates in such violation or
noncompliance.

(c) Other enforcement action. In
addition to the actions described in

paragraphs (a) and (b) of this section,
the FDIC may seek enforcement of the
provisions of section 39 or this part
through any other judicial or
administrative proceeding authorized by
law.

m 3. Revise part 364 to read as follows:

PART 364—STANDARDS FOR SAFETY
AND SOUNDNESS

Sec.

364.100 Purpose.

364.101 Standards for safety and
soundness.

Appendix A to Part 364—Interagency
Guidelines Establishing Standards for
Safety and Soundness

Appendix B to Part 364—Interagency
Guidelines Establishing Information
Security Standards

Authority: 12 U.S.C. 1818 and 1819
(Tenth), 1831p-1; 15 U.S.C. 1681b, 1681s,
1681w, 6801(b), 6805(b)(1).

§ 364.100 Purpose.

Section 39 of the Federal Deposit
Insurance Act requires the Federal
Deposit Insurance Corporation to
establish safety and soundness
standards. Pursuant to section 39, this
part establishes safety and soundness
standards by guideline.

§ 364.101 Standards for safety and
soundness.

(a) General standards. The
Interagency Guidelines Establishing
Standards for Safety and Soundness
prescribed pursuant to section 39 of the
Federal Deposit Insurance Act (12
U.S.C. 1831p-1), as set forth as
appendix A to this part, apply to all
insured state nonmember banks, to
state-licensed insured branches of
foreign banks, that are subject to the
provisions of section 39 of the Federal
Deposit Insurance Act, and to state
savings associations (in aggregate, bank
or banks and savings association or
savings associations).

(b) Interagency Guidelines
Establishing Information Security
Standards. The Interagency Guidelines
Establishing Information Security
Standards prescribed pursuant to
section 39 of the Federal Deposit
Insurance Act (12 U.S.C. 1831p-1), and
sections 501 and 505(b) of the Gramm-
Leach-Bliley Act (15 U.S.C. 6801,
6805(b)), and with respect to the proper
disposal of consumer information
requirements pursuant to section 628 of
the Fair Credit Reporting Act (15 U.S.C.
1681w), as set forth in appendix B to
this part, apply to all insured state
nonmember banks, insured state
licensed branches of foreign banks, any
subsidiaries of such entities (except
brokers, dealers, persons providing
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insurance, investment companies, and
investment advisers), and to state
savings associations. The interagency
regulations and guidelines on identity
theft detection, prevention, and
mitigation prescribed pursuant to
section 114 of the Fair and Accurate
Credit Transactions Act of 2003, 15
U.S.C. 1681m(e), are set forth in §§
334.90, 334.91, and Appendix J of part
334.

Appendix A to Part 364—Interagency
Guidelines Establishing Standards for
Safety and Soundness

L Introduction.
A. Preservation of existing authority.
B. Definitions.
II. Operational and Managerial Standards.
A. Internal controls and information
systems.
B. Internal audit system.
C. Loan documentation.
D. Credit underwriting.
E. Interest rate exposure.
F. Asset growth.
G. Asset quality.
H. Earnings.
I. Compensation, fees and benefits.

III. Prohibition on Compensation That
Constitutes an Unsafe and Unsound
Practice.

A. Excessive compensation.
B. Compensation leading to material
financial loss.

1. Introduction

i. Section 39 of the Federal Deposit
Insurance Act? (FDI Act) requires each
Federal banking agency (collectively, the
agencies) to establish certain safety and
soundness standards by regulation or by
guidelines for all insured depository
institutions. Under section 39, the agencies
must establish three types of standards: (1)
Operational and managerial standards; (2)
compensation standards; and (3) such
standards relating to asset quality, earnings,
and stock valuation as they determine to be
appropriate.

ii. Section 39(a) requires the agencies to
establish operational and managerial
standards relating to: (1) Internal controls,
information systems and internal audit
systems, in accordance with section 36 of the
FDI Act (12 U.S.C. 1831m); (2) loan
documentation; (3) credit underwriting; (4)
interest rate exposure; (5) asset growth; and
(6) compensation, fees, and benefits, in
accordance with subsection (c) of section 39.
Section 39(b) requires the agencies to
establish standards relating to asset quality,
earnings, and stock valuation that the
agencies determine to be appropriate.

iii. Section 39(c) requires the agencies to
establish standards prohibiting as an unsafe
and unsound practice any compensatory
arrangement that would provide any
executive officer, employee, director, or
principal shareholder of the institution with
excessive compensation, fees or benefits and
any compensatory arrangement that could
lead to material financial loss to an
institution. Section 39(c) also requires that

the agencies establish standards that specify
when compensation is excessive.

iv. If an agency determines that an
institution fails to meet any standard
established by guidelines under subsection
(a) or (b) of section 39, the agency may
require the institution to submit to the
agency an acceptable plan to achieve
compliance with the standard. In the event
that an institution fails to submit an
acceptable plan within the time allowed by
the agency or fails in any material respect to
implement an accepted plan, the agency
must, by order, require the institution to
correct the deficiency. The agency may, and
in some cases must, take other supervisory
actions until the deficiency has been
corrected.

v. The agencies have adopted amendments
to their rules and regulations to establish
deadlines for submission and review of
compliance plans.2

vi. The following Guidelines set out the
safety and soundness standards that the
agencies use to identify and address
problems at insured depository institutions
before capital becomes impaired. The
agencies believe that the standards adopted
in these Guidelines serve this end without
dictating how institutions must be managed
and operated. These standards are designed
to identify potential safety and soundness
concerns and ensure that action is taken to
address those concerns before they pose a
risk to the Deposit Insurance Fund.

A. Preservation of Existing Authority

Neither section 39 nor these Guidelines in
any way limits the authority of the agencies
to address unsafe or unsound practices,
violations of law, unsafe or unsound
conditions, or other practices. Action under
section 39 and these Guidelines may be taken
independently of, in conjunction with, or in
addition to any other enforcement action
available to the agencies. Nothing in these
Guidelines limits the authority of the FDIC
pursuant to section 38(i)(2)(F) of the FDI Act
(12 U.S.C. 1831(0)) and Part 325 of Title 12
of the Code of Federal Regulations.

B. Definitions

1. In general. For purposes of these
Guidelines, except as modified in the
Guidelines or unless the context otherwise
requires, the terms used have the same
meanings as set forth in sections 3 and 39 of
the FDI Act (12 U.S.C. 1813 and 1831p-1).

2. Board of directors, in the case of a state-
licensed insured branch of a foreign bank and
in the case of a federal branch of a foreign
bank, means the managing official in charge
of the insured foreign branch.

3. Compensation means all direct and
indirect payments or benefits, both cash and
non-cash, granted to or for the benefit of any
executive officer, employee, director, or
principal shareholder, including but not
limited to payments or benefits derived from
an employment contract, compensation or
benefit agreement, fee arrangement,
perquisite, stock option plan,
postemployment benefit, or other
compensatory arrangement.

4. Director shall have the meaning
described in 12 CFR 215.2(d).3

5. Executive officer shall have the meaning
described in 12 CFR 215.2(e).4

6. Principal shareholder shall have the
meaning described in 12 CFR 215.2(m).5

II. Operational and Managerial Standards

A. Internal controls and information
systems. An institution should have internal
controls and information systems that are
appropriate to the size of the institution and
the nature, scope and risk of its activities and
that provide for:

1. An organizational structure that
establishes clear lines of authority and
responsibility for monitoring adherence to
established policies;

2. Effective risk assessment;

3. Timely and accurate financial,
operational and regulatory reports;

4. Adequate procedures to safeguard and
manage assets; and

5. Compliance with applicable laws and
regulations.

B. Internal audit system. An institution
should have an internal audit system that is
appropriate to the size of the institution and
the nature and scope of its activities and that
provides for:

1. Adequate monitoring of the system of
internal controls through an internal audit
function. For an institution whose size,
complexity or scope of operations does not
warrant a full scale internal audit function,

a system of independent reviews of key
internal controls may be used;

2. Independence and objectivity;

3. Qualified persons;

4. Adequate testing and review of
information systems;

5. Adequate documentation of tests and
findings and any corrective actions;

6. Verification and review of management
actions to address material weaknesses; and

7. Review by the institution’s audit
committee or board of directors of the
effectiveness of the internal audit systems.

C. Loan documentation. An institution
should establish and maintain loan
documentation practices that:

1. Enable the institution to make an
informed lending decision and to assess risk,
as necessary, on an ongoing basis;

2. Identify the purpose of a loan and the
source of repayment, and assess the ability of
the borrower to repay the indebtedness in a
timely manner;

3. Ensure that any claim against a borrower
is legally enforceable;

4. Demonstrate appropriate administration
and monitoring of a loan; and

5. Take account of the size and complexity
of a loan.

D. Credit underwriting. An institution
should establish and maintain prudent credit
underwriting practices that:

1. Are commensurate with the types of
loans the institution will make and consider
the terms and conditions under which they
will be made;

2. Consider the nature of the markets in
which loans will be made;

3. Provide for consideration, prior to credit
commitment, of the borrower’s overall
financial condition and resources, the
financial responsibility of any guarantor, the
nature and value of any underlying collateral,
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and the borrower’s character and willingness
to repay as agreed;

4. Establish a system of independent,
ongoing credit review and appropriate
communication to management and to the
board of directors;

5. Take adequate account of concentration
of credit risk; and

6. Are appropriate to the size of the
institution and the nature and scope of its
activities.

E. Interest rate exposure. An institution
should:

1. Manage interest rate risk in a manner
that is appropriate to the size of the
institution and the complexity of its assets
and liabilities; and

2. Provide for periodic reporting to
management and the board of directors
regarding interest rate risk with adequate
information for management and the board of
directors to assess the level of risk.

F. Asset growth. An institution’s asset
growth should be prudent and consider:

1. The source, volatility and use of the
funds that support asset growth;

2. Any increase in credit risk or interest
rate risk as a result of growth; and

3. The effect of growth on the institution’s
capital.

G. Asset quality. An insured depository
institution should establish and maintain a
system that is commensurate with the
institution’s size and the nature and scope of
its operations to identify problem assets and
prevent deterioration in those assets. The
institution should:

1. Conduct periodic asset quality reviews
to identify problem assets;

2. Estimate the inherent losses in those
assets and establish reserves that are
sufficient to absorb estimated losses;

3. Compare problem asset totals to capital;

4. Take appropriate corrective action to
resolve problem assets;

5. Consider the size and potential risks of
material asset concentrations; and

6. Provide periodic asset reports with
adequate information for management and
the board of directors to assess the level of
asset risk.

H. Earnings. An insured depository
institution should establish and maintain a
system that is commensurate with the
institution’s size and the nature and scope of
its operations to evaluate and monitor
earnings and ensure that earnings are
sufficient to maintain adequate capital and
reserves. The institution should:

1. Compare recent earnings trends relative
to equity, assets, or other commonly used
benchmarks to the institution’s historical
results and those of its peers;

2. Evaluate the adequacy of earnings given
the size, complexity, and risk profile of the
institution’s assets and operations;

3. Assess the source, volatility, and
sustainability of earnings, including the
effect of nonrecurring or extraordinary
income or expense;

4. Take steps to ensure that earnings are
sufficient to maintain adequate capital and
reserves after considering the institution’s
asset quality and growth rate; and

5. Provide periodic earnings reports with
adequate information for management and

the board of directors to assess earnings
performance.

1. Compensation, fees and benefits. An
institution should maintain safeguards to
prevent the payment of compensation, fees,
and benefits that are excessive or that could
lead to material financial loss to the
institution.

III. Prohibition on Compensation That
Constitutes an Unsafe and Unsound Practice

A. Excessive Compensation

Excessive compensation is prohibited as an
unsafe and unsound practice. Compensation
shall be considered excessive when amounts
paid are unreasonable or disproportionate to
the services performed by an executive
officer, employee, director, or principal
shareholder, considering the following:

1. The combined value of all cash and
noncash benefits provided to the individual;

2. The compensation history of the
individual and other individuals with
comparable expertise at the institution;

3. The financial condition of the
institution;

4. Comparable compensation practices at
comparable institutions, based upon such
factors as asset size, geographic location, and
the complexity of the loan portfolio or other
assets;

5. For postemployment benefits, the
projected total cost and benefit to the
institution;

6. Any connection between the individual
and any fraudulent act or omission, breach of
trust or fiduciary duty, or insider abuse with
regard to the institution; and

7. Any other factors the agencies determine
to be relevant.

B. Compensation Leading to Material
Financial Loss

Compensation that could lead to material
financial loss to an institution is prohibited
as an unsafe and unsound practice.

1 Section 39 of the Federal Deposit
Insurance Act (12 U.S.C. 1831p—1) was added
by section 132 of the Federal Deposit
Insurance Corporation Improvement Act of
1991 (FDICIA), Pub. L. 102-242, 105 Stat.
2236 (1991), and amended by section 956 of
the Housing and Community Development
Act of 1992, Pub. L. 102-550, 106 Stat. 3895
(1992) and section 318 of the Riegle
Community Development and Regulatory
Improvement Act of 1994, Pub. L. 103-325,
108 Stat. 2160 (1994).

2For the Office of the Comptroller of the
Currency, these regulations appear at 12 CFR
Part 30; for the Board of Governors of the
Federal Reserve System, these regulations
appear at 12 CFR Part 263; and for the
Federal Deposit Insurance Corporation, these
regulations appear at 12 CFR Part 308,
subpart R.

3In applying these definitions for savings
associations, pursuant to 12 U.S.C. 1464,
savings associations shall use the terms
“savings association” and “insured savings
association” in place of the terms ‘“member
bank” and “insured bank”.

4 See footnote 3 in section I.B.4. of this
appendix.

5 See footnote 3 in section I.B.4. of this
appendix.

Appendix B to Part 364—Interagency
Guidelines Establishing Information

Security Standards

Table of Contents

I. Introduction
A. Scope
B. Preservation of Existing Authority
C. Definitions
II. Standards for Safeguarding Customer
Information
A. Information Security Program
B. Objectives
III. Development and Implementation of
Customer Information Security Program
A. Involve the Board of Directors
B. Assess Risk
C. Manage and Control Risk
D. Oversee Service Provider Arrangements
E. Adjust the Program
F. Report to the Board
G. Implement the Standards

1. Introduction

The Interagency Guidelines Establishing
Information Security Standards (Guidelines)
set forth standards pursuant to section 39 of
the Federal Deposit Insurance Act, 12 U.S.C.
1831p—-1, and sections 501 and 505(b), 15
U.S.C. 6801 and 6805(b), of the Gramm-
Leach-Bliley Act. These Guidelines address
standards for developing and implementing
administrative, technical, and physical
safeguards to protect the security,
confidentiality, and integrity of customer
information. These Guidelines also address
standards with respect to the proper disposal
of consumer information pursuant to sections
621 and 628 of the Fair Credit Reporting Act
(15 U.S.C. 1681s and 1681w).

A. Scope. The Guidelines apply to
customer information maintained by or on
behalf of, and to the disposal of consumer
information by or on the behalf of, entities
over which the Federal Deposit Insurance
Corporation (FDIC) has authority. Such
entities, referred to as “insured depository
institution” or “institution” are banks
insured by the FDIC (other than members of
the Federal Reserve System), state savings
associations insured by the FDIC, insured
state branches of foreign banks, and any
subsidiaries of such entities (except brokers,
dealers, persons providing insurance,
investment companies, and investment
advisers).

B. Preservation of Existing Authority.
Neither section 39 nor these Guidelines in
any way limit the authority of the FDIC to
address unsafe or unsound practices,
violations of law, unsafe or unsound
conditions, or other practices. The FDIC may
take action under section 39 and these
Guidelines independently of, in conjunction
with, or in addition to, any other
enforcement action available to the FDIC.

C. Definitions. 1. Except as modified in the
Guidelines, or unless the context otherwise
requires, the terms used in these Guidelines
have the same meanings as set forth in
sections 3 and 39 of the Federal Deposit
Insurance Act (12 U.S.C. 1813 and 1831p-1).

2. For purposes of the Guidelines, the
following definitions apply:

a. Board of directors, in the case of a
branch or agency of a foreign bank, means the
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managing official in charge of the branch or
agency.

b. Consumer Information means any record
about an individual, whether in paper,
electronic, or other form, that is a consumer
report or is derived from a consumer report
and that is maintained or otherwise
possessed by or on behalf of the institution
for a business purpose. Consumer
information also means a compilation of such
records. The term does not include any
record that does not personally identify an
individual.

i. Examples: (1) Consumer information
includes:

(A) A consumer report that an institution
obtains;

(B) information from a consumer report
that the institution obtains from its affiliate
after the consumer has been given a notice
and has elected not to opt out of that sharing;

(C) information from a consumer report
that the institution obtains about an
individual who applies for but does not
receive a loan, including any loan sought by
an individual for a business purpose;

(D) information from a consumer report
that the institution obtains about an
individual who guarantees a loan (including
a loan to a business entity); or

(E) information from a consumer report
that the institution obtains about an
employee or prospective employee.

(2) Consumer information does not
include:

(A) aggregate information, such as the
mean score, derived from a group of
consumer reports; or

(B) blind data, such as payment history on
accounts that are not personally identifiable,
that may be used for developing credit
scoring models or for other purposes.

c. Consumer report has the same meaning
as set forth in the Fair Credit Reporting Act,
15 U.S.C. 1681a(d).

d. Customer means any customer of the
institution as defined in § 332.3(h) of this
chapter.

e. Customer information means any record
containing nonpublic personal information,
as defined in § 332.3(n) of this chapter, about
a customer, whether in paper, electronic, or
other form, that is maintained by or on behalf
of the institution.

f. Customer information systems means
any methods used to access, collect, store,
use, transmit, protect, or dispose of customer
information.

g. Service provider means any person or
entity that maintains, processes, or otherwise
is permitted access to customer information
or consumer information through its
provision of services directly to the
institution.

II. Standards for Information Security

A. Information Security Program. Each
insured depository institution shall
implement a comprehensive written
information security program that includes
administrative, technical, and physical
safeguards appropriate to the size and
complexity of the institution and the nature
and scope of its activities. While all parts of
the institution are not required to implement
a uniform set of policies, all elements of the

information security program must be
coordinated.

B. Objectives. An institution’s information
security program shall be designed to:

1. Ensure the security and confidentiality
of customer information;

2. Protect against any anticipated threats or
hazards to the security or integrity of such
information;

3. Protect against unauthorized access to or
use of such information that could result in
substantial harm or inconvenience to any
customer; and

4 Ensure the proper disposal of customer
information and consumer information.

III. Development and Implementation of
Information Security Program

A. Involve the Board of Directors. The
board of directors or an appropriate
committee of the board of each insured
depository institution shall:

1. Approve the institution’s written
information security program; and

2. Oversee the development,
implementation, and maintenance of the
institution’s information security program,
including assigning specific responsibility for
its implementation and reviewing reports
from management.

B. Assess Risk.

Each institution shall:

1. Identify reasonably foreseeable internal
and external threats that could result in
unauthorized disclosure, misuse, alteration,
or destruction of customer information or
customer information systems.

2. Assess the likelihood and potential
damage of these threats, taking into
consideration the sensitivity of customer
information.

3. Assess the sufficiency of policies,
procedures, customer information systems,
and other arrangements in place to control
risks.

C. Manage and Control Risk. Each
institution shall:

1. Design its information security program
to control the identified risks, commensurate
with the sensitivity of the information as well
as the complexity and scope of the
institution’s activities. Each institution must
consider whether the following security
measures are appropriate for the institution
and, if so, adopt those measures the
institution concludes are appropriate:

a. Access controls on customer information
systems, including controls to authenticate
and permit access only to authorized
individuals and controls to prevent
employees from providing customer
information to unauthorized individuals who
may seek to obtain this information through
fraudulent means.

b. Access restrictions at physical locations
containing customer information, such as
buildings, computer facilities, and records
storage facilities to permit access only to
authorized individuals;

c. Encryption of electronic customer
information, including while in transit or in
storage on networks or systems to which
unauthorized individuals may have access;

d. Procedures designed to ensure that
customer information system modifications
are consistent with the institution’s
information security program;

e. Dual control procedures, segregation of
duties, and employee background checks for
employees with responsibilities for or access
to customer information;

f. Monitoring systems and procedures to
detect actual and attempted attacks on or
intrusions into customer information
systems;

g. Response programs that specify actions
to be taken when the institution suspects or
detects that unauthorized individuals have
gained access to customer information
systems, including appropriate reports to
regulatory and law enforcement agencies;
and

h. Measures to protect against destruction,
loss, or damage of customer information due
to potential environmental hazards, such as
fire and water damage or technological
failures.

2. Train staff to implement the institution’s
information security program.

3. Regularly test the key controls, systems
and procedures of the information security
program. The frequency and nature of such
tests should be determined by the
institution’s risk assessment. Tests should be
conducted or reviewed by independent third
parties or staff independent of those that
develop or maintain the security programs.

4. Develop, implement, and maintain, as
part of its information security program,
appropriate measures to properly dispose of
customer information and consumer
information in accordance with each of the
requirements of this paragraph III.

D. Oversee Service Provider Arrangements.
Each institution shall:

1. Exercise appropriate due diligence in
selecting its service providers;

2. Require its service providers by contract
to implement appropriate measures designed
to meet the objectives of these Guidelines;
and

3. Where indicated by the institution’s risk
assessment, monitor its service providers to
confirm that they have satisfied their
obligations as required by paragraph D.2. As
part of this monitoring, an institution should
review audits, summaries of test results, or
other equivalent evaluations of its service
providers.

E. Adjust the Program. Each institution
shall monitor, evaluate, and adjust, as
appropriate, the information security
program in light of any relevant changes in
technology, the sensitivity of its customer
information, internal or external threats to
information, and the institution’s own
changing business arrangements, such as
mergers and acquisitions, alliances and joint
ventures, outsourcing arrangements, and
changes to customer information systems.

F. Report to the Board. Each institution
shall report to its board or an appropriate
committee of the board at least annually.
This report should describe the overall status
of the information security program and the
institution’s compliance with these
Guidelines. The report, which will vary
depending upon the complexity of each
institution’s program should discuss material
matters related to its program, addressing
issues such as: Risk assessment; risk
management and control decisions; service
provider arrangements; results of testing;
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security breaches or violations, and
management’s responses; and
recommendations for changes in the
information security program.

G. Implement the Standards. 1. Effective
date. Each institution must implement an
information security program pursuant to
these Guidelines by July 1, 2001.

2. Two-year grandfathering of agreements
with service providers. Until July 1, 2003, a
contract that an institution has entered into
with a service provider to perform services
for it or functions on its behalf, satisfies the
provisions of paragraph IIL.D., even if the
contract does not include a requirement that
the servicer maintain the security and
confidentiality of customer information as
long as the institution entered into the
contract on or before March 5, 2001.

3. Effective date for measures relating to
the disposal of consumer information. Each
institution must satisfy these Guidelines with
respect to the proper disposal of consumer
information by July 1, 2005.

4. Exception for existing agreements with
service providers relating to the disposal of
consumer information. Notwithstanding the
requirement in paragraph III.G.3., an
institution’s contracts with its service
providers that have access to consumer
information and that may dispose of
consumer information, entered into before
July 1, 2005, must comply with the
provisions of the Guidelines relating to the
proper disposal of consumer information by
July 1, 2006.

Supplement A to Appendix B to Part 364
Interagency Guidance on Response
Programs for Unauthorized Access to
Customer Information and Customer Notice

I. Background

This Guidance ! interprets section 501(b) of
the Gramm-Leach-Bliley Act (GLBA) and the
Interagency Guidelines Establishing
Information Security Standards (the Security
Guidelines) 2 and describes response
programs, including customer notification
procedures, that a financial institution
should develop and implement to address
unauthorized access to or use of customer
information that could result in substantial
harm or inconvenience to a customer. The
scope of, and definitions of terms used in,
this Guidance are identical to those of the
Security Guidelines. For example, the term
“customer information’ is the same term
used in the Security Guidelines, and means
any record containing nonpublic personal
information about a customer, whether in
paper, electronic, or other form, maintained
by or on behalf of the institution.

A. Interagency Security Guidelines

Section 501(b) of the GLBA required the
Agencies to establish appropriate standards
for financial institutions subject to their
jurisdiction that include administrative,
technical, and physical safeguards, to protect
the security and confidentiality of customer
information. Accordingly, the Agencies
issued Security Guidelines requiring every
financial institution to have an information
security program designed to:

1. Ensure the security and confidentiality
of customer information;

2. Protect against any anticipated threats or
hazards to the security or integrity of such
information; and

3. Protect against unauthorized access to or
use of such information that could result in
substantial harm or inconvenience to any
customer.

B. Risk Assessment and Controls

1. The Security Guidelines direct every
financial institution to assess the following
risks, among others, when developing its
information security program:

a. Reasonably foreseeable internal and
external threats that could result in
unauthorized disclosure, misuse, alteration,
or destruction of customer information or
customer information systems;

b. The likelihood and potential damage of
threats, taking into consideration the
sensitivity of customer information; and

c. The sufficiency of policies, procedures,
customer information systems, and other
arrangements in place to control risks.3

2. Following the assessment of these risks,
the Security Guidelines require a financial
institution to design a program to address the
identified risks. The particular security
measures an institution should adopt will
depend upon the risks presented by the
complexity and scope of its business. At a
minimum, the financial institution is
required to consider the specific security
measures enumerated in the Security
Guidelines,* and adopt those that are
appropriate for the institution, including:

a. Access controls on customer information
systems, including controls to authenticate
and permit access only to authorized
individuals and controls to prevent
employees from providing customer
information to unauthorized individuals who
may seek to obtain this information through
fraudulent means;

b. Background checks for employees with
responsibilities for access to customer
information; and

c. Response programs that specify actions
to be taken when the financial institution
suspects or detects that unauthorized
individuals have gained access to customer
information systems, including appropriate
reports to regulatory and law enforcement
agencies.5

C. Service Providers

The Security Guidelines direct every
financial institution to require its service
providers by contract to implement
appropriate measures designed to protect
against unauthorized access to or use of
customer information that could result in
substantial harm or inconvenience to any
customers.®

I1. Response Program

Millions of Americans, throughout the
country, have been victims of identity theft.”
Identity thieves misuse personal information
they obtain from a number of sources,
including financial institutions, to perpetrate
identity theft. Therefore, financial
institutions should take preventative
measures to safeguard customer information
against attempts to gain unauthorized access
to the information. For example, financial
institutions should place access controls on

customer information systems and conduct
background checks for employees who are
authorized to access customer information.8
However, every financial institution should
also develop and implement a risk-based
response program to address incidents of
unauthorized access to customer information
in customer information systems 9 that occur
nonetheless. A response program should be
a key part of an institution’s information
security program.1° The program should be
appropriate to the size and complexity of the
institution and the nature and scope of its
activities.

In addition, each institution should be able
to address incidents of unauthorized access
to customer information in customer
information systems maintained by its
domestic and foreign service providers.
Therefore, consistent with the obligations in
the Guidelines that relate to these
arrangements, and with existing guidance on
this topic issued by the Agencies,!! an
institution’s contract with its service
provider should require the service provider
to take appropriate actions to address
incidents of unauthorized access to the
financial institution’s customer information,
including notification to the institution as
soon as possible of any such incident, to
enable the institution to expeditiously
implement its response program.

A. Components of a Response Program

1. At a minimum, an institution’s response
program should contain procedures for the
following:

a. Assessing the nature and scope of an
incident, and identifying what customer
information systems and types of customer
information have been accessed or misused;

b. Notifying its primary Federal regulator
as soon as possible when the institution
becomes aware of an incident involving
unauthorized access to or use of sensitive
customer information, as defined below;

c. Consistent with the Agencies’
Suspicious Activity Report (“SAR”)
regulations,2 notifying appropriate law
enforcement authorities, in addition to filing
a timely SAR in situations involving Federal
criminal violations requiring immediate
attention, such as when a reportable violation
is ongoing;

d. Taking appropriate steps to contain and
control the incident to prevent further
unauthorized access to or use of customer
information, for example, by monitoring,
freezing, or closing affected accounts, while
preserving records and other evidence; 13 and

e. Notifying customers when warranted.

2. Where an incident of unauthorized
access to customer information involves
customer information systems maintained by
an institution’s service providers, it is the
responsibility of the financial institution to
notify the institution’s customers and
regulator. However, an institution may
authorize or contract with its service
provider to notify the institutions’ customers
or regulator on its behalf.

III. Customer Notice

Financial institutions have an affirmative
duty to protect their customers’ information
against unauthorized access or use. Notifying
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customers of a security incident involving
the unauthorized access or use of the
customer’s information in accordance with
the standard set forth below is a key part of
that duty. Timely notification of customers is
important to manage an institution’s
reputation risk. Effective notice also may
reduce an institution’s legal risk, assist in
maintaining good customer relations, and
enable the institution’s customers to take
steps to protect themselves against the
consequences of identity theft. When
customer notification is warranted, an
institution may not forgo notifying its
customers of an incident because the
institution believes that it may be potentially
embarrassed or inconvenienced by doing so.

A. Standard for Providing Notice

When a financial institution becomes
aware of an incident of unauthorized access
to sensitive customer information, the
institution should conduct a reasonable
investigation to promptly determine the
likelihood that the information has been or
will be misused. If the institution determines
that misuse of its information about a
customer has occurred or is reasonably
possible, it should notify the affected
customer as soon as possible. Customer
notice may be delayed if an appropriate law
enforcement agency determines that
notification will interfere with a criminal
investigation and provides the institution
with a written request for the delay.
However, the institution should notify its
customers as soon as notification will no
longer interfere with the investigation.

1. Sensitive Customer Information

Under the Guidelines, an institution must
protect against unauthorized access to or use
of customer information that could result in
substantial harm or inconvenience to any
customer. Substantial harm or inconvenience
is most likely to result from improper access
to sensitive customer information because
this type of information is most likely to be
misused, as in the commission of identity
theft. For purposes of this Guidance,
sensitive customer information means a
customer’s name, address, or telephone
number, in conjunction with the customer’s
social security number, driver’s license
number, account number, credit or debit card
number, or a personal identification number
or password that would permit access to the
customer’s account. Sensitive customer
information also includes any combination of
components of customer information that
would allow someone to log onto or access
the customer’s account, such as user name or
password or password and account number.

2. Affected Customers

If a financial institution, based upon its
investigation, can determine from its logs or
other data precisely which customers’
information has been improperly accessed, it
may limit notification to those customers
with regard to whom the institution
determines that misuse of their information
has occurred or is reasonably possible.
However, there may be situations where the
institution determines that a group of files
has been accessed improperly, but is unable
to identify which specific customers’

information has been accessed. If the
circumstances of the unauthorized access
lead the institution to determine that misuse
of the information is reasonably possible, it
should notify all customers in the group.

B. Content of Customer Notice

1. Gustomer notice should be given in a
clear and conspicuous manner. The notice
should describe the incident in general terms
and the type of customer information that
was the subject of unauthorized access or
use. It also should generally describe what
the institution has done to protect the
customers’ information from further
unauthorized access. In addition, it should
include a telephone number that customers
can call for further information and
assistance.14 The notice also should remind
customers of the need to remain vigilant over
the next twelve to twenty-four months, and
to promptly report incidents of suspected
identify theft to the institution. The notice
should include the following additional
items, when appropriate:

a. A recommendation that the customer
review account statements and immediately
report any suspicious activity to the
institution;

b. A description of fraud alerts and an
explanation of how the customer may place
a fraud alert in the customer’s consumer
reports to put the customer’s creditors on
notice that the customer may be a victim of
fraud;

c. A recommendation that the customer
periodically obtain credit reports from each
nationwide credit reporting agency and have
information relating to fraudulent
transactions deleted;

d. An explanation of how the customer
may obtain a credit report free of charge; and

e. Information about the availability of the
FTC’s online guidance regarding steps a
consumer can take to protect against identity
theft. The notice should encourage the
customer to report any incidents of identity
theft to the FTC, and should provide the
FTC’s Web site address and toll-free
telephone number that customers may use to
obtain the identity theft guidance and report
suspected incidents of identity theft.1s

2. The Agencies encourage financial
institutions to notify the nationwide
consumer reporting agencies prior to sending
notices to a large number of customers that
include contact information for the reporting
agencies.

C. Delivery of Customer Notice

Customer notice should be delivered in
any manner designed to ensure that a
customer can reasonably be expected to
receive it. For example, the institution may
choose to contact all customers affected by
telephone or by mail, or by electronic mail
for those customers for whom it has a valid
email address and who have agreed to
receive communications electronically.

1This Guidance was jointly issued by the
Board of Governors of the Federal Reserve
System (Board), the Federal Deposit
Insurance Corporation (FDIC), the Office of
the Comptroller of the Currency (OCC), and
the Office of Thrift Supervision (OTS).
Pursuant to 12 U.S.C. 5412, the OTS is no
longer a party to this Guidance.

212 CFR part 30, app. B (OCC); 12 CFR part
208, app. D-2 and part 225, app. F (Board);
and 12 CFR part 364, app. B (FDIC). The
“Interagency Guidelines Establishing
Information Security Standards” were
formerly known as “The Interagency
Guidelines Establishing Standards for
Safeguarding Customer Information.”

3 See Security Guidelines, III.B.

4 See Security Guidelines, III.C.

5 See Security Guidelines, III.C.

6 See Security Guidelines, II.B, and IIL.D.
Further, the Agencies note that, in addition
to contractual obligations to a financial
institution, a service provider may be
required to implement its own
comprehensive information security program
in accordance with the Safeguards Rule
promulgated by the Federal Trade
Commission (FTC), 12 CFR part 314.

7The FTC estimates that nearly 10 million
Americans discovered they were victims of
some form of identity theft in 2002. See The
Federal Trade Commission. Identity Theft
Survey Report (September 2003), available at
http://www.ftc.gov/0s/2003/09/
synovatereport.pdf.

8Institutions should also conduct
background checks of employees to ensure
that the institution does not violate 12 U.S.C.
1829, which prohibits an institution from
hiring an individual convicted of certain
criminal offenses or who is subject to a
prohibition order under 12 U.S.C. 1818(e)(6).

9 Under the Guidelines, an institution’s
customer information systems consist of all
of the methods used to access, collect, store,
use, transmit, protect, or dispose of customer
information, including the systems
maintained by its service providers. See
Security Guidelines, 1.C.2.d.

10 See FFIEC Information Technology
Examination Handbook, Information Security
Booklet, Dec. 2002 available at http://
ithandbook.ffiec.gov/it-booklets/information-
security.aspx. Federal Reserve SR 97-32,
Sound Practice Guidance for Information
Security for Networks, Dec. 4, 1997; OCC
Bulletin 2000-14, ‘“‘Infrastructure Threats—
Intrusion Risks”” (May 15, 2000), for
additional guidance on preventing, detecting,
and responding to intrusions into financial
institutions computer systems.

11 See Federal Reserve SR Ltr. 13-19,
Guidance on Managing Outsourcing Risk,
Dec. 5, 2013; OCC Bulletin 2013-29, “Third-
Party Relationships—Risk Management
Guidance,” Oct. 30, 2013; and FDIC FIL 44—
08, Guidance for Managing Third Party Risk,
June 6, 2008 and FIL 68-99, Risk Assessment
Tools and Practices for Information System
Security, July 7, 1999.

12 An institution’s obligations to file a SAR
is set out in the Agencies’ SAR regulations
and Agency guidance. See, for example, 12
CFR 21.11 (national banks, Federal branches
and agencies); 12 CFR 163.180 (Federal
savings associations); 12 CFR 208.62 (State
member banks); 12 CFR 211.5(k) (Edge and
agreement corporations); 12 CFR 211.24(f)
(uninsured State branches and agencies of
foreign banks); 12 CFR 225.4(f) (bank holding
companies and their nonbank subsidiaries);
and 12 CFR part 353 (FDIC-supervised
institutions). National banks must file SARs
in connection with computer intrusions and


http://ithandbook.ffiec.gov/it-booklets/information-security.aspx
http://ithandbook.ffiec.gov/it-booklets/information-security.aspx
http://ithandbook.ffiec.gov/it-booklets/information-security.aspx
http://www.ftc.gov/os/2003/09/synovatereport.pdf
http://www.ftc.gov/os/2003/09/synovatereport.pdf
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other computer crimes. See OCC Bulletin
2000-14, “Infrastructure Threats—Intrusion
Risks” (May 15, 2000); Advisory Letter 97—
9, “Reporting Computer Related Crimes”
(November 19, 1997) (general guidance still
applicable though instructions for new SAR
form published in 65 FR 1229, 1230 (January
7, 2000)). See also Federal Reserve SR 01-11,
Identity Theft and Pretext Calling, Apr. 26,
2001.

13 See FFIEC Information Technology
Examination Handbook, Information Security
Booklet, Dec. 2002, pp. 68-74.

14 The institution should, therefore, ensure
that it has reasonable policies and procedures
in place, including trained personnel, to
respond appropriately to customer inquiries
and requests for assistance.

15 Currently, the FTC Web site for the ID
Theft brochure and the FTC Hotline phone
number are http://www.consumer.gov/idtheft
and 1-877-IDTHEFT. The institution may
also refer customers to any materials
developed pursuant to section 151(b) of the
FACT Act (educational materials developed
by the FTC to teach the public how to
prevent identity theft).

PART 391—FORMER OFFICE OF
THRIFT SUPERVISION REGULATIONS

m 4. The authority citation for part 391
is revised to read as follows:

Authority: 12 U.S.C. 1819 (Tenth).

Subpart A also issued under 12 U.S.C.
1462a; 1463; 1464; 1828; 1831p-1; 1881-1884;
15 U.S.C. 1681w; 15 U.S.C. 6801; 6805.

Subpart C also issued under 12 U.S.C.
1462a; 1463; 1464; 1828; 1831p-1; and 1881-
1884; 15 U.S.C. 1681m; 1681w.

Subpart D also issued under 12 U.S.C.
1462; 1462a; 1463; 1464; 42 U.S.C. 4012a;
4104a; 4104b; 4106; 4128.

Subpart E also issued under 12 U.S.C.
1467a; 1468; 1817; 1831i.

Subpart B—[Removed and Reserved]

m 5. Remove and reserve subpart B
consisting of §§ 391.10 through 391.14,
and Appendices A and B.

Dated at Washington, DC, this 22nd day of
October 2015.

By order of the Board of Directors.
Federal Deposit Insurance Corporation.
Robert E. Feldman,

Executive Secretary.
[FR Doc. 2015-27293 Filed 10-27-15; 8:45 am]
BILLING CODE 6714-01-P

FEDERAL DEPOSIT INSURANCE
CORPORATION

12 CFR Parts 334 and 391
RIN 3064—-AE29

Removal of Transferred OTS
Regulations Regarding Fair Credit
Reporting and Amendments;
Amendment to the “Creditor”
Definition in Identity Theft Red Flags
Rule; Removal of FDIC Regulations
Regarding Fair Credit Reporting
Transferred to the Consumer Financial
Protection Bureau

AGENCY: Federal Deposit Insurance
Corporation.
ACTION: Final rule.

SUMMARY: The Federal Deposit
Insurance Corporation (FDIC) is
adopting a final rule (Final Rule) to
make several amendments to its
regulations covering “Fair Credit
Reporting.” The amendments conform
FDIC Fair Credit Reporting regulations
to the Dodd-Frank Act by consolidating
the regulations for all institutions for
which the FDIC is the appropriate
Federal banking agency into a single
part. The amendments also address the
role of the Consumer Financial
Protection Bureau in promulgating rules
relating to Fair Credit Reporting.

DATES: The Final Rule is effective
November 27, 2015.

FOR FURTHER INFORMATION CONTACT:
Sandra Barker, Senior Policy Analyst,
Division of Depositor and Consumer
Protection, (202) 898-3615 or sabarker@
fdic.gov; Jeffrey Kopchik, Senior Policy
Analyst, Division of Risk Management
Supervision, (703) 254—0459 or
jkopchik@fdic.gov; Richard M.
Schwartz, Counsel, Legal Division, (202)
898-7424 or rischwartz@fdic.gov.
SUPPLEMENTARY INFORMATION:

I. Removal of Transferred OTS
Regulations Regarding Fair Credit
Reporting and Amendments to 12 CFR
Part 334 of FDIC’s Rules and
Regulations

A. Background

The Dodd-Frank Wall Street Reform
and Consumer Protection Act (Dodd-
Frank Act) ! provided for a substantial
reorganization of the regulation of State
and Federal savings associations and
their holding companies. Beginning July
21, 2011, the transfer date established
by section 311 of the Dodd-Frank Act,
codified at 12 U.S.C. 5411, the powers,
duties, and functions formerly
performed by the OTS were divided

1Public Law 111-203, 124 Stat. 1376 (2010).

among the FDIC, as to State savings
associations, the Office of the
Comptroller of the Currency (OCC), as to
Federal savings associations, and the
Board of Governors of the Federal
Reserve System (FRB), as to savings and
loan holding companies.2 Section 316(b)
of the Dodd-Frank Act, codified at 12
U.S.C. 5414(b), provided the manner of
treatment for all orders, resolutions,
determinations, regulations, and
advisory materials that had been issued,
made, prescribed, or allowed to become
effective by the OTS. The section
provided that if such materials were in
effect on the day before the transfer
date, they continue to be in effect and
are enforceable by or against the
appropriate successor agency until they
are modified, terminated, set aside, or
superseded in accordance with
applicable law by such successor
agency, by any court of competent
jurisdiction, or by operation of law.

Section 316(c) of the Dodd-Frank Act,
codified at 12 U.S.C. 5414(c), further
directed the FDIC and the OCC to
consult with one another and to publish
a list of the continued OTS regulations
that would be enforced by the FDIC and
the OCC, respectively. On June 14, 2011,
the FDIC’s Board of Directors approved
a “List of OTS Regulations to be
Enforced by the OCC and the FDIC
Pursuant to the Dodd-Frank Wall Street
Reform and Consumer Protection Act.”
This list was published by the FDIC and
the OCC as a Joint Notice in the Federal
Register on July 6, 2011.3

Although section 312(b)(2)(B)(i)(II) of
the Dodd-Frank Act, codified at 12
U.S.C. 5412(b)(2)(B)(i)(II), granted the
OCC rulemaking authority relating to
both State and Federal savings
associations, nothing in the Dodd-Frank
Act affected the FDIC’s existing
authority to issue regulations under the
FDI Act and other laws as the
“appropriate Federal banking agency”
or under similar statutory terminology.
Section 312(c) of the Dodd-Frank Act
amended the definition of “appropriate
Federal banking agency”’ contained in
section 3(q) of the FDI Act, 12 U.S.C.
1813(q), to add State savings
associations whose deposits are insured
by the FDIC (State savings associations)
to the list of entities for which the FDIC
is designated as the “appropriate
Federal banking agency.” As a result,
when the FDIC acts as the designated
“appropriate Federal banking agency”
(or under similar terminology) for State
savings associations, as it does here, the
FDIC is authorized to issue, modify and

2 Section 312 of the Dodd-Frank Act, codified at
12 U.S.C. 5412.
376 FR 39247 (July 6, 2011).
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rescind regulations involving such
associations, as well as for State
nonmember banks and insured branches
of foreign banks.

As noted, on June 14, 2011, pursuant
to this authority, the FDIC’s Board of
Directors reissued and redesignated
certain transferring regulations of the
former OTS. These transferred OTS
regulations were published as new FDIC
regulations in the Federal Register on
August 5, 2011.# When it republished
the transferred OTS regulations as new
FDIC regulations, the FDIC specifically
noted that its staff would evaluate the
transferred OTS rules and might later
recommend incorporating the
transferred OTS regulations into other
FDIC rules, amending them, or
rescinding them, as appropriate.

One of the OTS rules transferred to
the FDIC governed OTS oversight of the
Fair Credit Reporting regulations, which
implemented the Fair Credit Reporting
Act (FCRA),5 in the context of State
savings associations. The OTS rule,
formerly found at 12 CFR part 571, was
transferred to the FDIC ¢ and was moved
to the FDIC’s rules at part 391, subpart
G, entitled “Fair Credit Reporting.”
Before the transfer of the OTS rules and
continuing today, the FDIC’s rules
contained part 334, also entitled “Fair
Credit Reporting,” a rule governing
FDIC regulation with respect to IDIs for
which the FDIC has been designated the
appropriate Federal banking agency.
After careful review and comparison of
part 391, subpart C and part 334, the
FDIC rescinds part 391, subpart C,
because, as discussed below, it is
substantively redundant to existing part
334 and simultaneously makes technical
conforming edits to our existing rule.

B. FDIC’s Existing 12 CFR Section 334.2
and Former OTS’s 12 CFR Section 571.2
(transferred to FDIC’s Part 391, Subpart
C, as 12 CFR Section 391.20)

On November 22, 2005, the FDIC,
OTS, OCC, FRB and NCUA (‘“‘the
Agencies”) jointly published rules in
the Federal Register 7 to implement
section 411 of the Fair and Accurate
Credit Transactions Act of 2003 (FACT

476 FR 47652 (Aug. 5, 2011).

515 U.S.C. 1681a, et seq.

6 The Dodd-Frank Act transferred the rule-writing
authority of several parts of the “Fair Credit
Reporting” regulations contained in parts 334 and
571, as well as the regulations of the OCC, FRB, and
National Credit Union Administration (“NCUA”),
to the newly created CFPB. See sections 1061 and
1088, codified at 12 U.S.C. 5581, 15 U.S.C. 1681 et
seq. When the OTS regulations for state savings
associations were transferred to part 391, only those
portions of the regulation that were retained by the
FDIC were included.

770 FR 70664 (Nov. 22, 2005).

Act),8 which amended section 604 of
the FCRA.® Section 411 of the FACT Act
generally limited the ability of creditors
to obtain and use medical information
in connection with credit eligibility
determinations and the ability of
consumer reporting agencies to disclose
medical information, as well as
restricting the sharing of medical
information and other medically related
information with affiliates.1© That
section required the Agencies to issue
regulations on several aspects related to
the medical privacy amendment.

Although Dodd-Frank Act transferred
the 2005 medical privacy regulations to
the CFPB, as discussed below, the
Agencies issued a regulation in the
“General Provisions” portion of the Fair
Credit Reporting regulations that
remains in effect in the Agencies’
regulations today.

That regulation related to “examples”
issued in any regulation in the Fair
Credit Reporting part. The OTS
regulation, stated: “The examples in this
part are not exclusive. Compliance with
an example, to the extent applicable,
constitutes compliance with this part.
Examples in a paragraph illustrate only
the issue described in the paragraph and
do not illustrate any other issue that
may arise in this part.” 11 The
concurrently issued FDIC regulation
contains identical language.12

The OTS regulation issued at § 391.20
was amended slightly because it was
placed in a subpart of part 391: the word
“‘part” was replace by ‘“‘subpart.”
Nevertheless, the portion of the OTS
regulation that applied to State savings
associations and their subsidiaries,
originally codified at 12 CFR part 571
and subsequently transferred to FDIC’s
part 391, subpart C, is substantively
similar to the current FDIC regulations
codified at 12 CFR part 334. Therefore,
to eliminate redundancy and streamline
its regulations, the FDIC rescinds and
removes § 391.20.

C. FDIC’s Existing 12 CFR Section
334.83 and Former OTS’s 12 CFR
Section 571.83 (transferred to FDIC’s
Part 391, Subpart C, as 12 CFR Section
391.21)

Section 216 of the FACT Act added a
new section 628 to the FCRA that, in
general was designed to protect a
consumer against the risks associated
with the unauthorized access to
information about a consumer contained

8Public Law 108-159, 117 Stat. 1952, 1999-2002
(2003).

915 U.S.C. 1681b.

1070 FR at 70664.

1112 CFR 571.2.

1212 CFR 334.2.

in a consumer report, such as fraud and
related crimes including identity theft.13
Specifically, section 216 required each
of the Agencies, including the Federal
Trade Commission (FTC), to adopt a
regulation with respect to the entities
subject to its enforcement authority
“requiring any person that maintains or
otherwise possesses consumer
information, or any compilation of
consumer information, derived from a
consumer report for a business purpose
to properly dispose of any such
information or compilation.” 14 The
FDIC, OCG, FRB and OTS jointly
published their rules in the Federal
Register on December 28, 2004.15 The
FDIC and OTS regulations were
identical.16 Neither regulation
contained a scope provision, because
each regulation referred to the
respective agency’s version of the
Interagency Guidelines Establishing
Information Security Standards, which
itself contained a scope provision.1”

In 2007, the Agencies jointly issued
rules pursuant to section 114 of the
FACT Act, which dealt with identity
theft “red flag” rules and rules on the
duties of credit card issuers to validate
notifications of changes of address
under certain circumstances,8 as
discussed in more detail below.
Although those regulations were nearly
identical from agency to agency, the
OTS unilaterally amended its disposal
regulation, as part of that rulemaking, to
include a scope provision.® The OTS
explained that that amendment was
nonsubstantive and technical in nature,
caused by the placement of the address
discrepancy regulation in the same
subpart as the disposal regulation.2° No
other Agency amended its disposal
regulation.

13 Public Law 108-159, 117 Stat. at 1985-86; 15
U.S.C. 1681w.

141d.

1569 FR 77610 (Dec. 28, 2004).

16 12 CFR 334.83, 571.83 (2004).

17 Id. (both regulations stated, in relevant part,
“You must properly dispose of any consumer
information that you maintain or otherwise possess
in accordance with the Interagency Guidelines
Establishing Information Security Standards . . . to
the extent the Guidelines are applicable to you.”).
Both the FDIC’s and the OTS’s Interagency
Guidelines were placed in the Safety and
Soundness regulations, parts 364 and 570,
respectively.

1872 FR 63718 (Nov. 9, 2007). That rulemaking
also included rules issued pursuant to section 315
of the FACT Act, which required the Agencies to
issue joint regulations that provide guidance
regarding reasonable policies and procedures that a
user of a consumer report should employ when the
user receives a notice of an address discrepancy.
The rule-writing authority for that rule was given
to the CFPB in the Dodd-Frank Act.

19 See 12 CFR 571.83(a) (2007).

2072 FR at 63739.
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After careful comparison of the FDIC’s
disposal regulation with the transferred
OTS rule in part 391, subpart C, the
FDIC has concluded that, with the
exception of the scope provision, which
now includes ““State savings
associations whose deposits are insured
by the Federal Deposit Insurance
Corporation,” 21 the transferred OTS
rule is substantively redundant.
Therefore, based on the foregoing, the
FDIC rescinds and removes from the
Code of Federal Regulations the rule
located at part 391, subpart C and makes
minor conforming changes to
incorporate State savings associations.

There were several ways to deal with
this technical difference between the
FDIC and the OTS disposal regulations,
including adding a scope provision to
the FDIC’s disposal regulation at
§ 334.83, an idea that was not proposed
back in 2007. Instead, because of the
direct reference in the disposal
regulation to the Interagency Guidelines
Establishing Information Security
Standards, the FDIC, through a separate
final rule relating to the FDIC’s Safety
and Soundness regulations, 12 CFR part
364, to be issued shortly, is adopting a
change in the scope provision of the
FDIC’s version to cover State savings
associations.

As a backstop for this and any future
fair credit regulations, the FDIC is also
making a change to § 334.1(b), the
general scope provision of the FDIC’s
Fair Credit Reporting regulations, to
cover State savings associations. The
FDIC is also adding a definition of
“State savings association” to §334.3.
That definition would have the same
meaning as in section 3(b)(3) of the FDI
Act, 12 U.S.C. 1813(b)(3).22

21 The scope provision of the original 2007
amendment covered all savings associations with
deposits insured by the FDIC and Federal savings
associations’ operating subsidiaries. When the OTS
disposal regulation was transferred to section
391.21, it was amended to state that the scope
provision applies to “State savings associations
whose deposits are insured by the Federal Deposit
Insurance Corporation,” consistent with the
authority given to the FDIC in the Dodd-Frank Act.

22“The term ‘State savings association’ means—
(A) any building and loan association, savings and
loan association, or homestead association; or (B)
any cooperative bank (other than a cooperative bank
which is a State bank as defined in subsection (a)(2)
of this section), which is organized and operating
according to the laws of the State (as defined in
subsection (a)(3) of this section) in which it is
chartered or organized.” 12 U.S.C. 1813(b)(3).

D. FDIC’s Existing 12 CFR Sections
334.90 and 334.91 and Part 334,
Appendix ], and Former OTS’s 12 CFR
Sections 571.82 and 571.90 and Part
571, Appendix J (transferred to FDIC’s
Part 391, Subpart C, as 12 CFR Sections
391.22 and 391.23 and Part 391,
Subpart C, Appendix)

As discussed above (and in some
detail below), the Agencies, in 2007,
jointly issued rules pursuant to section
114 of the FACT Act, which dealt with
identity theft “red flag” rules and rules
on the duties of credit card issuers to
validate notifications of changes of
address under certain circumstances.23
In addition to the rules required in
section 114, the Agencies also jointly
issued Interagency Guidelines on
Identity Theft Detection, Prevention,
and Mitigation.

The FDIC’s “red flag” rule, styled as
“duties regarding the detection,
prevention, and mitigation of identity
theft,” was issued as § 334.90. The
concurrently issued OTS rule was
issued as § 571.90. That rule was later
transferred to the FDIC rules as §391.22.
Apart from their scope provisions, the
FDIC and the OTS “red flag” rules are
substantively identical. As with the
disposal rule, the scope of the
transferred OTS rule covers ““a State
savings association whose deposits are
insured by the Federal Deposit
Insurance Corporation.” 24

The FDIC’s “duties of card issuers
regarding changes of address”
regulation was issued as § 334.91. The
concurrently issued OTS rule was
issued as §571.91. That rule was later
transferred to the FDIC rules as § 391.23.
As with the “red flag” rules, apart from
their scope provisions, the FDIC and
OTS change of address rules are
substantively identical. The OTS rule
covers “an issuer of a debit or credit
card (card issuer) that is a State savings
association whose deposits are insured
by the Federal Deposit Insurance
Corporation.” 25

Finally, the FDIC’s Interagency
Guidelines on Identity Theft Detection,
Prevention, and Mitigation was issued
as part 334, appendix J. The
concurrently issued OTS guidelines
were issued as part 571, appendix J.
Those guidelines were later transferred
to the FDIC rules as part 391, subpart C,
appendix. The FDIC and the OTS
guidelines are substantively identical.

After careful comparison of the FDIC’s
rules and guidelines with the
transferred OTS rules and guidelines in
part 391, subpart C, the FDIC has

2372 FR 63718 (Nov. 9, 2007).
2412 CFR 391.22(a).
2512 CFR 391.23(a).

concluded that, with the exception of
the scope provisions, as set out above,
the transferred OTS rules and guidelines
are substantively redundant. Therefore,
based on the foregoing, the FDIC
rescinds and removes from the Code of
Federal Regulations the rules located at
§§391.22 and 391.23 and guidelines
located at part 391, subpart C, appendix,
and makes minor conforming changes in
§§334.90 and 334.91 to incorporate
State savings associations.

II. Amendments to Fair Credit Red Flag
Identity Theft Rule and Guidelines

As discussed above, on November 9,
2007, the FDIC, OCC, FRB, NCUA, OTS,
and FTC published final rules and
guidelines 26 to implement the identity
theft red flags provisions of section 114
of the FACT Act.27 In addition to these
agencies, the Commodity Futures
Trading Commission (CFTC) and the
Securities and Exchange Commission
(SEC) obtained rulemaking authority for
these regulations under section 615 of
the FCRA, as amended by section 1088
of the Dodd-Frank Act.

Section 615 directed the covered
Agencies to issue joint regulations and
guidelines requiring “financial
institutions” and “‘creditors” to develop
and implement a written identity theft
program to identify, detect, and respond
to possible risks of identity theft
relevant to them.

The 2007 final interagency rule (the
Red Flags Rule) 28 included a definition
of “financial institution,” as set forth in
in section 603(t) of the FCRA, as
amended in section 111 of the FACT
Act.29 That term includes ‘“‘a State or
National bank, a State or Federal savings
and loan association, a mutual savings
bank, a State or Federal credit union, or
any other person that, directly or
indirectly, holds a transaction account
(as defined in section 19(b) of the
Federal Reserve Act) belonging to a
consumer.” 30

The Red Flags Rule 31 also included a
definition of “‘creditor,” as set forth in
section 603(r)(5) of the FCRA, as
amended in section 111 of the FACT
Act.32 That definition referenced the
definition of “creditor” in section 702 of
the Equal Credit Opportunity Act
(“ECOA”). The ECOA defines the term
“creditor” broadly as “any person who
regularly extends, renews, or continues
credit; any person who regularly

2672 FR 63718 (Nov. 9, 2007).
2715 U.S.C. 1681m(e).

2812 CFR 334.90(b)(7).

2915 U.S.C. 1681a(t).

30[d.

3112 CFR 334.90(b)(5)

3215 U.S.C. 1681a(r)(5).



65916

Federal Register/Vol. 80,

No. 208/ Wednesday, October 28, 2015/Rules and Regulations

arranges for the extension, renewal, or
continuation of credit; or any assignee
of an original creditor who participates
in the decision to extend, renew or
continue credit.” 33 The ECOA further
defines “credit” as “‘the right granted by
a creditor to a debtor to defer payment
of debt or to incur debts and defer its
payment or to purchase property or
services and defer payment therefor.”” 34
Regulation B, promulgated under the
ECOA, defines “credit” in similar terms:
“the right granted by a creditor to an
applicant to defer payment of a debt,
incur debt and defer its payment, or
purchase property or services and defer
payment therefor.” 35

The current FDIC definition of
“creditor”” also expressly includes
“lenders such as banks, finance
companies, automobile dealers,
mortgage brokers, utility companies,
and telecommunications companies,” 36
the same definition as the joint rules
issued by the OCC, FRB, OTS and FTC.

Since the scope of the FDIC’s red flag
regulation covers “an insured state
nonmember bank, or a subsidiary of
such entities (except brokers, dealers,
persons providing insurance,
investment companies, and investment
advisors),”” 37 the vast majority, but not
all, of the entities covered by the FDIC
regulation fall under the “financial
institutions” definition.38

In contrast, the vast majority of the
entities supervised by the FTC’s rule
would be covered by the statutory
“creditor” definition. As such, the FTC
had issued guidance on the scope of that
definition. For example, in a set of
answers to frequently asked questions
issued in June, 2009, the FTC stated:
“Under the [Red Flags Rule], the
definition of ‘creditor’ is broad and
includes businesses or organizations
that regularly provide goods or services
first and allow customers to pay later.

. Examples of groups that may fall
within this definition are utilities,
health care providers, lawyers,
accountants, and other professionals,
and telecommunications companies.” 39

3315 U.S.C. 1691a(e).

3415 U.S.C. 1691a(d).

3512 CFR 1002.2(j).

3612 CFR 334.90(b)(5).

3712 CFR 334.90(a).

38 This result would be the same if the new scope
provision of the Red Flags Rule as proposed in this
notice of proposed rulemaking—which would add
‘“‘a State savings association whose deposits are
insured by the Federal Deposit Insurance
Corporation”—is finalized.

39 See American Bar Ass’n v. Federal Trade
Comm’n (“ABA v. FTC”), 671 F. Supp. 2d 64, 70
(D.D.C. 2009) (quoting Red Flags Rule: Frequently
Asked Questions, http://www.ftc.gov/bcp/edu/
microsites/redflagsrule/fags.shtm (since amended)),
vacated as moot, 636 F.3d 641 (D.C. Cir. 2011).

The FTC had also stated in the preamble
to the final Red Flags Rule that a “broad
scope of entities”” was covered.4?
Similar guidance was provided in
policy statements issued in 2008 and
early 2009.41 This guidance led to a law
suit brought by the American Bar
Association against the FTC alleging
that the application of the rules to
attorneys exceeded FTC’s authority.
Similar complaints were brought by the
American Medical Association and
other professionals.

In December 2010, Congress enacted
the Red Flag Program Clarification Act
(Clarification Act), 15 U.S.C.
1681m(e)(4), which narrowed the scope
of entities covered as “creditors” under
the Red Flags Rule.#2 The Clarification
Act retained the ECOA definition of
“creditor,” but generally limited the
application of the Red Flags Rule to
those ECOA creditors that “regularly
and in the ordinary course of business”
engaged in at least one of the following
three types of conduct:

1. Obtaining or using consumer
reports, directly or indirectly, in
connection with a credit transaction; 43

2. Furnishing information to
consumer reporting agencies in
connection with a credit transaction; 44
or

3. Advancing funds to or on behalf of
a person, based on an obligation of the
person to repay the funds or repayable
from specific property pledged by or on
behalf of the person.45

The Clarification Act also expressly
excluded creditors that advanced funds
on behalf of a person for expenses
incidental to a service provided by the
creditor to that person.46

Finally, in addition to limiting the
scope of coverage for “creditors” by
creating these specified categories, the
Clarification Act empowered the
Agencies to determine through a future
rulemaking whether to include any
other type of creditor that offers or
maintains accounts that are subject to a
reasonably foreseeable risk of identity
theft.4”

When amending its Red Flag
“creditor” definition in 2012, the FTC
choose not to use its discretionary
rulemaking to extend coverage of the
Red Flags Rule to additional creditors
and merely cited to the Clarification Act
statutory definition.48 The FDIC is now

4072 FR at 63741.
41See ABA v. FTC, 671 F. Supp. 2d at 69-70.
42Pub. L. 111-319, 124 Stat. 3457 (2010).

4315 U.S.C. 1681m(e)(4)(A
4415 U.S.C. 1681m(e)(4)(A
4515 U.S.C. 1681m(e)(4)
4615 U.S.C. 1681m(e)(4)
4715 U.S.C. 1681m(e)(4)

48 See 77 FR 72712 (Dec. 2012].

adopting a similar result, to amend the
“creditor” definition in its Red Flags
Rule to expressly cite to the
Clarification Act statutory provision, 15
U.S.C. 1681m(e)(4).

The FDIC has conferred with staff
from the other Federal banking agencies,
who do not object to the issuance of this
final rulemaking to amend the Red Flags
Rule to conform it to the Clarification
Act. In fact, in May, 2014, both the OCC
and the Federal Reserve Board issued
final rules making the conforming
change.4? The SEC and CFTC have
previously issued final rules under
section 615 of FCRA that included a
definition of “creditor” as set forth in
the Clarification Act.5°

The FDIC is also adopting a technical
amendment to supplement A to the
guidelines that accompanied the Red
Flags Rule consistent with the
amendments, discussed below, to vacate
the FDIC Fair Credit Reporting
regulations with rule writing authority
transferred to the CFPB.51 In
supplement A, the Agencies provided a
list of red flags to be considered by the
entities covered by the rule. One of
those red flags was ““[a] consumer
reporting agency provides a notice of
address discrepancy, as defined in
§ 334.82(b) of this part.” 52 Since the
FDIC is vacating its regulation at 12 CFR
334.82, the FDIC is changing the citation
in that red flag to the CFPB regulation:
§1022.82(b).

II1. Removal of FDIC Fair Credit
Regulations Transferred to the
Consumer Financial Protection Bureau

In amending the FCRA, the FACT Act
gave the FDIC, along with the other
Federal banking regulators (and, in
some cases, the FTC and the SEC), rule
writing authority for a variety of Fair
Credit Reporting regulations. Since
2004, those regulations have been
promulgated on an inter-agency basis as
follows:

e 2004: Disposal of Consumer
Information, 12 CFR 334.83,
implementing FACT Act section 216
(FCRA section 628 (15 U.S.C. 1681w));

e 2005: Medical Information, 12 CFR
part 334, subpart D, implementing
FACT Act section 411 (FCRA section
604(g)(5) (15 U.S.C. 1681b(g)(5));

e 2007: Affiliate Marketing, 12 CFR
part 334, subpart C and appendix C,

49 See 79 FR 28393, 28400 (May 16, 2014) (OCC);
79 FR 30709, 30711 (May 29, 2014) (Federal
Reserve Board).

50 See 78 FR 23638 (Apr. 19, 2013) (SEC and
CFTC joint final rules; the CFTC “‘creditor”
definition cited the Clarification Act provision, but
also specifically listed the covered entities).

5112 CFR part 334, supplement A to appendix J.

52 d. at 3.
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implementing FACT Act section 214
(FCRA section 624 note (15 U.S.C.
1681s—3 note));

e 2007: Identity Theft Red Flags, 12
CFR part 334, subpart J and appendix J,
implementing FACT Act section 114
(FCRA section 615(e) (15 U.S.C.
1681m(e)); 33

e 2007: Address Discrepancy, 12 CFR
334.82, implementing FACT Act section
315 (FCRA section 605(h) (15 U.S.C.
1681c(h)); and

e 2009: Duties of Furnishers of
Information, 12 CFR part 334, subpart E
and appendix E, implementing FACT
Act section 312 (FCRA section 623(e)
(15 U.S.C. 1681S-2(e)).

Title X of the Dodd-Frank Act
amended a number of consumer
financial protection laws, including
provisions of the FCRA. In addition to
substantive amendments, the Dodd-
Frank Act transferred rulemaking
authority from the FDIC, FRB, OCC,
FTC, NCUA, and OTS for several
provisions of the “Fair Credit
Reporting” regulations to the CFPB,
effective July 21, 2011.54 These include
the following regulations listed above:
medical information; affiliate marketing;
address discrepancy; and duties of
furnishers of information. Those
regulations were covered under 12 CFR
part 334 subparts C, D, and E, as well
as 12 CFR 334.82 in subpart I. The
transfer also included the related
Appendices, 12 CFR part 334,
Appendices C and E. On December 21,
2011, the CFPB published in the
Federal Register an interim final rule
Regulation V, which implemented the
Dodd-Frank Act amendments to the
FCRA with regard to those regulations
and appendices.

As discussed above, the Dodd-Frank
Act did not transfer all rulemaking
authority under the FCRA. Specifically,
the Act did not transfer to the CFPB the
authority to promulgate: rules on the
disposal of consumer information; 5°
rules on identity theft red flags and
corresponding interagency guidelines
on identity theft detection, prevention,
and mitigation; 56 and rules on the
duties of card issuers regarding changes
of address.57 These existing provisions
are not included in the Bureau’s new
Regulation V.58

53 As amended by the Clarification Act. See
discussion above.

54 See sections 1061 and 1088 of the Dodd-Frank
Act.

55 See 15 U.S.C. 1681m(e); section 1088 of the
Dodd-Frank Act.

56 See 15 U.S.C. 1681w; section 1088 of the Dodd-
Frank Act.

57 See 15 U.S.C. 1681m(e); section 1088 of the
Dodd-Frank Act.

58 The Act also did not transfer rulemaking
authority under the FCRA over any motor vehicle

As aresult of the of rule writing
authority transferred to the CFPB, the
FDIC rescinds and removes those
regulations and appendices covered
under the CFPB’s Regulation V. In
addition to the specific citations set out
above, the FDIC is also rescinding and
removing those parts of the Purpose and
Definition provisions of the “Fair Credit
Reporting” regulations that related to
the substantive regulations transferred
to the CFPB.59

Even though there is no longer rule
writing authority for those “Fair Credit
Reporting” rules, the FDIC will continue
to examine for compliance with the
rules and take enforcement action when
warranted.

IV. Regulatory Analysis and Procedure

A. The Paperwork Reduction Act

In accordance with the requirements
of the Paperwork Reduction Act
(“PRA”) of 1995, 44 U.S.C. 3501-3521,
the FDIC may not conduct or sponsor,
and the respondent is not required to
respond to, an information collection
unless it displays a currently valid
Office of Management and Budget
(“OMB”’) control number.

Part of the Final Rule rescinds and
removes part 391, subpart C from the
FDIC regulations. This rule was
transferred with only nominal changes
to the FDIC from the OTS when the OTS
was abolished by title III of the Dodd-
Frank Act. Part 391, subpart C is largely
redundant of the FDIC’s existing part
334 regarding ‘‘Fair Credit Reporting”
regulations, including appendix J to the
part. The FDIC reviewed its burden
estimates for the collection at the time
it assumed responsibility for
supervision of State savings associations
transferred from the OTS and
determined that no changes to the
burden estimates were necessary. This
Final Rule will not modify the FDIC’s
existing collection and does not involve
any new collections of information
pursuant to the PRA.

The Final Rule also amends §§ 334.83,
334.90, and 334.91 to include State
savings associations and their
subsidiaries within the scope of part
334. The Final Rule also amends those
provisions to define ““State savings
association.” These measures clarify
that State savings associations, as well
as State nonmember banks are subject to
part 334. Thus, these provisions of the

dealer that is predominantly engaged in the sale
and servicing of motor vehicles, the leasing and
servicing of motor vehicles, or both, subject to
certain exceptions. See section 1029 of the Dodd-
Frank Act.

59 Those provisions include part of 12 CFR 334.1
and the definitions set out at 12 CFR 334.3(a), (b),
(d), (1), and (k).

Final Rule will not involve any new
collections of information under the
PRA or impact current burden
estimates.

Part of the Final Rule would amend
the “creditor” definition in the FDIC’s
Identity Theft Red Flag regulation in
conformance with the Clarification Act.
The vast majority of entities regulated
by the FDIC under the Identity Theft
Red Flag regulation fall under the
“financial institution” definition, and,
therefore, would be covered under the
rule regardless of the change in the
“creditor” definition. For any subsidiary
of a covered financial institution not
covered under the “financial
institution” definition, the change to the
“creditor”” definition would, arguably,
cover fewer, rather than more, entities.
Thus, this provision of the Final Rule
will not involve any new collections of
information under the PRA or
substantively impact current burden
estimates.

Finally, part of the Final Rule
rescinds and removes those portions of
12 CFR part 334 where rule writing
authority was transferred to the CFPB.
This portion of the Final Rule will also
not involve any new collections of
information under the PRA or impact
current burden estimates.

Based on the foregoing, no
information collection request has been
submitted to the OMB for review.

B. The Regulatory Flexibility Act

The Regulatory Flexibility Act
(“RFA”), requires that each federal
agency either (1) certify that a proposed
rule would not, if adopted in final form,
have a significant economic impact on
a substantial number of small entities
(defined in regulations promulgated by
the Small Business Administration to
include banking organizations with total
assets of less than or equal to $550
million), or (2) prepare an initial
regulatory flexibility analysis of the rule
and publish the analysis for comment.6°
For the reasons provided below, the
FDIC certifies that the Final Rule would
not have a significant economic impact
on a substantial number of small
entities.

As discussed in the proposed rule,
part 391, subpart C was transferred from
OTS part 571, which governed Fair
Credit Reporting. OTS part 571 had
been in effect beginning in 2004, and all
State savings associations were required
to comply with it. Because it is basically
redundant of existing part 334 of the
FDIC’s rules, the FDIC rescinds and
removes part 391, subpart C. As a result,
all FDIC-supervised institutions—

605 U.S.C. 601 et seq.
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including State savings associations and
their subsidiaries—are required to
comply with part 334. Because all State
savings associations and their
subsidiaries have been required to
comply with substantially the same
rules beginning in 2004, today’s Final
Rule would have no significant
economic impact on any State savings
association.

In a similar way, portions of part 334
of the FDIC’s rules were transferred to
the CFPB Regulation V effective 2011.
Because all FDIC supervised
institutions—including State savings
associations and their subsidiaries—
have been required to comply with part
334 beginning in 2004, today’s Final
Rule would have no significant
economic impact on those
institutions.6!

With regard to the portion of the Final
Rule amending the Red Flags Rule and
appendix:

1. Statement of the need for, and
objectives of, the proposed rule. As
noted above, the Clarification Act
amended the definition of “creditor” in
the FCRA for purposes of the red flags
provisions. The FDIC is amending the
definition of “creditor” in its Red Flags
Rule to reflect the revised definition of
that term in the Clarification Act. As
also noted above, the FDIC is updating
a cross-reference in the Red Flags Rule
to reflect the CFPB’s rulemaking
authority for the notice of address
discrepancy provisions in the FCRA.

2. Small entities affected by the
proposed rule. The Final Rule would
amend the definition of “creditor” in 12
CFR 334.90 to conform to the revised
definition of that term in the
Clarification Act. The definition
continues to refer to the FCRA
definition of “creditor,” which
references the ECOA definition of
“creditor,” but limits the application of
the red flags provisions to only those
creditors that regularly and in the
ordinary course of business: (a) Obtain
or use consumer reports in connection
with a credit transaction; (b) furnish
information to consumer reporting
agencies in connection with a credit
transaction; or (c) advance funds to or
on behalf of a person, based on an
obligation of the person to repay the

61 When propounding its new Regulation V, the
CFPB made the following representation in its
Regulatory Flexibility Act discussion:

[T]his rule has only a minor impact on entities
subject to Regulation V. Accordingly, the
undersigned certifies that this interim final rule will
not have a significant economic impact on a
substantial number of small entities. The rule
imposes no new, substantive obligations on covered
entities and will require only minor, one-time
adjustments to certain model form. . . .

76 FR at 79312.

funds or repayable from specific
property pledged by or on behalf of the
person. 12 U.S.C. 1681m(e)(4)(A).
Creditors that advance funds on behalf
of a person for expenses incidental to a
service provided by the creditor to that
person are excluded from the definition.
Small entity creditors that do not meet
this more limited definition would no
longer be covered by the rule. However,
small entities that are financial
institutions would still be covered by
the rule, regardless of whether they
meet the revised definition of creditor.

The Final Rule also updates a cross-
reference in the Red Flags Rule to reflect
the CFPB’s rulemaking authority for the
notice of address discrepancy
provisions in the FCRA. This revision
would have no effect on small entities
because there was no substantive
difference between the FDIC definition
of a “notice of address discrepancy” and
the CFPB’s definition.

3. Recordkeeping, reporting, and
compliance requirements. The Final
Rule does not impose any new
recordkeeping, reporting, or compliance
requirements on small entities. Small
entities that no longer meet the
narrower definition of “creditor” would
not have to comply with the
requirements of the Red Flags Rule.
However, small entity financial
institutions would still be required to
comply with the Red Flags Rule,
regardless of whether they meet the
revised definition of creditor.

4. Other federal rules. The FDIC has
not identified any federal statutes or
regulations that would duplicate,
overlap, or conflict with the proposed
revision.

5. Significant alternatives to the
proposed revisions. The revisions to the
definition of “creditor” and the cross-
reference to the definition of a “notice
of address discrepancy” reflect statutory
changes. The FDIC does not believe
there are significant alternatives to these
revisions. Although the FDIC has
authority to determine through a
rulemaking that any other creditor that
offers or maintains accounts that are
subject to a reasonably foreseeable risk
of identity theft is subject to the Red
Flags Rule, the FDIC does not believe it
is appropriate to use its discretionary
rulemaking authority at this time.

C. Plain Language

Section 722 of the GLB Act, codified
at 12 U.S.C. 4809, requires each Federal
banking agency to use plain language in
all of its proposed and final rules
published after January 1, 2000. The
FDIC received no comments on whether
the Proposed Rule was clearly stated
and effectively organized or on how the

FDIC might make it easier to
understand.

D. The Economic Growth and
Regulatory Paperwork Reduction Act

Under section 2222 of the Economic
Growth and Regulatory Paperwork
Reduction Act of 1996 (“EGRPRA”), the
FDIC is required to review all of its
regulations, at least once every 10 years,
in order to identify any outdated or
otherwise unnecessary regulations
imposed on insured institutions.62 The
FDIC completed the last comprehensive
review of its regulations under EGRPRA
in 2006 and is commencing the next
decennial review. The action taken on
this rule will be included as part of the
EGRPRA review that is currently in
progress. The FDIC received no
comments concerning whether the
Proposed Rule would impose any
outdated or unnecessary regulatory
requirements on insured depository
institutions.

List of Subjects
12 CFR Part 334

Fair credit reporting.
12 CFR Part 391

Fair credit reporting.

Authority and Issuance

For the reasons stated in the
preamble, the Board of Directors of the
Federal Deposit Insurance Corporation
amends parts 334 and 391 of title 12 of
the Code of Federal Regulations as set
forth below:

PART 334—FAIR CREDIT REPORTING
Subpart A—General Provisions

m 1. The authority citation for part 334
continues to read as follows:

Authority: 12 U.S.C. 1818, 1819 (Tenth),
and 1831p-1; 15 U.S.C. 1681a, 1681b, 1681c,
1681m, 1681s, 1681s—2, 1681s—3, 1681t,
1681w, 6801 et seq., Pub. L. 108-159, 117
Stat. 1952.

m 2. Revise § 334.1 toread as follows:

§334.1 Purpose and scope.

(a) Purpose The purpose of this part
is to implement the Fair Credit
Reporting Act.

(b) Scope Except as otherwise
provided in this part, the regulations in
this part apply to insured state
nonmember banks, state savings
associations whose deposits are insured
by the Federal Deposit Insurance
Corporation, insured state licensed
branches of foreign banks, and
subsidiaries of such entities (except

62 Public Law 104-208 (Sept. 30, 1996).



Federal Register/Vol. 80,

No. 208/ Wednesday, October 28, 2015/Rules and Regulations

65919

brokers, dealers, persons providing
insurance, investment companies, and
investment advisers).

m 3. Amend § 334.3 by adding paragraph
(m) to read as follows:

§334.3 Definitions.
* * * * *

(m) State savings association has the
same meaning as in section 3(b)(3) of
the Federal Deposit Insurance Act, 12
U.S.C. 1813(b)(3).

Subparts C through E—[Removed and
Reserved]

m 3. Remove and reserve subparts C, D,
and E.

Subpart I—Records Disposal

m 4. Revise the heading for subpart I to
read as set forth above.

§334.82 [Removed and Reserved]

m 5. Remove and reserve § 334.82.

Subpart J—Identity Theft Red Flags

m 6. Amend § 334.90 by revising
paragraphs (a) and (b)(5) and adding
paragraph (b)(11) to read as follows:

§334.90 Duties regarding the detection,
prevention, and mitigation of identity theft.
(a) Scope This section applies to a
financial institution or creditor that is

an insured state nonmember bank, State
savings association whose deposits are
insured by the Federal Deposit
Insurance Corporation, insured state
licensed branch of a foreign bank, or a
subsidiary of such entities (except
brokers, dealers, persons providing
insurance, investment companies, and
investment advisers).

(b) * Kk %

(5) Creditor has the same meaning as
in 15 U.S.C. 1681m(e)(4).

* * * * *

(11) State savings association has the
same meaning as in section 3(b)(3) of
the Federal Deposit Insurance Act, 12
U.S.C. 1813(b)(3).

* * * * *

m 7. Amend § 334.91 by revising
paragraph (a) and adding paragraph
(b)(3) to read as follows:

§334.91 Duties of card issuers regarding
change of address.

(a) Scope This section applies to an
issuer of a debit or credit card (card
issuer) that is an insured state
nonmember bank, state savings
association whose deposits are insured
by the Federal Deposit Insurance
Corporation, insured state licensed
branch of a foreign bank, or a subsidiary
of such entities (except brokers, dealers,

persons providing insurance,
investment companies, or investment
advisers).

(b]* EE

(3) State savings association has the
same meaning as in section 3(b)(3) of
the Federal Deposit Insurance Act, 12
U.S.C. 1813(b)(3).

* * * * *

m 8. In appendix J to part 334, amend
supplement A under the heading
“Alerts, Notifications or Warnings from
a Consumer Reporting Agency”’ by
revising paragraph 3 to read as follows:

Appendix J to Part 334—Interagency
Guidelines on Identity Theft Detection,
Prevention, and Mitigation

* * * * *

Supplement A to Appendix |

* * * * *

Alerts, Notifications or Warnings from a
Consumer Reporting Agency
* * * * *

m 3. A consumer reporting agency
provides a notice of address
discrepancy, as defined in 12 CFR
1022.82(b).

* * * * *

PART 391—REGULATIONS
TRANSFERRED FROM THE OFFICE OF
THRIFT SUPERVISION

m 9. The authority citation for part 391
continues, in part, to read as follows:
Authority: 12 U.S.C. 1819.

* * * * *

Subpart C also issued under 12 U.S.C.
1462a; 1463; 1464; 1828; 1831p—1; and 1881—
1884; 15 U.S.C. 1681m; 1681w.

* * * * *
Subpart C—[Removed and Reserved]

m 10. Remove and reserve subpart C,
consisting of §§ 391.20 through 391.23
and an appendix.

Dated at Washington, DC, this 22nd day of
October, 2015.

By order of the Board of Directors.
Federal Deposit Insurance Corporation.
Robert E. Feldman,

Executive Secretary.
[FR Doc. 2015-27291 Filed 10-27-15; 8:45 am]
BILLING CODE 6714-01-P

FEDERAL DEPOSIT INSURANCE
CORPORATION

12 CFR Parts 330 and 370

RIN 3064—-AE34

Temporary Liquidity Guarantee
Program; Unlimited Deposit Insurance

Coverage for Noninterest-Bearing
Transaction Accounts

AGENCY: Federal Deposit Insurance
Corporation (FDIC).

ACTION: Final rule.

SUMMARY: The FDIC is rescinding and
removing its regulations implementing
the Temporary Liquidity Guarantee
Program (TLGP) and the unlimited
deposit insurance coverage for
“noninterest-bearing transaction
accounts” provided by section 343 of
the Dodd-Frank Wall Street Reform and
Consumer Protection Act, and related
definitions. Because these programs
have expired by their terms, the
regulations implementing them are
unnecessary and obsolete.

DATES: Effective Date: The final rule is
effective October 28, 2015.

FOR FURTHER INFORMATION CONTACT:
Schuyler Livingston, Economic Analyst,
Division of Insurance and Research
(202) 898-6830 or slivingston@fdic.gov;
Marc Steckel, Deputy Director, Division
of Resolutions and Receiverships (571)
858-8224 or msteckel@fdic.gov; Lisa D.
Arquette, Associate Director, Division of
Risk Management Supervision (202)
898-8633 or larquette@fdic.gov; or
Gregory S. Feder, Counsel, Legal
Division (202) 898—8724 or gfeder@
fdic.gov.

SUPPLEMENTARY INFORMATION:
I. Background

In October 2008, acting in response to
unprecedented disruptions to the
nation’s credit markets and pursuant to
section 13(c)(4)(G) of the Federal
Deposit Insurance Act (FDI Act),? the
Board of Directors of the Federal
Deposit Insurance Corporation (FDIC)
and the Board of Governors of the
Federal Reserve System (FRB)
recommended that the Secretary of the
Treasury, following consultation with
the President, make a determination that
systemic risk existed in the nation’s
financial system. After the Treasury
Secretary’s determination of systemic
risk, the FDIC was authorized to take
action or to provide assistance as
necessary to avoid or to mitigate the
effects of the perceived risks to the
financial system. Pursuant to this

112 U.S.C. 1823(c)(4)(G).
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authority, the FDIC issued part 370 of
Title 12 of the Code of Federal
Regulations (part 370) which
established the TLGP. The TLGP was
composed of two distinct components:
The Debt Guarantee Program (DGP) and
the Transaction Account Guarantee
Program (TAGP). The DGP provided a
temporary FDIC guarantee for all newly
issued senior unsecured debt issued by
participating entities up to prescribed
limits; the TAGP provided a temporary
FDIC guarantee for all funds held at
FDIC-insured depository institutions in
noninterest-bearing transaction accounts
above the existing deposit insurance
limit.

From its inception, the TLGP was
intended to be a time-limited program.
The FDIC’s initial guarantee under the
DGP expired on the earlier of the
maturity date of the debt or June 30,
2012, for newly issued senior unsecured
debt issued through June 30, 2009, by
entities that opted into the DGP.2 To
reduce market disruption at the
conclusion of the DGP and to facilitate
the orderly phase-out of the program, in
2009, the FDIC extended the issuance
period for senior unsecured debt
through October 31, 2009, and similarly
extended the FDIC’s guarantee on such
obligations to the earlier of the stated
maturity date of the debt or December
31, 2012.3 Later in 2009, the FDIC
established a limited six-month
emergency guarantee facility, available
to participating entities on an
application basis. Although no entities
applied to avail themselves of the
FDIC’s emergency guarantee facility, the
FDIC would have permitted approved
entities to issue FDIC-guaranteed debt
through April 30, 2010, for which the
FDIC’s guarantee would have expired on
the earlier of the stated maturity date of
the debt or December 31, 2012.4

Under the TAGP, the FDIC’s
guarantee of all noninterest-bearing
transaction accounts originally was
scheduled to expire on December 31,
2009.5 In recognition of the continuing
effects of economic turmoil, the FDIC
twice extended the expiration deadline
for the TAGP: First, until June 30,
2010, and, later, until December 31,
2010, “unless the Board, for good cause,
extends the program for an additional
period of time not to exceed one year.” 7
On September 30, 2010, the FDIC

273 FR 72244
374 FR 26521
474 FR 54743
573 FR 72244
674 FR 45093
775 FR 36506

Nov. 26, 2008).
Jun. 3, 2009).

Oct. 23, 2009).
Nov. 26, 2008).
Sept. 1, 2009).
Jun. 28, 2010).

indicated that the TAGP would not be
extended beyond December 31, 2010.8

Over the course of the DGP’s
existence, 122 entities issued TLGP
debt. At its peak, the DGP guaranteed
$345.8 billion of outstanding debt. The
DGP guarantee on all TLGP debt that
had not already matured expired on
December 31, 2012. Therefore, at the
end of 2012, no debt guaranteed by the
FDIC under the DGP remained.

The FDIC collected $10.4 billion in
fees and surcharges under the DGP. As
of December 31, 2012, the FDIC had
paid $153 million in losses resulting
from six participating entities defaulting
on debt issued under the DGP. The
majority of these losses ($113 million)
arose from banks with outstanding DGP
notes that failed in 2011 and were
placed into receivership.

The FDIC collected $1.2 billion in fees
under the TAGP. Cumulative estimated
TAGP losses on failures as of December
31, 2012, totaled $2.1 billion.

Overall, TLGP fees exceeded the
losses from the program. From the
inception of the TLGP, it was the FDIC’s
policy to recognize revenue to the
Deposit Insurance Fund (DIF) for any
portion of guarantee fees in excess of
amounts needed to cover potential
losses upon expiration of the TLGP
guarantee period (December 31, 2012) or
earlier. In total, $9.3 billion in TLGP
fees were deposited into the DIF.

On July 21, 2010, the Dodd-Frank
Wall Street Reform and Consumer
Protection Act (Dodd-Frank Act) was
enacted.® Section 343 of the Dodd-Frank
Act provided for unlimited deposit
insurance for noninterest-bearing
transaction accounts for two years
starting December 31, 2010, after which,
by its terms, the section was repealed.
This unlimited coverage for
‘“noninterest-bearing transaction
accounts” as defined in the Dodd-Frank
Act was similar to, but not identical to,
the protection provided for such
account owners under the FDIC’s TAGP.
On November 15, 2010, the FDIC
published a final rule in the Federal
Register amending 12 CFR part 330 to
implement section 343 of the Dodd-
Frank Act, providing for unlimited
deposit insurance for “noninterest-
bearing transaction accounts” for two
years starting December 31, 2010.1° The

875 FR 60341 (Sept. 30, 2010).

9Public Law 111-203 (July 21, 2010).

1075 FR 69577 (Nov. 15, 2010) (adding 12 CFR
303.1(r), 303.16). The FDIC used its proposed rule
implementing the Dodd-Frank coverage for
noninterest-bearing transaction accounts as a
vehicle for the FDIC’s Board of Directors to
announce that it would not continue the TAGP
beyond December 31, 2010. 75 FR 60341(Sept. 30,
2010).

final rule added a new definition of
noninterest-bearing transaction account
to the FDIC’s regulations at § 330.1(r)
(now § 330.1(s)). The final rule also
added new § 330.16 to provide for full
insurance coverage, regardless of the
standard maximum deposit insurance
limit, to noninterest-bearing transaction
accounts from December 31, 2010,
through December 31, 2012.

On January 27, 2011, the FDIC
published a final rule in the Federal
Register (1) amending the definition of
“noninterest-bearing transaction
account” to include IOLTA accounts; (2)
requiring that notice be posted regarding
the scope of coverage of the Dodd-Frank
Act transaction account guarantee
program at the bank’s main office, in
branch lobbies, and on its Web site; and
(3) requiring that notice be provided to
holders of NOW accounts that such
accounts are no longer covered.1?

The expiration dates for the DGP and
the TAGP were stated clearly in the
FDIC’s TLGP regulation. Because
December 31, 2010 (the expiration date
of the TAGP) and December 31, 2012
(the expiration of the DGP) have passed,
all of the FDIC’s obligations under either
component of the TLGP have expired.
With the expiration of both the DGP and
the TAGP, part 370 is unnecessary and
obsolete.

Similarly, § 330.16(a) clearly provides
that the unlimited deposit insurance for
noninterest-bearing transaction accounts
under the Dodd-Frank Act expired on
December 31, 2012. After that date, by
its terms, the section was repealed. As
such, § 330.16 and the definition of
“noninterest-bearing transaction
account” at § 330.1(s) are unnecessary
and obsolete.

II. The Final Rule

For the reasons set forth in the
preceding section, the FDIC is issuing
the final rule, which will rescind part
370, §330.16, and § 330.1(s) and remove
them from the FDIC’s regulations.

III. Regulatory Analysis
A. Administrative Procedure Act

1. Notice and Opportunity for Public
Comment

Pursuant to section 553(b)(3)(B) of the
Administrative Procedure Act (APA),
providing notice and an opportunity for
public comment is not required prior to
the issuance of a substantive rule if an
agency for good cause finds that notice
and public procedure thereon are
impracticable, unnecessary, or contrary
to the public interest. In this instance,

1176 FR 4813 (Jan. 27, 2011) (amending 12 CFR
303.1(r), 303.16).
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the FDIC invokes this good cause
exception to Section 553 of the APA.

The FDIC believes that good cause
exists for issuing a final rule without
providing notice and an opportunity for
public comment because such an
exercise is ‘“unnecessary.” By the
express terms of both regulations, the
underlying programs described in part
370 and § 330.16 have expired, and,
because of that, the rescission of these
rules can have no effect on the banking
industry or the public. Moreover, the
rescission of part 370, § 330.1(s), and
§330.16 is not ‘‘substantive’ as the
programs that these regulations
implemented have expired and they
affect no substantive rights or
obligations.

2. Effective Date

In addition, section 553(d)(3) of the
APA provides that an agency, for good
cause found and published with the
rule, does not have to comply with the
requirement that a substantive rule be
published not less than 30 days before
its effective date. The FDIC invokes this
good cause exception because the
rescission of part 370, § 330.1(s), and
§330.16 is not ‘‘substantive’ as the
programs that these regulations
implemented have expired and they
affect no substantive rights or
obligations.12

B. The Economic Growth and
Regulatory Paperwork Reduction Act

Under section 2222 of the Economic
Growth and Regulatory Paperwork
Reduction Act of 1996 (EGRPRA),13 the
FDIC is required to review all of its
regulations, at least once every 10 years,
in order to identify any outdated or
otherwise unnecessary regulations
imposed on insured institutions. The
FDIC completed the last comprehensive
review of its regulations under EGRPRA
in 2006 and has commenced the next
decennial review. Rescission of part 370
and § 330.16 is consistent with the
required regulatory response to the
EGRPRA review process: To eliminate
unnecessary regulations to the extent
such action is appropriate.

C. Small Business Regulatory
Enforcement Fairness Act

The Office of Management and Budget
has determined that the Final Rule is
not a “major rule” within the meaning
of the relevant sections of the Small
Business Regulatory Enforcement Act of
1996 (SBREFA).14 As required by law,
the FDIC will file the appropriate

125 U.S.C. 553(d)(3).

1312 U.S.C. 3311.

14 Public Law 104-121 (Mar. 29, 1996), as
amended by Public Law 110-28 (May 25, 2007).

reports with Congress and the General
Accounting Office so that the Final Rule
may be reviewed.

D. Paperwork Reduction Act

Existing collections of information
shall be discontinued or modified, as
appropriate, to the extent that this rule
obviates or alters any collection of
information.

E. Regulatory Flexibility Act

The Regulatory Flexibility Act 15
(RFA) applies only to rules for which an
agency publishes a general notice of
proposed rulemaking pursuant to 5
U.S.C. 553(b), or any other law.16 As
discussed above, consistent with section
553(b)(3)(B) of the APA, the FDIC has
determined for good cause that general
notice and opportunity for public
comment would be unnecessary.
Therefore, pursuant to 5 U.S.C. 601(2),
the RFA does not apply.

List of Subjects

12 CFR Part 330

Bank deposit insurance, Banks,
Banking, Reporting and recordkeeping
requirements, Savings and loan
associations, Trusts and trustees.

12 CFR Part 370

Banks, Banking, Bank deposit
insurance, Holding companies, National
banks, Reporting and recordkeeping
requirements, Savings associations.

Authority and Issuance

For the reasons set forth in the
preamble above, under the authority of
12 U.S.C. 1821, the Board of Directors
of the Federal Deposit Insurance
Corporation amends chapter III of title
12 of the Code of Federal Regulations as
follows:

PART 330—DEPOSIT INSURANCE
COVERAGE

m 1. The authority citation for part 330
continues to read as follows:

Authority: 12 U.S.C. 1813(]), 1813(m),
1817(i), 1818(q), 1819(a)(Tenth), 1820(f),
1820(g), 1821(a), 1821(d), 1822(c).

§330.1 [Amended]

m 2. Remove and reserve § 330.1(s).

§330.16 [Removed and Reserved]
m 3. Remove and reserve § 330.16.

PART 370—[Removed and Reserved]

m 4. Remove and reserve part 370.

Dated at Washington, DC, this 22nd day of
October 2015.

15 Public Law 96—354 (Sept. 19, 1980).
165 U.S.C. 601(2).

By order of the Board of Directors.
Federal Deposit Insurance Corporation.
Robert E. Feldman,

Executive Secretary.
[FR Doc. 2015-27294 Filed 10~27-15; 8:45 am]
BILLING CODE 6714-01-P

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration

14 CFR Part 39

[Docket No. FAA-2015-4205; Directorate
Identifier 2015-NM-149-AD; Amendment
39-18301; AD 2015-21-08]

RIN 2120-AA64

Airworthiness Directives; The Boeing
Company Airplanes

AGENCY: Federal Aviation
Administration (FAA), DOT.

ACTION: Final rule; request for
comments.

SUMMARY: We are adopting a new
airworthiness directive (AD) for certain
The Boeing Company Model 737-100,
—200, —200C, —-300, —400, and —500
series airplanes. This AD requires
repetitive eddy current inspections for
any cracking in the inspar upper skin,
and related investigative and corrective
actions if necessary. This AD was
prompted by a report that an operator
discovered a crack in a certain section
of the inspar upper skin, just forward of
the rear spar on the right wing. We are
issuing this AD to detect and correct any
cracking in the inspar upper skin and
rear spar upper chord, which could
result in the inability of the structure to
carry limit load, or result in a fuel leak,
which could prevent continued safe
flight and landing.

DATES: This AD is effective November
12, 2015.

The Director of the Federal Register
approved the incorporation by reference
of a certain publication listed in this AD
as of November 12, 2015.

The Director of the Federal Register
approved the incorporation by reference
of a certain other publication listed in
this AD as of April 9, 2014 (79 FR
12368, March 5, 2014). We must receive
comments on this AD by December 14,
2015.

ADDRESSES: You may send comments,
using the procedures found in 14 CFR
11.43 and 11.45, by any of the following
methods:

e Federal eRulemaking Portal: Go to
http://www.regulations.gov. Follow the
instructions for submitting comments.

e Fax:202-493-2251.
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e Mail: U.S. Department of
Transportation, Docket Operations, M—
30, West Building Ground Floor, Room
W12-140, 1200 New Jersey Avenue SE.,
Washington, DC 20590.

e Hand Delivery: U.S. Department of
Transportation, Docket Operations, M—
30, West Building Ground Floor, Room
W12-140, 1200 New Jersey Avenue SE.,
Washington, DC 20590, between 9 a.m.
and 5 p.m., Monday through Friday,
except Federal holidays.

For service information identified in
this AD, contact Boeing Commercial
Airplanes, Attention: Data & Services
Management, P.O. Box 3707, MC 2H-65,
Seattle, WA 98124-2207; telephone
206-544-5000, extension 1; fax 206—
766-5680; Internet https://
www.myboeingfleet.com. You may view
this referenced service information at
the FAA, Transport Airplane
Directorate, 1601 Lind Avenue SW.,
Renton, WA. For information on the
availability of this material at the FAA,
call 425-227-1221. It is also available
on the Internet at http://
www.regulations.gov by searching for
and locating Docket No. FAA-2015—
4205.

Examining the AD Docket

You may examine the AD docket on
the Internet at http://
www.regulations.gov by searching for
and locating Docket No. FAA-2015—
4205; or in person at the Docket
Management Facility between 9 a.m.
and 5 p.m., Monday through Friday,
except Federal holidays. The AD docket
contains this AD, the regulatory
evaluation, any comments received, and
other information. The street address for
the Docket Office (phone: 800-647—
5527) is in the ADDRESSES section.
Comments will be available in the AD
docket shortly after receipt.

FOR FURTHER INFORMATION CONTACT:
Jennifer Tsakoumakis, Aerospace
Engineer, Airframe Branch, ANM-120L,
FAA, Los Angeles Aircraft Certification
Office (ACO), 3960 Paramount
Boulevard, Lakewood, CA 90712—4137;
phone: 562—627-5264; fax: 562—627—
5210; email: jennifer.tsakoumakis@
faa.gov.

SUPPLEMENTARY INFORMATION:
Discussion

We have received a report that an
operator discovered a crack in the
inspar upper skin at wing buttock line
157, just forward of the rear spar on the
right wing. The crack measured 2.375
inches long. Two additional cracks were
found in the skin at two holes common
to the rear spar in the same area.
Subsequent inspections specified in

Boeing Special Attention Service
Bulletin 737-57-1318, dated May 15,
2013, revealed that the rear spar upper
chord was almost completely severed.
Web cracks were also discovered on
both wings. This condition, if not
corrected, could result in the inability of
the structure to carry limit load, or
result in a fuel leak, which could
prevent continued safe flight and
landing. We are issuing this AD to
correct the unsafe condition on these
products.

Related Service Information Under 1
CFR Part 51

We reviewed Boeing Alert Service
Bulletin 737-57A1326, dated September
22, 2015. The service information
describes procedures for repetitive eddy
current inspections for any cracking in
the inspar upper skin, and applicable
related investigative and corrective
actions. This service information is
reasonably available because the
interested parties have access to it
through their normal course of business
or by the means identified in the
ADDRESSES section of this AD.

Other Relevant Rulemaking

AD 2014-12-13, Amendment 39—
17874 (79 FR 39300, July 10, 2014), was
issued for all The Boeing Company
Model 737-100, —200, —200C, —300,
—400, and —500 series airplanes. AD
2014-12-13 requires repetitive
inspections for cracking of the aft
support fitting for the main landing gear
beam, and the rear spar upper chord and
rear spar web in the area of rear spar
station 224.14; and repair if necessary.
AD 2014-12-13 refers to Boeing Special
Attention Service Bulletin 737-57—
1318, dated May 15, 2013, as the
appropriate source of service
information for accomplishing the
required actions.

For those airplanes that have not yet
done the high frequency eddy current
open-hole inspection specified in
Boeing Special Attention Service
Bulletin 737-57-1318, dated May 15,
2013, this AD specifies using Boeing
Alert Service Bulletin 737-57A1326,
dated September 22, 2015, to do the
eddy current inspections for any
cracking in the inspar upper skin area
near the rear spar at wing buttock line
157. The eddy current inspections
specified in Boeing Alert Service
Bulletin 737-57A1326, dated September
22, 2015, are intended to ensure there
are no undetected cracks in the inspar
upper skin area near the rear spar at
wing buttock 157 prior to the
accomplishment of the inspections
specified in Boeing Special Attention

Service Bulletin 737-57-1318, dated
May 15, 2013.

FAA’s Determination

We are issuing this AD because we
evaluated all the relevant information
and determined the unsafe condition
described previously is likely to exist or
develop in other products of the same
type design.

AD Requirements

This AD requires accomplishing the
actions specified in the service
information described previously,
except as discussed under ‘“Differences
Between the AD and the Service
Information.”

“Related investigative actions” are
follow-on actions that (1) are related to
the primary action, and (2) further
investigate the nature of any condition
found. Related investigative actions in
an AD could include, for example,
inspections.

The phrase “corrective actions” is
used in this AD. “Corrective actions”
correct or address any condition found.
Corrective actions in an AD could
include, for example, repairs.

Differences Between the AD and the
Service Information

Boeing Alert Service Bulletin 737—
57A1326, dated September 22, 2015,
specifies to contact the manufacturer for
instructions on how to repair certain
conditions, but this AD requires
repairing those conditions in one of the
following ways:

¢ In accordance with a method that
we approve; or

¢ Using data that meet the
certification basis of the airplane, and
that have been approved by the Boeing
Commercial Airplanes Organization
Designation Authorization (ODA) whom
we have authorized to make those
findings.

The effectivity of Boeing Alert Service
Bulletin 737-57A1326, dated September
22, 2015, includes Group 1,
configuration 1, airplanes. Those
airplanes have been inspected using a
high frequency eddy current open-hole
inspection, in accordance with Boeing
Special Attention Service Bulletin 737—
57-1318, dated May 15, 2013. We have
determined that only those airplanes
that have not done the high frequency
eddy current open-hole inspection, in
accordance with Boeing Special
Attention Service Bulletin 737-57—
1318, dated May 15, 2013, are affected
by the identified unsafe condition
addressed in this AD. Therefore, we
have excluded Group 1, configuration 1,
airplanes from the applicability of this
AD.
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Explanation of “RC” Steps in Service
Information

The FAA worked in conjunction with
industry, under the Airworthiness
Directive Implementation Aviation
Rulemaking Committee (ARC), to
enhance the AD system. One
enhancement was a new process for
annotating which steps in the service
information are required for compliance
with an AD. Differentiating these steps
from other tasks in the service
information is expected to improve an
owner’s/operator’s understanding of
crucial AD requirements and help
provide consistent judgment in AD
compliance. The steps identified as
Required for Compliance (RC) in any
service information identified
previously have a direct effect on
detecting, preventing, resolving, or
eliminating an identified unsafe
condition.

For service information that contains
steps that are labeled as RC, the
following provisions apply: (1) The
steps labeled as RC, including substeps
under an RC step and any figures
identified in an RC step, must be done
to comply with the AD, and an AMOC
is required for any deviations to RC
steps, including substeps and identified

figures; and (2) steps not labeled as RC
may be deviated from using accepted
methods in accordance with the
operator’s maintenance or inspection
program without obtaining approval of
an AMOC, provided the RC steps,
including substeps and identified
figures, can still be done as specified,
and the airplane can be put back in an
airworthy condition.

FAA'’s Justification and Determination
of the Effective Date

An unsafe condition exists that
requires the immediate adoption of this
AD. The FAA has found that the risk to
the flying public justifies waiving notice
and comment prior to adoption of this
rule because cracking in the inspar
upper skin and rear spar upper chord
could result in the inability of the
structure to carry limit load, or result in
a fuel leak, which could prevent
continued safe flight and landing.
Therefore, we find that notice and
opportunity for prior public comment
are impracticable and that good cause
exists for making this amendment
effective in less than 30 days.

Comments Invited

This AD is a final rule that involves
requirements affecting flight safety and

ESTIMATED COSTS

was not preceded by notice and an
opportunity for public comment.
However, we invite you to send any
written data, views, or arguments about
this AD. Send your comments to an
address listed under the ADDRESSES
section. Include the docket number
FAA-2015-4205 and Directorate
Identifier 2015—-NM—-149-AD at the
beginning of your comments. We
specifically invite comments on the
overall regulatory, economic,
environmental, and energy aspects of
this AD. We will consider all comments
received by the closing date and may
amend this AD because of those
comments.

We will post all comments we
receive, without change, to http://
www.regulations.gov, including any
personal information you provide. We
will also post a report summarizing each
substantive verbal contact we receive
about this AD.

Costs of Compliance

We estimate that this AD affects 495
airplanes of U.S. registry.

We estimate the following costs to
comply with this AD:

; Cost per Cost on U.S.
Action Labor cost Parts cost product operators
Inspection ...... 1 work-hour x $85 per hour = $85 per inspection $0 $85 per inspection cycle .. | $42,075 per inspection

cycle.

cycle.

We estimate the following costs to do
any necessary repairs that would be

required based on the results of the
inspection. We have no way of

ON-CONDITION COSTS

determining the number of aircraft that
might need these repairs:

. Cost per

Action Labor cost Parts cost product
One-time inspection ........cc.cccceevuenen. 86 work-hours x $85 per hour = $7,310 ....cccevivrieieriee e $0 $7,310
Repair .cocceveeeeeeeeeece e 3,700 work-hours x $85 per hour = $314,500 ........ccccvevreeeeieereeirecrienenns 0 314,500

Authority for This Rulemaking

Title 49 of the United States Code
specifies the FAA’s authority to issue
rules on aviation safety. Subtitle I,
section 106, describes the authority of
the FAA Administrator. “Subtitle VII:
Aviation Programs” describes in more
detail the scope of the Agency’s
authority.

We are issuing this rulemaking under
the authority described in Subtitle VII,
Part A, Subpart III, Section 44701:
“General requirements.” Under that
section, Congress charges the FAA with

promoting safe flight of civil aircraft in
air commerce by prescribing regulations
for practices, methods, and procedures
the Administrator finds necessary for
safety in air commerce. This regulation
is within the scope of that authority
because it addresses an unsafe condition
that is likely to exist or develop on
products identified in this rulemaking
action.

Regulatory Findings

This AD will not have federalism
implications under Executive Order
13132. This AD will not have a

substantial direct effect on the States, on
the relationship between the national
government and the States, or on the
distribution of power and
responsibilities among the various
levels of government.

For the reasons discussed above, I
certify that this AD:

(1) Is not a ““significant regulatory
action” under Executive Order 12866,

(2) Is not a “significant rule” under
DOT Regulatory Policies and Procedures
(44 FR 11034, February 26, 1979),

(3) Will not affect intrastate aviation
in Alaska, and
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(4) Will not have a significant
economic impact, positive or negative,
on a substantial number of small entities
under the criteria of the Regulatory
Flexibility Act.

List of Subjects in 14 CFR Part 39

Air transportation, Aircraft, Aviation
safety, Incorporation by reference,
Safety.

Adoption of the Amendment

Accordingly, under the authority
delegated to me by the Administrator,
the FAA amends 14 CFR part 39 as
follows:

PART 39—AIRWORTHINESS
DIRECTIVES

m 1. The authority citation for part 39
continues to read as follows:

Authority: 49 U.S.C. 106(g), 40113, 44701.

§39.13 [Amended]

m 2. The FAA amends § 39.13 by adding
the following new airworthiness
directive (AD):

2015-21-08 The Boeing Company:
Amendment 39-18301; Docket No.
FAA-2015-4205; Directorate Identifier
2015-NM—-149-AD.

(a) Effective Date
This AD is effective November 12, 2015.

(b) Affected ADs

None.
(c) Applicability

This AD applies to The Boeing Company
Model 737-100, =200, —200C, —300, —400,
and —500 series airplanes, certificated in any
category, as identified in Boeing Alert
Service Bulletin 737-57A1326, dated
September 22, 2015; except for Group 1,
configuration 1, airplanes identified in
Boeing Alert Service Bulletin 737-57A1326,
dated September 22, 2015.

(d) Subject

Air Transport Association (ATA) of
America Code 57, Wings.

(e) Unsafe Condition

This AD was prompted by a report that an
operator discovered a crack in the inspar
upper skin at wing buttock line 157, just
forward of the rear spar on the right wing. We
are issuing this AD to detect and correct any
cracking in the inspar upper skin and rear
spar upper chord, which could result in the
inability of the structure to carry limit load,
or result in a fuel leak, which could prevent
continued safe flight and landing.

(f) Compliance

Comply with this AD within the
compliance times specified, unless already
done.

(g) Inspection and Corrective Actions

Except as provided by paragraph (h) of this
AD, at the applicable time specified in

paragraph 1.E., “Compliance,” of Boeing
Alert Service Bulletin 737-57A1326, dated
September 22, 2015: Do an eddy current
inspection for any cracking in the inspar
upper skin, and repair doublers and repair
triplers, as applicable, and do all applicable
related investigative and corrective actions,
in accordance with the Accomplishment
Instructions of Boeing Alert Service Bulletin
737-57A1326, dated September 22, 2015;
except as provided by paragraph (h) of this
AD. Do all applicable related investigative
and corrective actions before further flight.
Repeat the inspection thereafter at the
applicable intervals specified in paragraph
1.E., “Compliance,” of Boeing Alert Service
Bulletin 737-57A1326, dated September 22,
2015.

(h) Exceptions to the Service Information

(1) Where Boeing Alert Service Bulletin
737-57A1326, dated September 22, 2015,
specifies a compliance time “after the
original issue date of this service bulletin,”
this AD requires compliance within the
specified compliance time after the effective
date of this AD.

(2) The “Condition” column of table 2 of
paragraph 1.E., “Compliance,” of Boeing
Alert Service Bulletin 737-57A1326, dated
September 22, 2015, refers to total flight
cycles “as of the original issue date of this
service bulletin.” However, for this
condition, this AD applies to the airplanes
with the specified total flight cycles as of the
effective date of this AD.

(3) Although Boeing Alert Service Bulletin
737-57A1326, dated September 22, 2015,
specifies to contact Boeing for certain repair
instructions, and specifies that action as
“RC” (Required for Compliance), this AD
requires repair before further flight using a
method approved in accordance with the
procedures specified in paragraph (j) of this
AD.

(i) Terminating Actions for Certain
Airplanes

For Group 1, configurations 5 through 7,
airplanes specified in Boeing Alert Service
Bulletin 737-57A1326, dated September 22,
2015, accomplishment of any applicable high
frequency eddy current inspection, in
accordance with the Accomplishment
Instructions of Boeing Special Attention
Service Bulletin 737-57-1318, dated May 15,
2013 (which was incorporated by reference
in AD 2014-03-06, Amendment 39-17743
(79 FR 12368, March 5, 2014), and continues
to be incorporated by reference in AD 2014—
12-13, Amendment 39-17874 (79 FR 39300,
July 10, 2014)), terminates the repetitive
inspections in paragraph (g) of this AD for
those airplanes, provided if any cracking is
found, repair is done before further flight
using a method approved in accordance with
the procedures specified in paragraph (j) of
this AD.

Note 1 to paragraph (i) of this AD: AD
2014-12-13, Amendment 39-17874 (79 FR
39300, July 10, 2014), refers to Boeing
Special Attention Service Bulletin 737-57—
1318, dated May 15, 2013, as the appropriate
source of service information for
accomplishing the actions required in that

(j) Alternative Methods of Compliance
(AMOCs)

(1) The Manager, Los Angeles Aircraft
Certification Office (ACO), FAA, has the
authority to approve AMOCs for this AD, if
requested using the procedures found in 14
CFR 39.19. In accordance with 14 CFR 39.19,
send your request to your principal inspector
or local Flight Standards District Office, as
appropriate. If sending information directly
to the manager of the ACO, send it to the
attention of the person identified in
paragraph (k) of this AD. Information may be
emailed to: 9-ANM-LAACO-AMOC-
Requests@faa.gov.

(2) Before using any approved AMOC,
notify your appropriate principal inspector,
or lacking a principal inspector, the manager
of the local flight standards district office/
certificate holding district office.

(3) An AMOC that provides an acceptable
level of safety may be used for any repair
required by this AD if it is approved by the
Boeing Commercial Airplanes Organization
Designation Authorization (ODA) that has
been authorized by the Manager, Los Angeles
ACO, to make those findings. For a repair
method to be approved, the repair must meet
the certification basis of the airplane, and the
approval must specifically refer to this AD.

(4) Except as required by paragraph (h) of
this AD: For service information that
contains steps that are labeled as Required
for Compliance (RC), the provisions of
paragraphs (j)(4)(i) and (j)(4)(ii) of this AD
apply.

(i) The steps labeled as RC, including
substeps under an RC step and any figures
identified in an RC step, must be done to
comply with this AD. An AMOC is required
for any deviations to RC steps, including
substeps and identified figures.

(ii) Steps not labeled as RC may be
deviated from using accepted methods in
accordance with the operator’s maintenance
or inspection program without obtaining
approval of an AMOC, provided the RC steps,
including substeps and identified figures, can
still be done as specified, and the airplane
can be put back in an airworthy condition.

(k) Related Information

For more information about this AD,
contact Jennifer Tsakoumakis, Aerospace
Engineer, Airframe Branch, ANM-120L,
FAA, Los Angeles ACO, 3960 Paramount
Boulevard, Lakewood, CA 90712—4137;
phone: 562-627-5264; fax: 562-627-5210;
email: jennifer.tsakoumakis@faa.gov.

(1) Material Incorporated by Reference

(1) The Director of the Federal Register
approved the incorporation by reference
(IBR) of the service information listed in this
paragraph under 5 U.S.C. 552(a) and 1 CFR
part 51.

(2) You must use this service information
as applicable to do the actions required by
this AD, unless the AD specifies otherwise.

(3) The following service information was
approved for IBR on November 12, 2015.

(i) Boeing Alert Service Bulletin 737—
57A1326, dated September 22, 2015.

(ii) Reserved.

(4) The following service information was
approved for IBR on April 9, 2014 (79 FR
12368, March 5, 2014).
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(i) Boeing Special Attention Service
Bulletin 737-57-1318, dated May 15, 2013.

(ii) Reserved.

(5) For Boeing service information
identified in this AD, contact Boeing
Commercial Airplanes, Attention: Data &
Services Management, P.O. Box 3707, MC
2H-65, Seattle, WA 98124-2207; telephone
206-544-5000, extension 1; fax 206—766—
5680; Internet https://
www.myboeingfleet.com.

(6) You may view this service information
at FAA, Transport Airplane Directorate, 1601
Lind Avenue SW., Renton, WA. For
information on the availability of this
material at the FAA, call 425-227-1221.

(7) You may view this service information
that is incorporated by reference at the
National Archives and Records
Administration (NARA). For information on
the availability of this material at NARA, call
202-741-6030, or go to: http://
www.archives.gov/federal-register/cfr/ibr-
locations.html.

Issued in Renton, Washington, on October
11, 2015.
Jeffrey E. Duven,

Manager, Transport Airplane Directorate,
Aircraft Certification Service.

[FR Doc. 2015-26993 Filed 10-27-15; 8:45 am]
BILLING CODE 4910-13-P

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration

14 CFR Part 39

[Docket No. FAA-2015-0593; Directorate
Identifier 2015-NE-08-AD; Amendment 39—
18254; AD 2015-17-21]

RIN 2120-AA64

Airworthiness Directives; Rolls-Royce
plc Turbofan Engines

AGENCY: Federal Aviation
Administration (FAA), DOT.

ACTION: Final rule.

SUMMARY: We are adopting a new
airworthiness directive (AD) for all
Rolls-Royce plc (RR) RB211-535E4-37,
RB211-535E4-B-37, and RB211-
535E4—C-37 turbofan engines. This AD
requires reducing the cyclic life limits
for certain high-pressure turbine (HPT)
disks, removing those disks that have
exceeded the new life limit, and
replacing them with serviceable parts.
This AD was prompted by RR updating
the life limits for certain HPT disks. We
are issuing this AD to prevent failure of
the HPT disk, which could result in
uncontained disk release, damage to the
engine, and damage to the airplane.
DATES: This AD becomes effective
December 2, 2015.

The Director of the Federal Register
approved the incorporation by reference

of a certain publication listed in this AD
as of December 2, 2015.

ADDRESSES: For service information
identified in this AD, contact Rolls-
Royce plc, Corporate Communications,
P.O. Box 31, Derby, England, DE24 8B]J;
phone: 011-44-1332-242424; fax: 011—
44-1332-249936; email: hitp://
www.rolls-royce.com/contact/

civil team.jsp; Internet: https://
www.aeromanager.com. You may view
this service information at the FAA,
Engine & Propeller Directorate, 12 New
England Executive Park, Burlington,
MA. For information on the availability
of this material at the FAA, call 781—
238-7125. It is also available on the
Internet at http://www.regulations.gov
by searching for and locating Docket No.
FAA-2015-0593.

Examining the AD Docket

You may examine the AD docket on
the Internet at http://
www.regulations.gov by searching for
and locating Docket No. FAA-2015—
0593; or in person at the Docket
Management Facility between 9 a.m.
and 5 p.m., Monday through Friday,
except Federal holidays. The AD docket
contains this AD, the mandatory
continuing airworthiness information
(MCAI), the regulatory evaluation, any
comments received, and other
information. The address for the Docket
Office (phone: 800-647-5527) is
Document Management Facility, U.S.
Department of Transportation, Docket
Operations, M—30, West Building
Ground Floor, Room W12-140, 1200
New Jersey Avenue SE., Washington,
DC 20590.

FOR FURTHER INFORMATION CONTACT:
Wego Wang, Aerospace Engineer,
Engine Certification Office, FAA, Engine
& Propeller Directorate, 12 New England
Executive Park, Burlington, MA 01803;
phone: 781-238-7134; fax: 781-238—
7199; email: wego.wang@faa.gov.
SUPPLEMENTARY INFORMATION:

Discussion

We issued a notice of proposed
rulemaking (NPRM) to amend 14 CFR
part 39 by adding an AD that would
apply to the specified products. The
NPRM was published in the Federal
Register on April 29, 2015 (80 FR
23737). The NPRM proposed to correct
an unsafe condition for the specified
products. The MCALI states:

An engineering analysis, carried out by RR,
of the lives of critical parts of the RB211—
535E4-37 engine, has resulted in reduced
cyclic life limits for certain high pressure
(HP) turbine discs. The reduced limits are
published in the RR RB211-535E4-37 Time
Limits Manual (TLM): 05—-10-01-800-000,
current Revision dated July 2014.

Operation of critical parts beyond these
reduced cyclic life limits may result in part
failure, possibly resulting in the release of
high-energy debris, which may cause damage
to the aeroplane and/or injury to the
occupants.

Comments

We gave the public the opportunity to
participate in developing this AD. We
received no comments on the NPRM (80
FR 23737, April 29, 2015).

Conclusion

We reviewed the available data and
determined that air safety and the
public interest require adopting this AD
as proposed.

Related Service Information Under 1
CFR Part 51

We reviewed Task 05—00—01-800—
000, ‘“Recording and Control of the
Lives of Parts”, dated July 1, 2015, of
the RR RB211-535E4-37/23 TLM,
publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015; and
Task 05-10-01-800-000, “‘Group A
Parts Lives—CONFIG-1", dated July 1,
2014, of the RR RB211-535E4-37/23
TLM, publication reference T-211(535)—
6RR, Revision 49, dated July 1, 2015.
This service information provides
revised life limits for the affected HPT
disks. This service information is
reasonably available because the
interested parties have access to it
through their normal course of business
or see ADDRESSES for other ways to
access this service information.

Related Service Information

We reviewed RR Non-Modification
Service Bulletin (NMSB) No. RB.211—
72—G188, Revision No. 1, dated October
30, 2013. The NMSB describes the
updated lifing analysis of the affected
HPT disks.

Costs of Compliance

We estimate that this AD affects 650
engines installed on airplanes of U.S.
registry. We also estimate that it would
take about 0 hours per engine to comply
with this AD. The average labor rate is
$85 per hour. The pro-rated cost of
required parts would be about $12,213
per engine. Based on these figures, we
estimate the cost of this AD on U.S.
operators to be $7,938,450.

Authority for This Rulemaking

Title 49 of the United States Code
specifies the FAA’s authority to issue
rules on aviation safety. Subtitle I,
section 106, describes the authority of
the FAA Administrator. “Subtitle VII:
Aviation Programs,” describes in more
detail the scope of the Agency’s
authority.


http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.rolls-royce.com/contact/civil_team.jsp
http://www.rolls-royce.com/contact/civil_team.jsp
http://www.rolls-royce.com/contact/civil_team.jsp
https://www.myboeingfleet.com
https://www.myboeingfleet.com
https://www.aeromanager.com
https://www.aeromanager.com
http://www.regulations.gov
http://www.regulations.gov
http://www.regulations.gov
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We are issuing this rulemaking under
the authority described in “‘Subtitle VII,
Part A, Subpart III, Section 44701:
General requirements.” Under that
section, Congress charges the FAA with
promoting safe flight of civil aircraft in
air commerce by prescribing regulations
for practices, methods, and procedures
the Administrator finds necessary for
safety in air commerce. This regulation
is within the scope of that authority
because it addresses an unsafe condition
that is likely to exist or develop on
products identified in this rulemaking
action.

Regulatory Findings

We determined that this AD will not
have federalism implications under
Executive Order 13132. This AD will
not have a substantial direct effect on
the States, on the relationship between
the national government and the States,
or on the distribution of power and
responsibilities among the various
levels of government.

For the reasons discussed above, I
certify this AD:

(1) Is not a ““significant regulatory
action” under Executive Order 12866,

(2) Is not a “significant rule” under
the DOT Regulatory Policies and
Procedures (44 FR 11034, February 26,
1979),

(3) Will not affect intrastate aviation
in Alaska to the extent that it justifies
making a regulatory distinction, and

(4) Will not have a significant
economic impact, positive or negative,
on a substantial number of small entities
under the criteria of the Regulatory
Flexibility Act.

List of Subjects in 14 CFR Part 39

Air transportation, Aircraft, Aviation
safety, Incorporation by reference,
Safety.

Adoption of the Amendment

Accordingly, under the authority
delegated to me by the Administrator,
the FAA amends 14 CFR part 39 as
follows:

PART 39—AIRWORTHINESS
DIRECTIVES

m 1. The authority citation for part 39
continues to read as follows:

Authority: 49 U.S.C. 106(g), 40113, 44701.

§39.13 [Amended]

m 2. The FAA amends § 39.13 by adding
the following new airworthiness
directive (AD):

2015-17-21 Rolls-Royce plc: Amendment

39-18254; Docket No. FAA-2015-0593;
Directorate Identifier 2015-NE-08—AD.

(a) Effective Date

This AD becomes effective December 2,
2015.

(b) Affected ADs
None.
(c) Applicability
This AD applies to all Rolls-Royce plc

(RR), RB211-535E4-37, RB211-535E4-B—37,
and RB211-535E4-C-37 turbofan engines.

(d) Reason

This AD was prompted by RR updating the
life limits for certain high-pressure turbine
(HPT) disks. We are issuing this AD to
prevent failure of the HPT disk, which could
result in uncontained disk release, damage to
the engine, and damage to the airplane.

(e) Actions and Compliance

Comply with this AD within the
compliance times specified, unless already
done.

(1) After the effective date of this AD, use
Task 05-00—-01-800-000, ‘Recording and
Control of the Lives of Parts”, dated July 1,
2015, of the Rolls-Royce (RR) RB211-535E4—
37/23 Time Limits Manual (TLM),
publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015 to determine
the new life limits for the affected engine
models and configurations, with the
exception of those engine models mentioned
in paragraph (e)(2) of this AD.

(2) For RR RB211-535E4-B—-37 or RB211—
535E4-C-37 engines with an affected HPT
disk that was previously installed on an
RB211-535E4-37 engine operated under
Flight Plan A, use Task 05—10-01-800-000,
“Group A Parts Lives—CONFIG-1", dated
]uly 1, 2014, of the RR RB211-535E4-37/23
TLM, publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015 to re-calculate
equivalent cycles since new to obtain the
new life limit.

(3) If an affected engine model has an HPT
disk installed with part number (P/N)
UL27681 or UL39767, remove the affected
HPT disk before the accumulated cyclic life
exceeds either 19,500 flight cycles (FCs)
under Flight Plan A, or 14,700 FCs under
Flight Plan B, or within 25 FCs after the
effective date of this AD, whichever occurs
later.

(4) For all affected engines, other than
those specified in paragraph (e)(3) of this AD,
remove each HPT disk before exceeding its
applicable life limit as specified in Task 05—
00—01-800-000, “Recording and Control of
the Lives of Parts”, dated July 1, 2015, of the
RR RB211-535E4-37/23 TLM, publication
reference T-211(535)-6RR, Revision 49,
dated July 1, 2015; and Task 05—10-01-800—
000, “Group A Parts Lives—CONFIG-1",
dated July 1, 2014, of the RR RB211-535E4—
37/23 TLM, publication reference T—
211(535)-6RR, Revision 49, dated July 1,
2015.

(5) Install an HPT disk eligible for
installation.

(f) Definition

For the purpose of this AD, a part eligible
for installation is one with a P/N listed in
Task 05-00-01-800-000, ‘Recording and

Control of the Lives of Parts”, dated July 1,
2015, of the RR RB211-535E4—-37/23 TLM,
publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015; and Task 05—
10-01-800-000, “Group A Parts Lives—
CONFIG-1", dated July 1, 2014, of the RR
RB211-535E4-37/23 TLM, publication
reference T—211(535)-6RR, Revision 49,
dated July 1, 2015 with a total accumulated
cyclic life that is less than the applicable life
limit specified in those Tasks.

(g) Alternative Methods of Compliance
(AMOCs)

The Manager, Engine Certification Office,
FAA, may approve AMOCs for this AD. Use
the procedures found in 14 CFR 39.19 to
make your request. You may email your
request to: ANE-AD-AMOC@faa.gov.

(h) Related Information

(1) For more information about this AD,
contact Wego Wang, Aerospace Engineer,
Engine Certification Office, FAA, Engine &
Propeller Directorate, 12 New England
Executive Park, Burlington, MA 01803;
phone: 781-238-7134; fax: 781-238-7199;
email: wego.wang@faa.gov.

(2) Refer to MCAI European Aviation
Safety Agency AD 2014—0249R1, dated
February 18, 2015, for more information. You
may examine the MCAI in the AD docket on
the Internet at http://www.regulations.gov by
searching for and locating it in Docket No.
FAA-2015-0593.

(i) Material Incorporated by Reference

(1) The Director of the Federal Register
approved the incorporation by reference
(IBR) of the service information listed in this
paragraph under 5 U.S.C. 552(a) and 1 CFR
part 51.

(2) You must use this service information
as applicable to do the actions required by
this AD, unless the AD specifies otherwise.

(i) Task 05—-00—-01-800-000, ‘“Recording
and Control of the Lives of Parts”, dated July
1, 2015, of the Rolls-Royce (RR) RB211-
535E4—37/23 Time Limits Manual (TLM),
publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015.

(ii) Task 05—-10-01-800-000, “Group A
Parts Lives—CONFIG-1", dated July 1, 2014,
of the RR RB211-535E4-37/23 TLM,
publication reference T-211(535)-6RR,
Revision 49, dated July 1, 2015.

(3) For RR service information identified in
this AD, contact Rolls-Royce plc, Corporate
Communications, P.O. Box 31, Derby,
England, DE24 8BJ; phone: 011-44-1332—
242424; fax: 011-44—1332-249936; email:
http://www.rolls-royce.com/contact/
civil team.jsp; Internet: https://
WWWw.aeromanager.com.

(4) You may view this service information
at FAA, Engine & Propeller Directorate, 12
New England Executive Park, Burlington,
MA. For information on the availability of
this material at the FAA, call 781-238-7125.

(5) You may view this service information
at the National Archives and Records
Administration (NARA). For information on
the availability of this material at NARA, call
202-741-6030, or go to: http://
www.archives.gov/federal-register/cfr/ibr-
locations.html.


http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.archives.gov/federal-register/cfr/ibr-locations.html
http://www.rolls-royce.com/contact/civil_team.jsp
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Issued in Burlington, Massachusetts, on
August 21, 2015.

Colleen M. D’Alessandro,

Directorate Manager, Engine & Propeller
Directorate, Aircraft Certification Service.

[FR Doc. 2015-21729 Filed 10-27-15; 8:45 am]
BILLING CODE 4910-13-P

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration

14 CFR Part 39

[Docket No. FAA-2015-4207; Directorate
Identifier 2015-NM-123-AD; Amendment
39-18304; AD 2015-21-11]

RIN 2120-AA64
Airworthiness Directives; The Boeing
Company Airplanes

AGENCY: Federal Aviation
Administration (FAA), DOT.
ACTION: Final rule; request for
comments.

SUMMARY: We are superseding
Airworthiness Directive (AD) 2015—16—
01 for certain The Boeing Company
Model airplanes. AD 2015-16-01
required incorporating design changes
to improve the reliability of the cabin
altitude warning system by installing a
redundant cabin altitude pressure
switch, replacing the aural warning
module (AWM) with a new or reworked
AWM, and changing certain wire
bundles or connecting certain
previously capped and stowed wires as
necessary. For certain airplanes, AD
2015-16-01 also required prior or
concurrent incorporation of related
design changes by modifying the
instrument panels, installing light
assemblies, modifying the wire bundles,
and installing a new circuit breaker, as
necessary. This AD retains all actions
required by AD 2015-16—01. This AD
was prompted by the discovery of a
typographical error in AD 2015-16-01
that referred to a nonexistent paragraph.
We are issuing this AD to prevent the
loss of cabin altitude warning, which
could delay flightcrew recognition of a
lack of cabin pressurization, and could
result in incapacitation of the flightcrew
due to hypoxia (a lack of oxygen in the
body), and consequent loss of control of
the airplane.

DATES: This AD is effective November
12, 2015.

The Director of the Federal Register
approved the incorporation by reference
of certain publications listed in this AD
as of September 15, 2015 (80 FR 48013,
August 11, 2015).

The Director of the Federal Register
approved the incorporation by reference

of certain other publications listed in
this AD as of November 7, 2012 (77 FR
60296, October 3, 2012).

We must receive any comments on
this AD by December 14, 2015.
ADDRESSES: You may send comments,
using the procedures found in 14 CFR
11.43 and 11.45, by any of the following
methods:

e Federal eRulemaking Portal: Go to
http://www.regulations.gov. Follow the
instructions for submitting comments.

e Fax:202-493-2251.

e Mail: U.S. Department of
Transportation, Docket Operations, M—
30, West Building Ground Floor, Room
W12-140, 1200 New Jersey Avenue SE.,
Washington, DC 20590.

e Hand Delivery: U.S. Department of
Transportation, Docket Operations, M—
30, West Building Ground Floor, Room
W12-140, 1200 New Jersey Avenue SE.,
Washington, DC 20590, between 9 a.m.
and 5 p.m., Monday through Friday,
except Federal holidays.

For service information identified in
this AD, contact Boeing Commercial
Airplanes, Attention: Data & Services
Management, P.O. Box 3707, MC 2H-65,
Seattle, WA 98124-2207; telephone
206-544-5000, extension 1; fax 206—
766-5680; Internet https://
www.myboeingfleet.com. You may view
this referenced service information at
the FAA, Transport Airplane
Directorate, 1601 Lind Avenue SW.,
Renton, WA. For information on the
availability of this material at the FAA,
call 425-227-1221. It is also available
on the Internet at http://
www.regulations.gov by searching for
and locating Docket No. FAA-2015—
4207.

Examining the AD Docket

You may examine the AD docket on
the Internet at http://
www.regulations.gov by searching for
and locating Docket No. FAA-2015—
4207; or in person at the Docket
Management Facility between 9 a.m.
and 5 p.m., Monday through Friday,
except Federal holidays. The AD docket
contains this AD, the regulatory
evaluation, any comments received, and
other information. The street address for
the Docket Office (phone: 800-647—
5527) is in the ADDRESSES section.
Comments will be available in the AD
docket shortly after receipt.

FOR FURTHER INFORMATION CONTACT:
Francis Smith, Aerospace Engineer,
Cabin Safety and Environmental
Systems Branch, ANM-150S, FAA,
Seattle Aircraft Certification Office,
1601 Lind Avenue SW., Renton, WA
98057-3356; telephone: 425-917-6596;
fax: 425-917-6590; email:
Francis.Smith@faa.gov.

SUPPLEMENTARY INFORMATION:

Discussion

On July 22, 2015, we issued AD 2015—
16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015), for certain The
Boeing Company Model 737 airplanes.
AD 2015-16-01 required incorporating
design changes to improve the
reliability of the cabin altitude warning
system by installing a redundant cabin
altitude pressure switch, replacing the
AWM with a new or reworked AWM,
and changing certain wire bundles or
connecting certain previously capped
and stowed wires as necessary. For
certain airplanes, AD 2015-16-01 also
required prior or concurrent
incorporation of related design changes
by modifying the instrument panels,
installing light assemblies, modifying
the wire bundles, and installing a new
circuit breaker, as necessary. AD 2015—
16—01 resulted from the report of a
flightcrew not receiving an aural
warning during a lack of cabin
pressurization event. We issued AD
2015-16-01 to prevent the loss of cabin
altitude warning, which could delay
flightcrew recognition of a lack of cabin
pressurization, and could result in
incapacitation of the flightcrew due to
hypoxia (a lack of oxygen in the body),
and consequent loss of control of the
airplane.

Actions Since AD 2015-16-01 Was
Issued

Since we issued AD 2015-16-01,
Amendment 39-18226 (80 FR 48013,
August 11, 2015), we have discovered a
typographical error in paragraph
(j)(1)(iii) of AD 2015-16—01. That error
referred to paragraph (j)(4), which is a
paragraph that does not exist in AD
2015-16-01. The correct reference is
paragraph (j)(1)(iv) of AD 2015-16-01.
We have changed paragraph (j)(1)(iii) of
this AD accordingly.

We have also revised paragraph (g)(2)
of this AD to remove a limitation to use
only Boeing Special Attention Service
Bulletin 737-21-1165, Revision 3, dated
July 16, 2014, after the effective date of
AD 2015-16—-01, Amendment 39-18226
(80 FR 48013, August 11, 2015).

Related Service Information Under 1
CFR Part 51

We reviewed the following service
information:

¢ Boeing Alert Service Bulletin 737—
31A1325, Revision 2, dated June 5,
2014.

¢ Boeing Alert Service Bulletin 737—
31A1332, Revision 4, dated October 31,
2013.


https://www.myboeingfleet.com
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¢ Boeing Special Attention Service
Bulletin 737—21-1164, Revision 2, dated
August 23, 2013.

¢ Boeing Special Attention Service
Bulletin 737-21-1165, Revision 3, dated
July 16, 2014.

The service information describes
procedures for incorporating design
changes to improve the reliability of the
cabin altitude warning system by
installing a redundant cabin altitude
pressure switch, replacing the AWM
with a new or reworked AWM, and
changing certain wire bundles or
connecting certain previously capped
and stowed wires as necessary. This
service information is reasonably
available because the interested parties
have access to it through their normal
course of business or by the means
identified in the ADDRESSES section of
this AD.

FAA’s Determination

We are issuing this AD because we
evaluated all the relevant information
and determined the unsafe condition
described previously is likely to exist or
develop in other products of the same
type design.

AD Requirements
This AD requires the same actions as

Amendment 39-18226 (80 FR 48013,
August 11, 2015).

FAA'’s Justification and Determination
of the Effective Date

We are superseding AD 2015-16-01,
Amendment 39-18226 (80 FR 48013,
August 11, 2015), to correct a
typographical error in paragraph
(j)(1)(ii) of AD 2015-16-01, which
inadvertently referenced a non-existent
paragraph, and to revise paragraph (g)(2)
of this AD to remove a limitation to use
only Boeing Special Attention Service
Bulletin 737-21-1165, Revision 3, dated
July 16, 2014, after the effective date of
AD 2015-16-01. We have made no
other changes to the requirements
published in AD 2015-16—01.
Therefore, we find that notice and
opportunity for prior public comment
are unnecessary and that good cause
exists for making this amendment
effective in less than 30 days.

Comments Invited

This AD is a final rule that involves
requirements affecting flight safety, and
we did not provide you with notice and
an opportunity to provide your
comments before it becomes effective.
However, we invite you to send any

this AD. Send your comments to an
address listed under the ADDRESSES
section. Include the docket number
FAA-2015-4207 and Directorate
Identifier 2015—-NM—-123—-AD at the
beginning of your comments. We
specifically invite comments on the
overall regulatory, economic,
environmental, and energy aspects of
this AD. We will consider all comments
received by the closing date and may
amend this AD because of those
comments.

We will post all comments we
receive, without change, to http://
www.regulations.gov, including any
personal information you provide. We
will also post a report summarizing each
substantive verbal contact we receive
about this AD.

Costs of Compliance

We estimate that this AD affects 1,618
airplanes of U.S. registry. The new
requirements of this AD add no
additional economic burden. The
current costs for this AD are repeated for
the convenience of affected operators, as
follows.

We estimate the following costs to

those required in AD 2015-16-01, written data, views, or arguments about comply with this AD:
ESTIMATED COSTS
: Cost per Cost on U.S.
Action Labor cost Parts cost product operators
Install a redundant cabin altitude pres- | Up to 62 work-hours x $85 per hour = $33,576 | Up to $38,846 ........ Up to $62,852,828.

sure switch, replace the AWM with a
new or reworked AWM, change cer-
tain wire bundles or connect certain
capped and stowed wires [retained ac-
tions from AD 2015-16-01, Amend-
ment 39-18226 (80 FR 48013, August
11, 2015), for 1,618 airplanes].

Modify the instrument panels, install light
assemblies, modify the wire bundles,
and install a new circuit breaker (con-
current requirements) [retained actions
from AD 2015-16-01, Amendment
39-18226 (80 FR 48013, August 11,
2015), for 1,596 airplanes].

Modify the instrument panels, install light
assemblies, modify the wire bundles,
and install a new circuit breaker (con-
current requirements) [retained actions
from AD 2015-16-01, Amendment
39-18226 (80 FR 48013, August 11,
2015), for 22 airplanes].

up to $5,270.

Up to 92 work-hours x $85 per hour =
up to $7,820.

Up to 92 work-hours x $85 per hour
up to $7,820.

5,292

5,292

Up to $13,112 Up to $20,926,752.

Up to $13,112 Up to $288,464.

Authority for This Rulemaking

Title 49 of the United States Code
specifies the FAA’s authority to issue
rules on aviation safety. Subtitle I,
Section 106, describes the authority of
the FAA Administrator. Subtitle VII,
Aviation Programs, describes in more

detail the scope of the Agency’s
authority.

We are issuing this rulemaking under
the authority described in Subtitle VII,
Part A, Subpart III, Section 44701,
“General requirements.” Under that
section, Congress charges the FAA with

promoting safe flight of civil aircraft in
air commerce by prescribing regulations
for practices, methods, and procedures
the Administrator finds necessary for
safety in air commerce. This regulation
is within the scope of that authority
because it addresses an unsafe condition
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that is likely to exist or develop on
products identified in this rulemaking
action.

Regulatory Findings

This AD will not have federalism
implications under Executive Order
13132. This AD will not have a
substantial direct effect on the States, on
the relationship between the national
government and the States, or on the
distribution of power and
responsibilities among the various
levels of government.

For the reasons discussed above, I
certify that this AD:

(1) Is not a “significant regulatory
action”” under Executive Order 12866,

(2) Is not a “significant rule” under
DOT Regulatory Policies and Procedures
(44 FR 11034, February 26, 1979),

(3) Will not affect intrastate aviation
in Alaska, and

(4) Will not have a significant
economic impact, positive or negative,
on a substantial number of small entities
under the criteria of the Regulatory
Flexibility Act.

List of Subjects in 14 CFR Part 39
Air transportation, Aircraft, Aviation

safety, Incorporation by reference,
Safety.

Adoption of the Amendment

Accordingly, under the authority
delegated to me by the Administrator,
the FAA amends part 39 of the Federal
Aviation Regulations (14 CFR part 39) as
follows:

PART 39—AIRWORTHINESS
DIRECTIVES

m 1. The authority citation for part 39
continues to read as follows:

Authority: 49 U.S.C. 106(g), 40113, 44701.

§39.13 [Amended]

m 2. The FAA amends § 39.13 by

removing Airworthiness Directive (AD)

2015-16-01, Amendment 39-18226 (80

FR 48013, August 11, 2015) and adding

the following new AD:

2015-21-11 The Boeing Company:
Amendment 39-18304; Docket No.
FAA-2015-4207; Directorate Identifier
2015-NM-123-AD.

(a) Effective Date

This AD is effective November 12, 2015.

(b) Affected ADs

This AD replaces AD 2015-16—-01,
Amendment 39-18226 (80 FR 48013, August
11, 2015).
(c) Applicability

This AD applies to The Boeing Company
airplanes, certificated in any category, as

identified in paragraphs (c)(1) and (c)(2) of
this AD.

(1) Model 737-100, —200, —200C, —300,—
400, and —500 series airplanes, as identified
in Boeing Special Attention Service Bulletin
737-21-1164, Revision 2, dated August 23,
2013.

(2) Model 737-600, =700, —=700C, —800,—
900, and —900ER series airplanes, as
identified in Boeing Special Attention
Service Bulletin 737-21-1165, Revision 3,
dated July 16, 2014.

(d) Subject

Air Transport Association (ATA) of
America Code 21, Air Conditioning.

(e) Unsafe Condition

This AD was prompted by the report of a
flightcrew not receiving an aural warning
during a lack of cabin pressurization event.
We are issuing this AD to prevent the loss of
cabin altitude warning, which could delay
flightcrew recognition of a lack of cabin
pressurization, and could result in
incapacitation of the flightcrew due to
hypoxia (a lack of oxygen in the body), and
consequent loss of control of the airplane.

() Compliance

Comply with this AD within the
compliance times specified, unless already
done.

(g) Retained Installation, With Removal of
Limitation To Use Certain Service
Information

This paragraph restates the actions
required by paragraph (g) of AD 2015-16-01,
Amendment 39-18226 (80 FR 48013, August
11, 2015), with removal of the limitation to
use certain service information from
paragraph (g)(2) of this AD. Within 72
months after November 7, 2012 (the effective
date of AD 2012-19-11, Amendment 39—
17206 (77 FR 60296, October 3, 2012)), install
a redundant cabin altitude pressure switch,
replace the aural warning module (AWM)
with a new or reworked AWM, and change
certain wire bundles or connect certain
capped and stowed wires, as applicable, in
accordance with the Accomplishment
Instructions of the applicable service
information in paragraphs (g)(1) and (g)(2) of
this AD; except as provided by paragraph
(k)(1) of this AD.

(1) Boeing Special Attention Service
Bulletin 737-21-1164, Revision 1, dated May
17, 2012; or Boeing Special Attention Service
Bulletin 737-21-1164, Revision 2, dated
August 23, 2013 (for Model 737-100, —200,
—200C, —300, —400, and —500 series
airplanes). As of September 15, 2015 (the
effective date of AD 2015-16-01,
Amendment 39-18226 (80 FR 48013, August
11, 2015)), use Boeing Special Attention
Service Bulletin 737—21-1164, Revision 2,
dated August 23, 2013, for the actions
specified in paragraph (g) of this AD.

(2) Boeing Special Attention Service
Bulletin 737-21-1165, Revision 1, dated July
16, 2010, as revised by Boeing Special
Attention Service Bulletin 737-21-1165,
Revision 2, dated April 30, 2012; or Boeing
Special Attention Service Bulletin 737-21—
1165, Revision 3, dated July 16, 2014 (for

Model 737-600, —700, —700C, —800, —900,
and —900ER series airplanes).

(h) Retained Concurrent Actions, With No
Changes

This paragraph restates the concurrent
actions required by paragraph (h) of AD
2015-16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015), with no changes.
For airplanes identified in Boeing Alert
Service Bulletin 737-31A1325, dated January
11, 2010 (for Model 737-100, —200, —200C,
—300, —400, and —500 series airplanes); and
Boeing Alert Service Bulletin 737-31A1332,
Revision 3, dated March 28, 2012 (for Model
737—600, —=700, =700C, —800, —900, and
—900ER series airplanes); except as provided
by paragraph (i) of this AD: Before or
concurrently with accomplishment of the
actions specified in paragraph (g) of this AD,
as applicable, modify the instrument panels,
install light assemblies, modify the wire
bundles, and install a new circuit breaker, in
accordance with the Accomplishment
Instructions of the applicable service
information in paragraphs (h)(1) and (h)(2) of
this AD; except as provided by paragraph
(k)(2) of this AD.

(1) The service information for Model 737—
100, —200, —200C, =300, —400, and -500
series airplanes as identified in paragraphs
(h)(1)@), (h)(1)(ii), and (h)(1)(iii), of this AD.
As of September 15, 2015 (the effective date
of AD 2015-16—-01, Amendment 39-18226
(80 FR 48013, August 11, 2015)), use Boeing
Alert Service Bulletin 737-31A1325,
Revision 2, dated June 5, 2014 (for Model
737-100, =200, —200C, =300, —400, and —500
series airplanes), for the actions specified in
paragraph (h) of this AD.

(i) Boeing Alert Service Bulletin 737—
31A1325, dated January 11, 2010.

(ii) Boeing Alert Service Bulletin 737—
31A1325, Revision 1, dated July 5, 2012.

(iii) Boeing Alert Service Bulletin 737—
31A1325, Revision 2, dated June 5, 2014.

(2) Boeing Alert Service Bulletin 737—
31A1332, Revision 3, dated March 28, 2012;
or Boeing Alert Service Bulletin 737—
31A1332, Revision 4, dated October 31, 2013
(for Model 737-600, —700, —=700C, —800,
—900, and —900ER series airplanes). As of
September 15, 2015 (the effective date of AD
2015-16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015)), use Boeing Alert
Service Bulletin 737-31A1332, Revision 4,
dated October 31, 2013 (for Model 737—-600,
—700, —700C, —800, —900, and —900ER series
airplanes), for the actions specified in
paragraph (h) of this AD.

(i) Retained Additional Concurrent
Requirement, With No Changes

This paragraph restates the concurrent
actions required by paragraph (i) of AD 2015—
16—-01, Amendment 39-18226 (80 FR 48013,
August 11, 2015), with no changes. For
airplanes having variable numbers YA001
through YA008 inclusive, YA251, YA501
through YA508 inclusive, and YC321
through YC325 inclusive: Before or
concurrently with accomplishment of the
actions specified in paragraph (g) of this AD,
or within 18 months after September 15,
2015 (the effective date of AD 2015-16—01,
Amendment 39-18226 (80 FR 48013, August
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11, 2015)), whichever occurs later, modify
the instrument panels, install light
assemblies, modify the wire bundles, and
install a new circuit breaker, in accordance
with the Accomplishment Instructions of
Boeing Alert Service Bulletin 737-31A1332,
Revision 4, dated October 31, 2013.

(j) Retained Credit for Previous Actions,
With Corrected Paragraph Reference

(1) This paragraph restates the credit for
previous actions stated in paragraph (i) of AD
2015-16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015), with corrected
paragraph reference.

(i) This paragraph provides credit for the
actions required by paragraph (g) of AD
2015-16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015), if those actions
were performed before November 7, 2012
(the effective date of AD 2012—-19-11,
Amendment 39-17206 (77 FR 60296, October
3, 2012)), using Boeing Special Attention
Service Bulletin 737-21-1165, Revision 1,
dated July 16, 2010, which was incorporated
by reference in AD 2012—-19-11.

(ii) For airplanes identified in Boeing Alert
Service Bulletin 737-31A1332, Revision 1,
dated June 24, 2010; except airplanes having
variable numbers YA001 through YA019
inclusive, YA201 through YA203 inclusive,
YA231 through YA242 inclusive, YA251,
YA252, YA271, YA272, YA301, YA302,
YA311, YA312, YA501 through YA508
inclusive, YA541, YA701, YA702, YC001
through YC007 inclusive, YC051, YC052,
YC101, YC102, YC111, YC121, YC301,
YC302, YC321 through YC330 inclusive,
YC381, YC401 through YC403 inclusive,
YC501, YC502, and YE001 through YE003
inclusive: This paragraph provides credit for
the actions required by paragraph (h) of this
AD, if those actions were performed before
September 15, 2015 (the effective date of AD
2015-16-01, Amendment 39-18226 (80 FR
48013, August 11, 2015)), using Boeing Alert
Service Bulletin 737—-31A1332, Revision 1,
dated June 24, 2010, which was incorporated
by reference in AD 2012—-19-11, Amendment
39-17206 (77 FR 60296, October 3, 2012).

(iii) For airplanes identified in Boeing
Alert Service Bulletin 737-31A1332,
Revision 2, dated August 18, 2011; except
airplanes identified in paragraph (j)(1)(iv) of
this AD and airplanes having variable
numbers YA001 through YA019 inclusive,
YA201 through YA203 inclusive,
YA231through YA242 inclusive, YA251,
YA252, YA271, YA272, YA301, YA302,
YA311, YA312, YA501 through YA508
inclusive, YA541, YA701, YA702, YC001
through YC007 inclusive, YC051, YC052,
YC101, YC102, YC111, YC121, YC301,
YC302, YC321 through YC330 inclusive,
YC381, YC401 through YC403 inclusive,
YC501, YC502, and YE001 through YE003
inclusive: This paragraph provides credit for
the actions required by paragraph (h) of this
AD, if those actions were performed before
September 15, 2015 (the effective date of AD
2015-16—01, Amendment 39-18226 (80 FR
48013, August 11, 2015)), using Boeing Alert
Service Bulletin 737-31A1332, Revision 2,
dated August 18, 2011, which was
incorporated by reference in AD 2012-19-11,
Amendment 39-17206 (77 FR 60296, October
3, 2012).

(iv) For Group 21, Configuration 2
airplanes identified in Boeing Alert Service
Bulletin 737-31A1332, Revision 3, dated
March 28, 2012: This paragraph provides
credit for the actions required by paragraph
(h) of this AD, if those actions were
performed before September 15, 2015 (the
effective date of AD 2015-16-01,
Amendment 39-18226 (80 FR 48013, August
11, 2015)), using Boeing Alert Service
Bulletin 737-31A1332, Revision 2, dated
August 18, 2011, which was incorporated by
reference in AD 2012-19-11, Amendment
39-17206 (77 FR 60296, October 3, 2012);
and provided that the actions specified in
Boeing Service Bulletin 737-21-1171, dated
February 12, 2009 (which is not incorporated
by reference in this AD), were accomplished
prior to or concurrently with the actions
specified in Boeing Alert Service Bulletin
737-31A1332, Revision 2, dated August 18,
2011.

(2) This paragraph provides credit for the
actions specified in paragraph (h) of this AD,
if those actions were performed before
September 15, 2015 (the effective date of AD
2015-16-01, Amendment 39-18226 (80 FR
48013, August 11, 2015)), using the service
information identified in paragraph (j)(2)(i) or
(j)(2)(ii) of this AD.

(i) Boeing Alert Service Bulletin 737—
31A1325, dated January 11, 2010, which was
incorporated by reference in AD 2012-19-11,
Amendment 39-17206 (77 FR 60296, October
3,2012).

(ii) Boeing Alert Service Bulletin 737—
31A1325, Revision 1, dated July 5, 2012,
which is not incorporated by reference in this
AD.

(k) Retained Exceptions to the Service
Information, With No Changes

This paragraph restates the actions
required by paragraph (k) of AD 2015-16-01,
Amendment 39-18226 (80 FR 48013, August
11, 2015), with no changes.

(1) Where Boeing Special Attention Service
Bulletin 737-21-1164, Revision 2, dated
August 23, 2013, specifies to contact Boeing
for instructions: Before further flight, repair
using a method approved in accordance with
the procedures specified in paragraph (1) of
this AD.

(2) Where Boeing Alert Service Bulletin
737-31A1325, Revision 2, dated June 5,
2014, specifies to contact Boeing for
instructions: Before further flight, repair
using a method approved in accordance with
the procedures specified in paragraph (1) of
this AD.

(1) Alternative Methods of Compliance
(AMOCs)

(1) The Manager, Seattle Aircraft
Certification Office (ACO), FAA, has the
authority to approve AMOCs for this AD, if
requested using the procedures found in 14
CFR 39.19. In accordance with 14 CFR 39.19,
send your request to your principal inspector
or local Flight Standards District Office, as
appropriate. If sending information directly
to the manager of the ACO, send it to the
attention of the person identified in
paragraph (m)(1) of this AD. Information may
be emailed to: 9-ANM-Seattle-ACO-AMOC-
Requests@faa.gov.

(2) Before using any approved AMOC,
notify your appropriate principal inspector,
or lacking a principal inspector, the manager
of the local flight standards district office/
certificate holding district office.

(3) An AMOC that provides an acceptable
level of safety may be used for any repair
required by this AD if it is approved by the
Boeing Commercial Airplanes Organization
Designation Authorization (ODA) that has
been authorized by the Manager, Seattle
ACO, to make those findings. For a repair
method to be approved, the repair must meet
the certification basis of the airplane, and the
approval must specifically refer to this AD.

(4) AMOCs approved for AD 2012-19-11,
Amendment 39-17206 (77 FR 60296, October
3, 2012), are approved as AMOGs for the
corresponding provisions of this AD.

(m) Related Information

(1) For more information about this AD,
contact Francis Smith, Aerospace Engineer,
Cabin Safety and Environmental Systems
Branch, ANM-150S, FAA, Seattle Aircraft
Certification Office, 1601 Lind Avenue SW.,
Renton, WA 98057-3356; phone: 425-917—
6596; fax: 425—-917-6590; email:
Francis.Smith@faa.gov.

(2) Service information identified in this
AD that is not incorporated by reference is
available at the addresses specified in
paragraphs (n)(5) and (n)(6) of this AD.

(n) Material Incorporated by Reference

(1) The Director of the Federal Register
approved the incorporation by reference
(IBR) of the service information listed in this
paragraph under 5 U.S.C. 552(a) and 1 CFR
part 51.

(2) You must use this service information
as applicable to do the actions required by
this AD, unless the AD specifies otherwise.

(3) The following service information was
approved for IBR on September 15, 2015 (80
FR 48013, August 11, 2015).

(i) Boeing Alert Service Bulletin 737—
31A1325, Revision 2, dated June 5, 2014.

(ii) Boeing Alert Service Bulletin 737—
31A1332, Revision 4, dated October 31, 2013.

(iii) Boeing Special Attention Service
Bulletin 737—21-1164, Revision 2, dated
August 23, 2013.

(iv) Boeing Special Attention Service
Bulletin 737-21-1165, Revision 3, dated July
16, 2014.

(4) The following service information was
approved for IBR on November 7, 2012 (77
FR 60296, October 3, 2012).

(i) Boeing Alert Service Bulletin 737—
31A1325, dated January 11, 2010.

(ii) Boeing Alert Service Bulletin 737—
31A1332, Revision 1, dated June 24, 2010.

(iii) Boeing Alert Service Bulletin 737—
31A1332, Revision 2, dated August 18, 2011.

(iv) Boeing Alert Service Bulletin 737—
31A1332, Revision 3, dated March 28, 2012.

(v) Boeing Special Attention Service
Bulletin 737-21-1164, Revision 1, dated May
17, 2012.

(vi) Boeing Special Attention Service
Bulletin 737-21-1165, Revision 1, dated July
16, 2010.

(vii) Boeing Special Attention Service
Bulletin 737-21-1165, Revision 2, dated
April 30, 2012,
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(5) For service information identified in
this AD, contact Boeing Commercial
Airplanes, Attention: Data & Services
Management, P.O. Box 3707, MC 2H-65,
Seattle, WA 98124-2207; telephone 206—
544-5000, extension 1; fax 206—766—-5680;
Internet https://www.myboeingfleet.com.

(6) You may view this service information
at the FAA, Transport Airplane Directorate,
1601 Lind Avenue SW., Renton, WA. For
information on the availability of this
material at the FAA, call 425-227-1221.

(7) You may view this service information
that is incorporated by reference at the
National Archives and Records
Administration (NARA). For information on
the availability of this material at NARA, call
202-741-6030, or go to: http://
www.archives.gov/federal-register/cfr/ibr-
locations.html.

Issued in Renton, Washington, on October
16, 2015.
Jeffrey E. Duven,

Manager, Transport Airplane Directorate,
Aircraft Certification Service.

[FR Doc. 2015-27190 Filed 10-27-15; 8:45 am]
BILLING CODE 4910-13-P

DEPARTMENT OF COMMERCE

Bureau of Industry and Security

15 CFR Part 748
[Docket No. 150825776-5776-01]
RIN 0694-AG69

Amendments to Existing Validated
End-User Authorizations in the
People’s Republic of China

AGENCY: Bureau of Industry and
Security, Commerce.

ACTION: Final rule.

SUMMARY: In this rule, the Bureau of
Industry and Security (BIS) amends the
Export Administration Regulations
(EAR) to revise the existing
authorizations for Validated End Users
Advanced Micro-Fabrication
Equipment, Inc., China (AMEC) and
Applied Materials (China), Inc. (AMC)
in the People’s Republic of China (PRC).
Specifically, BIS amends Supplement
No. 7 to Part 748 of the EAR to add one
item to AMEC’s list of eligible items that
may be exported, reexported or
transferred (in country) to the
company’s eligible facility in the PRC,
and to add a facility and an item to
Validated End User AMC'’s list of
eligible destinations and eligible items.
DATES: This rule is effective October 28,
2015.

FOR FURTHER INFORMATION CONTACT: End-
User Review Committee, Office of the
Assistant Secretary, Export
Administration, Bureau of Industry and

Security, U.S. Department of Commerce,
Phone: 202-482-5991; Fax: 202—482—
3911; Email: ERC@bis.doc.gov.

SUPPLEMENTARY INFORMATION:
Background
Authorization Validated End-User

Validated End-Users (VEUs) are
designated entities located in eligible
destinations to which eligible items may
be exported, reexported, or transferred
(in-country) under a general
authorization instead of a license. The
names of the VEUs, as well as the dates
they were so designated, and their
respective eligible destinations and
items are identified in Supplement No.
7 to part 748 of the EAR. Under the
terms described in that supplement,
VEUs may obtain eligible items without
an export license from BIS, in
conformity with Section 748.15 of the
EAR. Eligible items vary between VEUs
and may include commodities, software,
and technology, except those controlled
for missile technology or crime control
reasons on the Commerce Control List
(CCL) (part 774 of the EAR).

VEUs are reviewed and approved by
the U.S. Government in accordance with
the provisions of Section 748.15 and
Supplement Nos. 8 and 9 to part 748 of
the EAR. The End-User Review
Committee (ERC), composed of
representatives from the Departments of
State, Defense, Energy, and Commerce,
and other agencies, as appropriate, is
responsible for administering the VEU
program. BIS amended the EAR in a
final rule published on June 19, 2007
(72 FR 33646), to create Authorization
VEU.

Amendments to Existing VEU
Authorization for Advanced Micro-
Fabrication Equipment Inc. China
(AMEC) and Applied Materials (China)
Inc. (AMC) in the People’s Republic of
China

Revision to the List of “Eligible Items (by
ECCN)” for AMEC

In this final rule, BIS amends
Supplement No. 7 to Part 748 to add one
Export Control Classification Number
(ECCN), 3B001.a.2, to the list of items
that may be exported, reexported or
transferred (in country) to AMEC’s
facility in the PRC under Authorization
VEU. This amendment is made in
response to a request from AMEC and
upon the ERC’s determination that
adding the additional ECCN is
authorized under Section 748.15 of the
EAR. The revised list of eligible items
for AMEC is as follows:

Eligible Items (by ECCN) That May Be
Exported, Reexported or Transferred (In
Country) to the Eligible Destination
Identified Under AMEC’s Validated
End-User Authorization

2B230, 3B001.a.2, 3B001.c and
3B001.e (items classified under ECCNs
3B001.a.2, 3B001.c, and 3B001.e are
limited to components and accessories).

Revision to the List of “Eligible Items (by
ECCN)” and List of “Eligible
Destinations” for AMC

In this rule, BIS also amends
Supplement No. 7 to Part 748 to add an
eligible facility, Applied Materials
(China), Inc.—Headquarters, to AMC'’s
authorized list of “Eligible
Destinations.”” Further, BIS authorizes
one ECCN, 3E001 (limited to
“technology” according to the General
Technology Note for the
“development,” or “production” of
items controlled by ECCN 3B001), for
the list of items which may be exported,
reexported or transferred (in country) to
that facility in the PRC under AMC’s
Authorization VEU. These amendments
are made in response to a request from
AMC and upon the ERC’s determination
that adding the additional facility and
additional ECCN is authorized under
Section 748.15 of the EAR. The new
eligible facility and related eligible
items, identified by three asterisks in
Supplement No. 7 to Part 748, for AMC
are as follows:

New Eligible Destination, Applied
Materials (China), Inc.—Headquarters,
1388 Zhangdong Road, Bldg. 22,
Zhangiang Hi-Tech Park, Pudong,
Shanghai, 201203, China

Eligible Item (by ECCN) That May Be
Exported, Reexported or Transferred
(In Country) to the Applied Materials
(China), Inc.—Headquarters Eligible
Destination Identified Under AMCs
Validated End-User Authorization,
3E001 (limited to “technology”
according to the General Technology
Note for the “development” or
“production” of items controlled by
ECCN 3B001)

Export Administration Act

Although the Export Administration
Act expired on August 20, 2001, the
President, through Executive Order
13222 of August 17, 2001, 3 CFR, 2001
Comp., p. 783 (2002), as amended by
Executive Order 13637 of March 8,
2013, 78 FR 16129 (March 13, 2013) and
as extended by the Notice of August 7,
2015, 80 FR 48233 (August 11, 2015),
has continued the Export
Administration Regulations in effect
under the International Emergency
Economic Powers Act. BIS continues to
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carry out the provisions of the Export
Administration Act, as appropriate and
to the extent permitted by law, pursuant
to Executive Order 13222 as amended
by Executive Order 13637.

Rulemaking Requirements

1. Executive Orders 13563 and 12866
direct agencies to assess all costs and
benefits of available regulatory
alternatives and, if regulation is
necessary, to select regulatory
approaches that maximize net benefits
(including potential economic,
environmental, public health and safety
effects, distributive impacts, and
equity). Executive Order 13563
emphasizes the importance of
quantifying both costs and benefits,
reducing costs, harmonizing rules, and
promoting flexibility. This rule has been
determined to be not significant for
purposes of Executive Order 12866.

2. This rule involves collections
previously approved by the Office of
Management and Budget (OMB) under
Control Number 0694—-0088, “Multi-
Purpose Application,” which carries a
burden hour estimate of 43.8 minutes to
prepare and submit form BIS-748; and
for recordkeeping, reporting and review
requirements in connection with
Authorization VEU, which carries an
estimated burden of 30 minutes per
submission. This rule is expected to
result in a decrease in license
applications submitted to BIS. Total
burden hours associated with the
Paperwork Reduction Act of 1995 (44
U.S.C. 3501 et seq.) (PRA) and OMB
Control Number 0694—0088 are not
expected to increase significantly as a
result of this rule. Notwithstanding any
other provisions of law, no person is
required to respond to, nor be subject to
a penalty for failure to comply with a
collection of information subject to the
requirements of the PRA, unless that
collection of information displays a
currently valid OMB Control Number.

3. This rule does not contain policies
with Federalism implications as that
term is defined under Executive Order
13132.

4. Pursuant to the Administrative
Procedure Act (APA), 5 U.S.C.
553(b)(B), BIS finds good cause to waive
requirements that this rule be subject to
notice and the opportunity for public
comment because they are unnecessary.
In determining whether to grant VEU
designations, a committee of U.S.
Government agencies evaluates
information about and commitments
made by candidate companies, the
nature and terms of which are set forth
in 15 CFR part 748, Supplement No. 8.

The criteria for evaluation by the
committee are set forth in 15 CFR
748.15(a)(2). The information,
commitments, and criteria for this
extensive review were all established
through the notice of proposed
rulemaking and public comment
process (71 FR 38313 (July 6, 2006)
(proposed rule), and 72 FR 33646 (June
19, 2007) (final rule)). Given the
similarities between the authorizations
provided under the VEU program and
export licenses (as discussed further
below), the publication of this
information does not establish new
policy. In publishing this final rule, BIS
adds eligible destinations and items to
two existing eligible VEUs. These
changes have been made within the
established regulatory framework of the
VEU program. Further, this rule does
not abridge the rights of the public or
eliminate the public’s option to export
under any of the forms of authorization
set forth in the EAR.

Publication of this rule in other than
final form is unnecessary because the
authorizations granted in the rule are
consistent with the authorizations
granted to exporters for individual
licenses (and amendments or revisions
thereof), which do not undergo public
review. In addition, as with license
applications, VEU authorization
applications contain confidential
business information, which is
necessary for the extensive review
conducted by the U.S. Government in
assessing such applications. This
information is extensively reviewed
according to the criteria for VEU
authorizations, as set out in 15 CFR
748.15(a)(2). Additionally, just as the
interagency reviews license
applications, the authorizations granted
under the VEU program involve
interagency deliberation and result from
review of public and non-public
sources, including licensing data, and
the measurement of such information
against the VEU authorization criteria.
Given the nature of the review, and in
light of the parallels between the VEU
application review process and the
review of license applications, public
comment on this authorization and
subsequent amendments prior to
publication is unnecessary. Moreover,
because, as noted above, the criteria and
process for authorizing and
administering VEUs were developed
with public comments, allowing
additional public comment on this
amendment to individual VEU
authorizations, which was determined

according to those criteria, is
unnecessary.

Section 553(d) of the APA generally
provides that rules may not take effect
earlier than thirty (30) days after they
are published in the Federal Register.
However, BIS finds good cause to waive
the 30-day delay in effectiveness for this
rule pursuant to 5 U.S.C. 553(d)(3)
because the delay would be contrary to
the public interest. BIS is simply
amending the authorization of two
existing VEUs by adding an ECCN and
a facility for one and an ECCN for the
other to the list of eligible items that
may be sent to them, consistent with
established objectives and parameters
administered and enforced by the
responsible designated departmental
representatives to the End-User Review
Committee. Delaying this action’s
effectiveness would likely cause
confusion regarding which items are
authorized by the U.S. Government and
in turn stifle the purpose of the VEU
Program. Accordingly, it is contrary to
the public interest to delay this rule’s
effectiveness.

No other law requires that a notice of
proposed rulemaking and an
opportunity for public comment be
given for this final rule. Because a
notice of proposed rulemaking and an
opportunity for public comment are not
required under the APA or by any other
law, the analytical requirements of the
Regulatory Flexibility Act (5 U.S.C. 601
et seq.) are not applicable. As a result,
no final regulatory flexibility analysis is
required and none has been prepared.

List of Subjects in 15 CFR Part 748

Administrative practice and
procedure, Exports, Reporting and
recordkeeping requirements.

Accordingly, part 748 of the EAR (15
CFR parts 730-774) is amended as
follows:

PART 748—[AMENDED]

m 1. The authority citation for Part 748
continues to read as follows:

Authority: 50 U.S.C. app. 2401 et seq.; 50
U.S.C. 1701 et seq.; E.O. 13026, 61 FR 58767,
3 CFR, 1996 Comp., p. 228; E.O. 13222, 66
FR 44025, 3 CFR, 2001 Comp., p. 783; Notice
of August 7, 2015, 80 FR 48233 (August 11,
2015).

m 2. Amend Supplement No. 7 to part
748, under “China (People’s Republic
of),” by revising the entries for
“Advanced Micro-Fabrication
Equipment, Inc., China” and “Applied
Materials (China), Inc.” to read as
follows:
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SUPPLEMENT NO. 7 TO PART 748—AUTHORIZATION VALIDATED END-USER (VEU): LIST OF VALIDATED END-USERS,
RESPECTIVE ITEMS ELIGIBLE FOR EXPORT, REEXPORT AND TRANSFER, AND ELIGIBLE DESTINATIONS

Validated

Country end-user

Eligible items
(by ECCN)

Eligible destination

Federal Register citation

Nothing in this Supplement shall be deemed to supersede other provisions in the EAR, including but not limited to § 748.15(c).

* *

Advanced Micro-

Fabrication
Equipment,
Inc., China.

Applied Mate-
rials (China),
Inc.

* *

2B230, 3B001.a.2, 3B001.c and
3B001.e (items classified under
ECCNs 3B001.a.2, 3B001.c
and 3B001.e are limited to
components and accessories).

These ltems Authorized for those
Applied Materials Destinations
Identified by one asterisk (*):,
2B006.b, 2B230, 2B350.9.3,
2B350.i, 3B001.a, 3B001.b,
3B001.c, 3B001.e, 3B001.f,
3C001, 3C002, 3D002 (limited
to ‘“software” specially de-
signed for the “use” of stored
program controlled items clas-
sified under ECCN 3B001).

These Items Authorized for the
Applied Materials Destination
Identified by two asterisks (**):
2B006.b, 2B230, 2B350.9.3,
2B350.i, 3B001.a, 3B001.b,
3B001.c, 3B001.e, 3B001.f,
3C001, 3C002, 3D002 (limited
to “software” specially de-
signed for the “use” of stored
program controlled items clas-
sified under ECCN 3B001),
and 3E001 (limited to “tech-
nology” according to the Gen-
eral Technology Note for the
“development” or “production”
of items controlled by ECCN
3B001).

*

Advanced Micro-Fabrication
Equipment, Inc., 188 Taihua
Road, Jingiao Export Proc-
essing Zone (South Area),
Pudong, Shanghai 201201,
China.

*Applied Materials South East
Asia Pte. Ltd.—Shanghai
Depot, c/o Shanghai Applied
Materials Technical Service
Center, No. 2667 Zuchongzhi

Road, Shanghai, China 201203.

*Applied Materials South East
Asia Pte. Ltd.—Beijing Depot,
c/o Beijing Applied Materials
Technical Service Center, No.
1 North Di Sheng Street, BDA,
Beijing, China 100176.

*Applied Materials South East
Asia Pte. Ltd.—Wouxi Depot, ¢/
o Sinotrans Jiangsu Fuchang
Logistics Co., Ltd.,, 1 Xi Qin
Road, Wuxi Export Processing
Zone, Wuxi, Jiangsu, China
214028.

*Applied Materials South East
Asia Pte. Ltd.—Wuhan Depot,
c/o Wuhan Optics Valley Im-
port & Export Co., Ltd., No.
101 Guanggu Road, East Lake
High-Tec Development Zone,
Wuhan, Hubei, China 430074.

* Applied Materials (China), Inc.—
Shanghai Depot, No. 2667,
Zuchongzhi Road, Shanghai,
China 201208.

* Applied Materials (China), Inc.—
Beijing Depot, No. 1 North Di
Sheng Street, BDA, Beijing,
China 100176.

** Applied Materials (Xi'an) Ltd.,
No. 28 Xin Xi Ave., Xi'an High
Tech Park, Export Processing
Zone, Xi'an, Shaanxi, China
710075.

* *

78 FR 41291, 7/10/13. 80 FR
[INSERT PAGE NUMBER], 10/
28/15.

72 FR 59164, 10/19/07. 74 FR
19382, 4/29/09. 75 FR 27185,
5/14/10. 77 FR 10953, 2/24/12.
80 FR, [INSERT PAGE NUM-
BER], 10/28/15.
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SUPPLEMENT NO. 7 TO PART 748—AUTHORIZATION VALIDATED END-USER (VEU): LIST OF VALIDATED END-USERS,
RESPECTIVE ITEMS ELIGIBLE FOR EXPORT, REEXPORT AND TRANSFER, AND ELIGIBLE DESTINATIONS—Continued

Country \éﬁlclj(-jl?;:? E(Ilg;bllzeclg\rlr;s Eligible destination Federal Register citation
This item is authorized for those ***Applied Materials (China),
Applied Materials Destination Inc.—Headquarters, 1388
Identified by three asterisks Zhangdong Road, Bldg. 22,
(***): 3E001 (limited to “tech- Zhangjiang  Hi-Tech  Park,
nology” according to the Gen- Pudong, Shanghai, 201203,
eral Technology Note for the China.
“development” or “production”
of items controlled by ECCN
3B001).

Dated: October 21, 2015.
Matthew S. Borman,

Deputy Assistant Secretary for Export
Administration.

[FR Doc. 2015-27442 Filed 10-27-15; 8:45 am]
BILLING CODE 3510-33-P

DEPARTMENT OF DEFENSE
Office of the Secretary

32 CFR Part 197

[Docket ID: DoD-2013-0S—-0108]

RIN 0790-AJ07

Historical Research in the Files of the

Office of the Secretary of Defense
(OSD)

AGENCY: Department of Defense.
ACTION: Final rule.

SUMMARY: This final rule updates and
clarifies procedures regarding the
review and accessibility to records and
information in the custody of the
Secretary of Defense and the OSD
Components. The purpose of this rule is
to provide such guidance to former
Cabinet level officials and former
Presidential appointees (FPAs),
including their personnel, aides, and
official researchers.

DATES: This rule is effective November
27, 2015.

FOR FURTHER INFORMATION CONTACT: Mr.
Ronald R. McCully, 571-372—-0473.

SUPPLEMENTARY INFORMATION:
I. Executive Summary
A. Purpose of the Regulatory Action

a. The Office of the Secretary of
Defense (OSD) is issuing a final rule that
would update Part 197.5 of Title 32,
Code of Federal Regulations. This final
rule updates and clarifies procedures
regarding the review and accessibility to
records and information in the custody

of the Secretary of Defense and the OSD
Components. The purpose of this rule is
to provide such guidance to former
Cabinet level officials and former
Presidential appointees (FPAs),
including their personnel, aides, and
official researchers.

b. In accordance with Title 5 of the
United States Code, ‘“Government
Organization and Employees,” this rule
updates procedures for the programs
that permit authorized personnel to
perform historical research in records
created by or in the custody of Office of
the Secretary of Defense and its
components consistent with federal
regulations.

B. Summary of the Major Provisions of
the Regulatory Action In Question

This final rule updates and clarifies
procedures regarding the review and
accessibility to records and information
in the custody of the Secretary of
Defense and the OSD Components. The
purpose of this rule is to provide such
guidance to former Cabinet level
officials and former Presidential
appointees (FPAs), including their
personnel, aides, and official
researchers.

1. Explanation of FOIA Exemptions
and Classification Categories:
Explanation of restrictions applicable to
the public’s request for information
within OSD files.

2. Responsibilities: Outlines the
responsibilities of Director of
Administration and Management
(D&AM); OSD Records Administrator,
and the OSD Components.

3. Procedures for Historical
Researchers Permanently Assigned
Within the Executive Branch Working
on Official Projects: Updates and
outlines procedures for access to
information held within OSD files for
historical research.

4. Procedures for the Department of
State (DoS) Foreign Relations of the
United States (FRUS) Series: Updates

and outlines for official researchers of
the DOS to access information within
OSD Files.

5. Procedures for Historical
Researchers Not Permanently Assigned
to the Executive Branch: Updates and
outlines procedures for Non DoD and
executive branch personnel to access
information within OSD files for
historical research.

6. Procedures for Document Review
for the FRUS Series: Updates and
outlines procedures for reviewing FRUS
information within OSD files for
historical research.

7. Procedures for Copying Documents:
Updates and outlines procedures for
copying information within OSD files
for historical research.

8. General Guidelines for Researching
OSD Records: Updates and outlines
procedures for researching information
within OSD files for historical research.

9. General Guidelines for Researching
OSD Records: Updates and outlines
guidelines applicable to researchers
while reviewing OSD files.

C. Costs and Benefits

Annual yearly cost vary and are
dependent on the number of researchers
requesting access to DoD owned
information, the volume of information
requiring review and/or declassification
and other operational constraints within
agiven FY.

Cost: Cost estimates use actual data
for 2012 per hour. Cost is aggregated
based on average rank (military), grade
(civilian) and time in service for
personnel qualified for oversight of
researchers within the Washington-
Baltimore-Northern Virginia, DC-MD-
VA-WV-PA area.

Military = Rank 05 with 10+ years of
time in service

Civilian = Grade GS-13, Step 5+ with
minimum 5 years of time in service

Military = $39.77 per hour

Civilian = $48.51 per hour
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Benefit: This allows the government
to assert positive control over access to
classified and unclassified information
requested for research purposes. DoD
information intended for public release
that pertains to military matters,
national security issues, or subjects of
significant concern to the DoD shall be
reviewed for clearance prior to release.

II. Public Comments

On Thursday, May 8, 2014 (79 FR
26381-26391), the Department of
Defense published a proposed rule
requesting public comment. At the end
of the 60-day public comment period, 1
comment was received.

Comment: OGIS commends OSD for
providing access guidance to former
Cabinet-level officials and former
Presidential appointees (FPAs),
including their personnel, aides, and
official researchers, particularly in
regard to the nine FOIA exemptions,
summarized in the “Table—Explanation
of FOIA Exemptions.”

The Table describes Exemption (b)(4)
as protecting ‘“‘trade secrets and
commercial or financial information
obtained from a private source which
would cause substantial competitive
harm to the source if disclosed.”
(Emphasis added) OGIS notes that
Exemption 4 applies to material
obtained from a variety of sources, both
public and private. Such sources may
include “state governments, agencies of
foreign governments, and Native
American tribes or nations,” according
to the Department of Justice Guide to
the Freedom of Information Act,
http://www.justice.gov/oip/
foia_guide09/exemption4.pdf# PAGE1.

As such, OGIS suggests clarifying by
changing “from a private source” to “‘a
non-U.S. Government source.”

Response: OSD concurs and, in
consultation with the OSD FOIA Office,
we will include in the next revision or
update of the regulation.

III. Regulatory Procedures

Executive Order 12866, “Regulatory

Planning and Review” and Executive
Order 13563, “Improving Regulation
and Regulatory Review”

Executive Orders 13563 and 12866
direct agencies to assess all costs and
benefits of available regulatory
alternatives and, if regulation is
necessary, to select regulatory
approaches that maximize net benefits
(including potential economic,
environmental, public health and safety
effects, distribute impacts, and equity).
Executive Order 13563 emphasizes the
importance of quantifying both costs
and benefits, of reducing costs, of

harmonizing rules, and of promoting
flexibility. This rule has not been
designated a “‘significant regulatory
action,” because the rule does not have
an annual effect on the economy of $100
million or more or adversely affect in a
material way the economy; a section of
the economy; productivity; competition;
jobs; the environment; public health or
safety; or State, local, or tribal
governments or communities; create a
serious inconsistency or otherwise
interfere with an action taken or
planned by another Agency; materially
alter the budgetary impact of
entitlements, grants, user fees, or loan
programs, or the rights and obligations
of recipients thereof; or raise novel legal
or policy issues arising out of legal
mandates, the President’s priorities, or
the principles set forth in these
Executive Orders.

Unfunded Mandates Reform Act (Sec.
202, Pub. L. 104—4)

Section 202 of the Unfunded
Mandates Reform Act of 1995 (UMRA)
(Pub. L. 104—4) requires agencies assess
anticipated costs and benefits before
issuing any rule whose mandates
require spending in any 1 year of $100
million in 1995 dollars, updated
annually for inflation. In 2014, that
threshold is approximately $141
million. This rule will not mandate any
requirements for State, local, or tribal
governments, nor will it affect private
sector costs.

Public Law 96-354, “Regulatory
Flexibility Act” (5 U.S.C. 601)

The Department of Defense certifies
that this final rule is not subject to the
Regulatory Flexibility Act (5 U.S.C. 601)
because it would not, if promulgated,
have a significant economic impact on
a substantial number of small entities.
Therefore, the Regulatory Flexibility
Act, as amended, does not require us to
prepare a regulatory flexibility analysis.

Public Law 96-511, “Paperwork
Reduction Act” (44 U.S.C. Chapter 35)

It has been certified that this rule does
not impose reporting or recordkeeping
requirements under the Paperwork
Reduction Act of 1995.

Executive Order 13132, “Federalism”

Executive Order 13132 establishes
certain requirements that an agency
must meet when it promulgates a
proposed rule (and subsequent final
rule) that imposes substantial direct
requirement costs on State and local
governments, preempts State law, or
otherwise has Federalism implications.
This final rule will not have a

substantial effect on State and local
governments.

List of Subjects in 32 CFR Part 197
Historical records, Research.

Accordingly, 32 CFR part 197 is
revised to read as follows:

PART 197—HISTORICAL RESEARCH
IN THE FILES OF THE OFFICE OF THE
SECRETARY OF DEFENSE (OSD)

Sec.

197.1
197.2
197.3
197.4

Purpose.

Applicability.

Definitions.

Policy.

197.5 Responsibilities.

197.6 Procedures.

Appendix A to Part 197—Explanation of
FOIA Exemptions and Classification
Categories

Authority: 5 U.S.C. 301, Executive Order
13526, 5 U.S.C. 552b, and Pub. L. 102—-138.

§197.1

This part, in accordance with the
authority in DoD Directive 5110.4,
implements policy and updates
procedures for the programs that permit
authorized personnel to perform
historical research in records created by
or in the custody of Office of the
Secretary of Defense (OSD) consistent
with Executive Order 13526; DoD
Manual 5230.30, “DoD Mandatory
Declassification Review (MDR)
Program” (available at http://
www.dtic.mil/whs/directives/corres/pdf/
523030m.pdf); 32 CFR part 286; 32 CFR
part 310; DoD Manual 5200.01, “DoD
Information Security Program” Volumes
1-4 (available at http://www.dtic.mil/
whs/directives/corres/pdf/

520001 voll.pdf, http://www.dtic.mil/
whs/directives/corres/pdf/
520001_vol2.pdf, http://www.dtic.mil/
whs/directives/corres/pdf/

520001 vol3.pdf, and http://
www.dtic.mil/whs/directives/corres/pdf/
520001 _vol4.pdf); 36 CFR 1230.10 and
36 CFR part 1236; DoD Directive
5230.09, “Clearance of DoD Information
for Public Release” (available at http://
www.dtic.mil/whs/directives/corres/pdf/
523009p.pdf); and 32 CFR 197.5.

§197.2 Applicability.

This part applies to:

(a) The Office of the Secretary of
Defense (OSD), the Defense Agencies,
and the DoD Field Activities in the
National Capital Region that are
serviced by Washington Headquarters
Services (WHS) (referred to collectively
in this part as the “WHS-Serviced
Components”).

(b) All historical researchers as
defined in § 197.3.

Purpose.


http://www.dtic.mil/whs/directives/corres/pdf/520001_vol1.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol1.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol1.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol4.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol4.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol4.pdf
http://www.justice.gov/oip/foia_guide09/exemption4.pdf#_PAGE1
http://www.justice.gov/oip/foia_guide09/exemption4.pdf#_PAGE1
http://www.dtic.mil/whs/directives/corres/pdf/523030m.pdf
http://www.dtic.mil/whs/directives/corres/pdf/523030m.pdf
http://www.dtic.mil/whs/directives/corres/pdf/523030m.pdf
http://www.dtic.mil/whs/directives/corres/pdf/523009p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/523009p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/523009p.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol2.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol2.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol2.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol3.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol3.pdf
http://www.dtic.mil/whs/directives/corres/pdf/520001_vol3.pdf
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(c) Cabinet Level Officials, Former
Presidential Appointees (FPAs) to
include their personnel, aides and
researchers, seeking access to records
containing information they originated,
reviewed, signed, or received while
serving in an official capacity.

§197.3 Definitions.

The following definitions apply to
this part:

Access. The availability of or the
permission to consult records, archives,
or manuscripts. The ability and
opportunity to obtain classified,
unclassified, or administratively
controlled information or records.

Electronic records. Records stored in
a form that only a computer can process
and satisfies the definition of a federal
record, also referred to as machine-
readable records or automatic data
processing records (including email).

Historical researchers or requestors. A
person approved to conduct research in
OSD files for historical information to
use in a DoD approved project (e.g.,
agency historical office projects, books,
articles, studies, or reports), regardless
of the person’s employment status.
Excluded are Military personnel
assigned to OSD; OSD employees,
contractors, and students conducting
research in response to academic
requirements.

Records (also referred to as federal
records or official records). All books,
papers, maps, photographs, machine-
readable materials, or other
documentary materials, regardless of
physical form or characteristics, made
or received by an agency of the U.S.
Government under federal law or in
connection with the transaction of
public business and preserved or
appropriate for preservation by that
agency or its legitimate successor as
evidence of the organization, functions,
policies, decisions, procedures,
operations, or other activities of the U.S.
Government or because of the
informational value of data in them.

§197.4 Policy.

It is OSD policy that:

(a) Pursuant to Executive Order
13526, anyone requesting access to
classified material must possess the
requisite security clearance.

(b) Members of the public seeking the
declassification of DoD documents
under the provisions of section 3.5 of
Executive Order 13526 will contact the
appropriate OSD Component as listed in
DoD Manual 5230.30.

(c) Records and information requested
by FPA and approved historical
researchers will be accessed at a facility
under the control of the National

Archives and Records Administration
(NARA), NARA'’s Archives II in College
Park, Maryland, a Presidential library,
or an appropriate U.S. military facility
or a DoD activity in accordance with Vol
3 of DoD Manual 5200.01, “DoD
Information Security Program,”
February 24, 2012, as amended.

(d) Access to records and information
will be limited to the specific records
within the scope of the proposed
research request over which OSD has
authority and to any other records for
which the written consent of other
agencies with authority has been
granted in accordance with Vol 3 of DoD
Manual 5200.01, “DoD Information
Security Program,” February 24, 2012,
as amended.

(e) Access to unclassified OSD
Component records and information
will be permitted consistent with the
restrictions of the exemptions of 5
U.S.C. 552(b) (also known and referred
to in this part as the “Freedom of
Information Act” (FOIA), 32 CFR part
286, §197.5 of this part, and consistent
with 32 CFR part 310. The procedures
for access to classified information will
be used if the requested unclassified
information is contained in OSD files
whose overall markings are classified.

(f) Except as otherwise provided in
DoD Manual 5200.01 volume 3, no
person may have access to classified
information unless that person has been
determined to be trustworthy and access
is essential to the accomplishment of a
lawful and authorized purpose.

(g) Persons outside the Executive
Branch who are engaged in approved
historical research projects may be
granted access to classified information,
consistent with the provisions of
Executive Order 13526 and DoD Manual
5200.01 volume 1 provided that the
OSD official with classification
jurisdiction over that information grants
access.

(h) Contractors working for Executive
Branch agencies may be allowed access
to classified OSD Component files
provided the contractors meet all the
required criteria for such access as an
historical researcher including the
appropriate level of personnel security
clearance set forth in paragraphs (a) and
(i) of this section. No copies of OSD
records and information may be
released directly to the contractors. The
Washington Headquarters Services
Records and Declassification Division
(WHS/RDD) will be responsible for
ensuring that the contractor safeguards
the documents and the information is
only used for the project for which it
was requested per section 4.1 of
Executive Order 13526, “Classified

National Security Information,”
December 29, 2009.

(i) All DoD-employed requesters, to
include DoD contractors, must have
critical nuclear weapons design
information (CNWDI) to access CNWDI
information. All other non DoD and
non-Executive Branch personnel must
have a Department of Energy-issued “QQ”
clearance to access CNWDI information
in accordance with DoD Manual
5220.22, “National Industrial Security
Program Operating Manual (NISPOM),”
February 28, 2006, as amended.

(j) The removal of federal records and
information from OSD custody is not
authorized; this includes copies and
email according to 36 CFR 1230.10.
Copies of records and information that
are national security classified will
remain under the control of the agency.

(k) Access for FPAs is limited to
records they originated, reviewed,
signed, or received while serving as
Presidential appointees, unless there is
another basis for providing access in
accordance with Vol 3 of DoD Manual
5200.01, “DoD Information Security
Program,” February 24, 2012, as
amended.

(1) Authorization is required from all
agencies whose classified information
is, or is expected to be, in the requested
files prior to granting approval for
access. Separate authorizations for
access to records and information
maintained in OSD Component office
files or at the federal records centers
will not be required in accordance with
Vol 3 of DoD Manual 5200.01, “DoD
Information Security Program,”
February 24, 2012, as amended.

§197.5 Responsibilities.

(a) The Director of Administration
(DA), Office of the Deputy Chief
Management Officer (ODCMO), or
designee is the approval authority for
access to DoD information in OSD
Component files and in files at the
National Archives, Presidential
libraries, and other similar institutions
in accordance with DoD Directive
5110.4 and DoD Manual 5230.30.

(b) OSD Records Administrator.
Under the authority, direction, and
control of the DA, ODCMO, the OSD
Records Administrator:

(1) Exercises approval authority for
research access to OSD and WHS
Serviced Components records,
information, and the Historical Research
Program.

(2) Maintains records necessary to
process and monitor each case.

(3) Obtains all required
authorizations.

(4) Obtains, when warranted, the legal
opinion of the General Counsel of the
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Department of Defense regarding the
requested access.

(5) Coordinates, with the originator,
on the public release review on
documents selected by the researchers
for use in unclassified projects in
accordance with DoD Directive 5230.09
and DoD Instruction 5230.29, ““Security
and Policy Review of DoD Information
for Public Release’ (available at http://
www.dtic.mil/whs/directives/corres/pdf/
523029p.pdf.

(6) Coordinates requests with the OSD
Historian.

(7) Provides prospective researchers
the procedures necessary for requesting
access to OSD Component files.

(c) The WHS-serviced Components
heads, when requested:

(1) Determine whether access is for a
lawful and authorized government
purpose or in the interest of national
security.

(2) Determine whether the specific
records requested are within the scope
of the proposed historical research.

(3) Determine the location of the
requested records.

(4) Provide a point of contact to the
OSD Records Administrator.

§197.6 Procedures.

(a) Procedures for historical
researchers permanently assigned
within the Executive Branch working on
official projects. (1) In accordance with
§197.5, the WHS-serviced Components
heads, when requested, will:

(i) Make a written determination that
the requested access is essential to the
accomplishment of a lawful and
authorized U.S. Government purpose,
stating whether the requested records
can be made available. If disapproved,
cite specific reasons.

(ii) Provide the location of the
requested records, including accession
and box numbers if the material has
been retired to the Washington National
Records Center (WNRC).

(iii) Provide a point of contact for
liaison with the OSD Records
Administrator if any requested records
are located in OSD Component working
files.

(2) The historical researcher or
requestor will:

(i) Submit a request for access to OSD
files to: OSD Records Administrator,
WHS/Records and Declassification
Division, 4800 Mark Center Drive, Suite
02F09-02, Alexandria, VA 22350-3100.

(ii) All requests must be signed by an
appropriate official and must contain:

(A) The name(s) of the researcher(s)
and any assistant(s), level of security
clearance, and the federal agency,
institute, or company to which the
researcher is assigned.

(B) A statement on the purpose of the
project, including whether the final
product is to be classified or
unclassified.

(C) An explicit description of the
information being requested and, if
known, the originating office, so that the
identification and location of the
information may be facilitated.

(D) Appropriate higher authorization
of the request.

(E) Ensure researcher’s security
manager or personnel security office
verifies his or her security clearances in
writing to the OSD Records
Administrator’s Security Manager.

(iii) Maintain the file integrity of the
records being reviewed, ensuring that
no records are removed and that all
folders are replaced in the correct box
in their proper order.

(iv) Make copies of any documents
pertinent to the project, ensuring that
staples are carefully removed and that
the documents are re-stapled before they
are replaced in the folder.

(v) Submit the completed manuscript
for review prior to public presentation
or publication to: WHS/Chief, Security
Review Division, Office of Security
Review, 1155 Defense Pentagon,
Washington, DC 20301-1155.

(vi) If the requester is an official
historian of a federal agency requiring
access to DoD records at the National
Archives facilities or a Presidential
library, the requested must be addressed
directly to the pertinent facility with an
information copy sent to the OSD
Records Administrator. The historian’s
security clearances must be verified to
the National Archives or the
Presidential library.

(3) The use of computers, laptops,
computer tablets, personal digital
assistants, recorders, or similar devices
listed in § 197.6(f) is prohibited.
Researchers will use letter-sized paper
(approximately 82 by 11 inches),
writing on only one side of the page.
Each page of notes must pertain to only
one document.

(4) The following applies to all notes
taken during research:

(i) All notes are considered classified
at the level of the document from which
they were taken.

(ii) Indicate at the top of each page of
notes the document:

(A) Originator.

(B) Date.

(C) Subject (if the subject is classified,
indicate the classification).

(D) Folder number or other
identification.

(E) Accession number and box
number in which the document was
found.

(F) Security classification of the
document.

(iii) Number each page of notes
consecutively.

(iv) Leave the last 1V inches on the
bottom of each page of notes blank for
use by the reviewing agencies.

(v) Ensure the notes are legible, in
English, and in black ink.

(vi) All notes must be given to the
staff at the end of each day. The facility
staff will forward the notes to the OSD
Records Administrator for an official
review and release to the researcher.

(5) The OSD Records Administrator
will:

(i) Process all requests from Executive
Branch employees requesting access to
OSD Component files for official
projects.

(ii) Determine which OSD Component
originated the requested records and, if
necessary, request an access
determination from the OSD Component
and the location of the requested
records, including but not limited to
electronic information systems,
databases or accession number and box
numbers if the hardcopy records have
been retired offsite.

(iii) Request authorization for access
from other OSD Component as
necessary.

(A) Official historians employed by
federal agencies may have access to the
classified information of any other
agency found in DoD files, as long as
authorization for access has been
obtained from these agencies.

(B) If the requester is not an official
historian, authorization for access must
be obtained from the Central
Intelligence Agency (CIA), National
Security Council (NSC), Department of
State (DOS), and any other non-DoD
agency whose classified information is
expected to be found in the files to be
accessed.

(iv) Make a written determination as
to the researcher’s trustworthiness based
on the researcher having been issued a
security clearance.

(v) Compile all information on the
request for access to classified
information, to include evidence of an
appropriately issued personnel security
clearance, and forward the information
to the DA, ODCMO; OSD Component or
designee, who will make the access
determination.

(vi) Notify the researcher of the
authorization and conditions for access
to the requested records or of the denial
of access and the reason(s).

(vii) Ensure that all conditions for
access and release of information for use
in the project are met.

(viii) Make all necessary arrangements
for the researcher to visit the review
location and review the requested
records.


http://www.dtic.mil/whs/directives/corres/pdf/523029p.pdf
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(ix) Provide all requested records and
information under OSD control in
electronic formats consistent with 36
CFR part 1236. For all other
information, a staff member will be
assigned to supervise the researcher’s
copying of pertinent documents at the
assigned facility.

(x) If the records are maintained in the
OSD Component’s working files, arrange
for the material to be converted to
electronic format for the researchers to
review.

(xi) Notify the National Archives,
Presidential library, or military facility
of the authorization and access
conditions of all researchers approved
to research OSD records held in those
facilities.

(b) Procedures for the DOS Foreign
Relations of the United States (FRUS)
series. (1) The DOS historians will:

(i) Submit requests for access to OSD
files. The request should list the names
and security clearances for the
historians doing the research and an
explicit description, including the
accession and box numbers, of the files
being requested. Submit request to: OSD
Records Administrator, WHS/Records
and Declassification Division, 4800
Mark Center Dr, Suite 02F09-02,
Alexandria, VA 22380-2100.

(ii) Submit to the OSD Records
Administrator requests for access for
members of the Advisory Committee on
Historical Diplomatic Documentation to
documents copied by the DOS
historians for the series or the files
reviewed to obtain the documents.

(iii) Request that the DOS Diplomatic
Security staff verify all security
clearances in writing to the OSD
Records Administrator’s Security
Manager.

(iv) Give all document copies to the
OSD Records Administrator staff
member who is supervising the copying
as they are made.

(v) Submit any OSD documents
desired for use or pages of the
manuscript containing OSD classified
information for declassification review

prior to publication to the Chief,
Security Review Division at: WHS/
Chief, Security Review Division, Office
of Security Review, 1155 Defense
Pentagon, Washington, DC 20301-1155.

(2) The OSD Records Administrator
will:

(i) Determine the location of the
records being requested by the DOS for
the FRUS series according to Title IV of
Public Law 102-138, “The Foreign
Relations of the United States Historical
Series.”

(ii) Act as a liaison with the CIA, NSC,
and any other non-OSD agency for
access by DOS historians to records and
information and such non-DoD agency
classified information expected to be
interfiled with the requested OSD
records.

(iii) Obtain written verification from
the DOS Diplomatic Security staff of all
security clearances, including “QQ”
clearances.

(iv) Make all necessary arrangements
for the DOS historians to access, review,
and copy documents selected for use in
their research in accordance with
procedures in accordance with
§197.6(a).

(v) Provide a staff member to
supervise document copying in
accordance with the guidance provided
in §197.6(d) of this part.

(vi) Compile a list of the documents
that were copied by the DOS historians.

(vii) Scan and transfer copies to DOS
in NARA an approved electronic format.

(viii) Submit to the respective agency
a list of CIA and NSC documents copied
and released to the DOS historians.

(ix) Process DOS Historian Office
requests for members of the Advisory
Committee on Historical Diplomatic
Documentation with appropriate
security clearances to have access to
documents copied and used by the DOS
historians to compile the FRUS series
volumes or to the files that were
reviewed to obtain the copied
documents. Make all necessary
arrangements for the Advisory

Committee to review any documents
that are at the WNRC.

(c) Procedures for historical
researchers not permanently assigned to
the Executive Branch. (1) The WHS-
serviced Components heads, when
required, will:

(i) Recommend to the DA, ODCMO, or
his or her designee, approval or
disapproval of requests to access OSD
information. State whether access to,
release, and clearance of the requested
information is in the interest of national
security and whether the information
can be made available. If disapproval is
recommended, specific reasons should
be cited.

(ii) Provide the location of the
requested information, including but
not limited to the office, component,
information system or accession and
box numbers for any records that have
been retired to the WNRC.

(iii) Provide a point of contact for
liaison with the OSD Records
Administrator if any requested records
are located in OSD Component working
files.

(2) The OSD Records Administrator
will:

(i) Process all requests from non-
Executive Branch researchers for access
to OSD or WHS-serviced Components
files. Certify via the WHS Security
Officer that the requester has the
appropriate clearances.

(ii) Determine which OSD Component
originated the requested records and, as
necessary, obtain written
recommendations for the research to
review the classified information.

(iii) Obtain prior authorization to
review their classified information from
the DOS, CIA, NSC, and any other
agency whose classified information is
expected to be interfiled with OSD
records.

(iv) Obtain agreement from the
researcher(s) and any assistant(s) that
they will comply with conditions
governing access to the classified
information (see Figure to § 197.6).
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Figure to § 197.6. Form Letter — Conditions Governing Access to Official Records for Historical

Research Purposes

(LETTERHEAD STATIONERY)

Date:

OSD Records Administrator

WHS/Records and Declassification Division
4800 Mark Center Drive

Suite 02F09-02

Alexandria Va 22350-3100

To Whom It May Concern:

I understand that the information to which I have requested access for historical research
purposes may include information concerning the national defense or foreign relations of the
United States. Unauthorized disclosure could reasonably be expected to cause damage, serious
damage, or exceptionally grave damage to the national security regardless of the classification of
that information. If granted access, I therefore agree to the following conditions governing

access to OSD files:

1. I will abide by any rules and restrictions issued in your letter of authorization, including those

of other agencies whose information is interfiled with that of the OSD.
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2. T agree to safeguard the classified information to which I gain possession or knowledge in a
manner consistent with Part 4 of Executive Order 13526, “Classified National Security
Information,” and the applicable provisions of the DoD issuances concerning safeguarding
classified information, including DoD Instruction 5200.01, “DoD Information Security Program

and Protection of Sensitive Compartmented Information.”

3. I agree not to reveal to any person or agency any information obtained as a result of this
access except as authorized in the terms of your authorization letter or a follow-on letter. I
further agree that I will not use the information for purposes other than those set forth in my

request for access.

4. I agree to submit my research notes to determine if classified information is contained in them
before their removal from the specific area assigned to me for research. I further agree to submit
my manuscript for a security review before its publication or presentation. In each of these
reviews, | agree to comply with any decision of the reviewing official in the interests of the
security of the United States, including the retention or deletion of any classified parts of such
notes and manuscript whenever the federal agency concerned deems such retention or deletion

necessary.

5. T'understand that failure to abide by the conditions in this statement constitutes sufficient
cause for canceling my access to OSD information and for denying me any future access and

may subject me to criminal provisions of federal law as referred to in paragraph 6.
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6. I have been informed that provisions of Title 18 of the United States Code impose criminal
penalties, under certain circumstances, for the unauthorized disclosure, loss, copying, or

destruction of defense information.

7. Removal Subject to a Nondisclosure Agreement. Cabinet Level officials may remove copies

of unclassified information and/or materials not previously released to the public or with clearly
identified restrictions upon request of the departing official if he or she signs a non-disclosure
agreement. The former official must agree not to release or publish the information, orally or in
writings (paper or electronically), without the written approval of the DoD. Upon request by the
Cabinet level official, the DoD will perform an official review of the information. The review
may result in possible denial or redaction of the information. The Director of Administration and
Management will serve as the appellate authority to any denials or redactions that may be

contested.

Signature

THIS STATEMENT IS MADE TO THE UNITED STATES GOVERNMENT TO ENABLE IT
TO EXERCISE ITS RESPONSIBILITY FOR THE PROTECTION OF INFORMATION
AFFECTING THE NATIONAL SECURITY. I UNDERSTAND THAT ANY MATERIAL
FALSE STATEMENT THAT I MAKE KNOWINGLY AND WILLFULLY SHALL SUBJECT

ME TO THE PENALTIES OF TITLE 18, U.S. CODE, SECTION 1001.

(v) If the requester is an FPA, submit  actions described in this part to WHS, Operations Division, requesting the
a memorandum after completion of the =~ Human Resources Directorate, Security  issuance (including an interim) or
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reinstatement of an inactive security
clearance for the FPA and any assistant
and a copy of any signed form letters.
The Security Division will contact the
researcher(s) and any assistant(s) to
obtain the forms required to reinstate or
initiate the personnel security
investigation to obtain a security
clearance. Upon completion of the
adjudication process, notify the OSD
Records Administrator in writing of the
reinstatement, issuance, or denial of a
security clearance.

(vi) Make a written determination as
to the researcher’s trustworthiness based
on his or her having been issued a
security clearance.

(vii) Compile all information on the
request for access to classified
information, to include either evidence
of an appropriately issued or reinstated
personnel security clearance. Forward
the information to the DA, ODCMO or
designee, who will make the final
determination on the applicant’s
eligibility for access to classified OSD or
WHS-serviced Component files. If the
determination is favorable, the DA,
ODCMO or designee will then execute
an authorization for access, which will
be valid for not more than 2 years.

(viii) Notify the researcher of the
approval or disapproval of the request.
If the request has been approved, the
notification will identify the files
authorized for review and specify that
the authorization:

(A) Is approved for a predetermined
time period.

(B) Is limited to the designated files.

(C) Does not include access to records
and/or information of other federal
agencies, unless such access has been
specifically authorized by those
agencies.

(ix) Make all necessary arrangements
for the researcher to visit the WNRC and
review any requested records that have
been retired there, to include written
authorization, conditions for the access,
and a copy of the security clearance
verification.

(x) If the requested records are at the
WNRC, make all necessary
arrangements for the scanning of
documents.

(xi) If the requested records are
maintained in OSD or WHS-serviced
Component working files, make
arrangements for the researcher to
review the requested information and, if
authorized, copy pertinent documents
in the OSD or WHS-serviced
Component’s office. Provide the OSD
Component with a copy of the written
authorization and conditions under
which the access is permitted.

(xii) Compile a list of all the
documents requested by the researcher.

(xiii) Coordinate the official review on
all notes taken and documents copied
by the researcher.

(xiv) If the classified information to be
reviewed is on file at the National
Archives, a Presidential library, or other
facility, notify the pertinent facility in
writing of the authorization and
conditions for access.

(3) The researcher will:

(i) Submit a request for access to OSD
Component files to OSD Records
Administrator, WHS/Records and
Declassification Division, 4800 Mark
Center Drive, Suite 02F09-02,
Alexandria VA 22350-3100. The request
must contain:

(A) As explicit a description as
possible of the information being
requested so that identification and
location of the information may be
facilitated.

(B) A statement as to how the
information will be used, including
whether the final project is to be
classified or unclassified.

(C) A statement as to whether the
researcher has a security clearance,
including the level of clearance and the
name of the issuing agency.

(D) The names of any persons who
will be assisting the researcher with the
project. If the assistants have security
clearances, provide the level of
clearance and the name of the issuing
agency.

(E) A signed copy of their agreement
(see Figure) to safeguard the information
and to authorize a review of any notes
and manuscript for a determination that
they contain no classified information.
Each project assistant must also sign a
copy of the letter.

(F) The forms necessary to obtain a
security clearance, if the requester is an
FPA without an active security
clearance. Each project assistant without
an active security clearance will also
need to complete these forms. If the FPA
or assistant have current security
clearances, their personnel security
office must provide verification in
writing to the OSD Records
Administrator’s Security Manager.

(ii) Maintain the integrity of the files
being reviewed, ensuring that no
records are removed and that all folders
are replaced in the correct box in their
proper order.

(iii) If copies are authorized, give all
copies to the custodian of the files at the
end of each day. The custodian will
forward the copies of the documents to
the OSD Records Administrator for a
declassification review and release to
the requester.

(A) For records at the WNRGC, if
authorized, provide the requested
information in an electronic format.

Review will occur only in the presence
of an OSD Records Administrator staff
member.

(B) Ensure that all staples are
carefully removed and that the
documents are re-stapled before the
documents are replaced in the folder.

(C) Submit all classified and
unclassified notes made from the
records to the custodian of the files at
the end of each day of research. The
custodian will transmit the notes to the
OSD Records Administrator for an
official review and release to the
researcher at the completion of
researcher’s project.

(D) Submit the final manuscript to the
OSD Records Administrator for
forwarding to the Chief, Security
Review Division, Office of Security
Review, for a security review and public
release clearance in accordance with
DoD Directive 5230.09 and DoD
5220.22—M, “National Industrial
Security Program Operating Manual
(NISPOM)” (available at http://
www.dtic.mil/whs/directives/corres/pdf/
522022m.pdf) prior to publication,
presentation, or any other public use.

(d) Procedures for document review
for the FRUS series. (1) When
documents are being reviewed, a WHS/
RDD staff member must be present at all
times.

(2) The records maybe reviewed at a
Presidential Library Archives II, College
Park Maryland, WNRGC, Suitland,
Maryland, or an appropriate military
facility. All requested information will
remain under the control of the WHS/
RDD staff until a public release review
is completed, and then provided in
electronic formats.

(3) If the requested records have been
reviewed in accordance with the
automatic declassification provisions of
Executive Order 13526, any tabs
removed during the research and
copying must be replaced in accordance
with DoD Manual 5200.01 volume 2.

(4) The number of boxes to be
reviewed will determine which of the
following procedures will apply. The
WHS/RDD staff member will make that
determination at the time the request is
processed. When the historian
completes the review of the boxes, he or
she must contact the WHS/RDD to
establish a final schedule for scanning
the documents. To avoid a possible
delay, a tentative schedule will be
established at the time that the review
schedule is set.

(i) For 24 boxes or fewer, review and
scanning will take place
simultaneously. Estimated time to
complete scanning is 7 work days.

(ii) For 25 boxes or more, the historian
will review the boxes and mark the


http://www.dtic.mil/whs/directives/corres/pdf/522022m.pdf
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Federal Register/Vol. 80,

No. 208/ Wednesday, October 28, 2015/Rules and Regulations

65943

documents that are to be scanned using
WHS/RDD authorized reproduction
tabs.

(iii) If the review occurs at facilities
that OSD does not control ownership of
the document, the documents must be
given to the WHS/RDD staff member for
transmittal for processing.

(5) WHS/RDD will notify the historian
when the documents are ready to be
picked up. All administrative
procedures for classified material
transfers will be followed in accordance
with DoD Manual 5200.01 volume 1 and
DoD 5220.22—M and appropriate receipt
for unclassified information will be
used.

(e) Procedures for copying documents.
(1) The records will be reviewed and
copied at a Presidential Library,
Archives II, College Park Maryland,
WNRC, Suitland, Maryland, or an
appropriate U.S. military facility.

(2) If the requested records have been
reviewed in accordance with the
automatic declassification provisions of
Executive Order 13526 any tabs
removed during the research and
copying must be replaced in accordance
with DoD Manual 5200.01 volume 2.

(3) The researcher will mark the
documents that he or she wants to copy
using WHS/RDD authorized
reproduction tabs.

(4) Any notes taken during the review
process must be given to the WHS/RDD
staff member present for transmittal to
the WHS/RDD.

(5) All reproduction charges are to the
responsibility of the researcher.

(6) All documents requested will be
copied to an approved electronic format
by WHS/RDD staff after official review.

(i) The researcher will need to bring
paper, staples, staple remover, and
stapler.

(ii) When the researcher completes
the review of the boxes, he or she must
contact the WHS/RDD to establish a
final schedule for scanning the
requested documents.

(ii1) When the documents are
scanned, the WHS/RDD will notify the
researcher.

(iv) All questions pertaining to the
review, copying, or transmittal of OSD
documents must be addressed to the
WHS/RDD staff member.

(f) General guidelines for researching
DoD records. DoD records and
information are unique and often cannot
be replaced should they be lost or
damaged. In order to protect its
collections and archives, the OSD
Records Administrator has set rules that
researchers must follow.

(1) Researchers will work in room
assigned. Researchers are not allowed in
restricted areas.

(2) Special care must be taken in
handling all records. Records may not
be leaned on, written on, folded, traced
from, or handled in any way likely to
damage them.

(3) Records should be kept in the
same order in which they are presented.

(4) Ttems that may not be brought into
these research areas include, but are not
limited to:

(i) Briefcases.

(ii) Cases for equipment (laptop
computers).

(iii) Computers. This includes
laptops, tablet computers, personal
digital assistants, smart phones, and
other similar devices.

(iv) Gellular phones.

(v) Computer peripherals including
handheld document scanners and
digital or analog cameras.

(vi) Containers larger than 9.5” x 6.25”
(e.g., paper bags, boxes, backpacks,
shopping bags, and sleeping bags).

(vii) Food, drinks (includes bottled
water) and cigarettes, cigars, or pipes.

(viii) Handbags or purses larger than
9.5” x 6.25”.

(ix) Luggage.

(x) Musical instruments and their
cases.

(xi) Newspapers.

(xii) Outerwear (e.g., raincoats and
overcoats).

(xiii) Pets (exception for service
animals, i.e., any guide dog or signal dog
that is trained to provide a service to a
person with a disability).

(xiv) Scissors or other cutting
implements.

(xv) Televisions and audio or video
equipment.

(xvi) Umbrellas.

(5) Eating, drinking, or smoking is
prohibited.

Appendix A to Part 197—Explanation
of FOIA Exemptions and Classification
Categories

(a) Explanation of FOIA Exemptions and
Classification Categories—(1) Explanation of
FOIA Exemptions. Exemptions and their
explanations are provided in the Table to
Appendix A. See chapter III of 32 CFR part
286 for further information.

TABLE TO APPENDIX A—EXPLANATION OF FOIA EXEMPTIONS

Exemption

Explanation

safety of any individual.

tions.

Applies to records and information currently and properly classified in the interest of national security.

Applies to records related solely to the internal personnel rules and practices of an agency.

Applies to records and information protected by another law that specifically exempts the information from public release.

Applies to records and information on trade secrets and commercial or financial information obtained from a private source
which would cause substantial competitive harm to the source if disclosed.

Applies to records and information of internal records that are deliberative in nature and are part of the decision making proc-
ess that contain opinions and recommendations.

Applies to records or information the release of which could reasonably be expected to constitute a clearly unwarranted inva-
sion of the personal privacy of individuals.

Applies to records or information compiled for law enforcement purposes that could: (a) Reasonably be expected to interfere
with law enforcement proceedings; (b) deprive a person of a right to a fair trial or impartial adjudication; (c) reasonably be
expected to constitute an unwarranted invasion of the personal privacy of others; (d) disclose the identity of a confidential
source; (e) disclose investigative techniques and procedures; or (f) reasonably be expected to endanger the life or physical

Applies to records and information for the use of any agency responsible for the regulation or supervision of financial institu-

Applies to records and information containing geological and geophysical information (including maps) concerning wells.

(2) Classification Categories. Information
will not be considered for classification
unless its unauthorized disclosure could
reasonably be expected to cause identifiable
or describable damage to the national

security in accordance with section 1.2 of
Executive Order 13526, and it pertains to one
or more of the following:

(i) Military plans, weapons systems, or
operations;

(ii) Foreign government information;
(iii) Intelligence activities (including covert
action), intelligence sources or methods, or

cryptology;
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(iv) Foreign relations or foreign activities of
the United States, including confidential
sources;

(v) Scientific, technological, or economic
matters relating to the national security;

(vi) U.S. Government programs for
safeguarding nuclear materials or facilities;

(vii) Vulnerabilities or capabilities of
systems, installations, infrastructures,
projects, plans, or protection services relating
to the national security; or

(viii) The development, production, or use
of weapons of mass destruction.

(b) [Reserved]

Dated: October 22, 2015.
Aaron Siegel,

Alternate OSD Federal Register Liaison
Officer, Department of Defense.

[FR Doc. 2015-27393 Filed 10-27-15; 8:45 am]
BILLING CODE 5001-06-P

LIBRARY OF CONGRESS
Copyright Office

37 CFR Part 201
[Docket No. 2014-07]

Exemption to Prohibition on
Circumvention of Copyright Protection
Systems for Access Control
Technologies

AGENCY: U.S. Copyright Office, Library
of Congress.
ACTION: Final rule.

SUMMARY: In this final rule, the Librarian
of Congress adopts exemptions to the
provision of the Digital Millennium
Copyright Act (“DMCA”) that prohibits
circumvention of technological
measures that control access to
copyrighted works, codified in section
1201(a)(1) of title 17 of the United States
Code. As required under the statute, the
Register of Copyrights, following a
public proceeding, submitted a
Recommendation concerning proposed
exemptions to the Librarian of Congress.
After careful consideration, the
Librarian adopts final regulations based
upon the Register’s Recommendation.
DATES: Effective October 28, 2015.

FOR FURTHER INFORMATION CONTACT:
Jacqueline C. Charlesworth, General
Counsel and Associate Register of
Copyrights, by email at
jcharlesworth@loc.gov or by telephone
at 202-707-8350; Sarang V. Damle,
Deputy General Counsel, by email at
sdam@Ioc.gov or by telephone at 202—
707-8350; or Stephen Ruwe, Assistant
General Counsel, by email at
sruwe@loc.gov or by telephone at 202—
707-8350.

SUPPLEMENTARY INFORMATION: The
Librarian of Congress, pursuant to

section 1201(a)(1) of title 17, United
States Code, has determined in this
sixth triennial rulemaking proceeding
that the prohibition against
circumvention of technological
measures that effectively control access
to copyrighted works shall not apply to
persons who engage in noninfringing
uses of certain classes of such works.
This determination is based upon the
Recommendation of the Register of
Copyrights, which was transmitted to
the Librarian on October 8, 2015.1

The below discussion summarizes the
rulemaking proceeding and Register’s
Recommendation, announces the
Librarian’s determination, and
publishes the regulatory text specifying
the exempted classes of works. A more
complete discussion of the rulemaking
process, the evidentiary record, and the
Register’s analysis can be found in the
Register’s Recommendation, which is
posted at www.copyright.gov/1201/.

I. Background

A. Statutory Requirements

Congress enacted the DMCA in 1998
to implement certain provisions of the
WIPO Copyright and WIPO
Performances and Phonograms Treaties.
Among other things, title I of the DMCA,
which added a new chapter 12 to title
17 of the U.S. Code, prohibits
circumvention of technological
measures employed by or on behalf of
copyright owners to protect access to
their works. In enacting this aspect of
the law, Congress observed that
technological protection measures
(“TPMs”) can ‘“‘support new ways of
disseminating copyrighted materials to
users, and . . . safeguard the
availability of legitimate uses of those
materials by individuals.” 2

Section 1201(a)(1) provides in
pertinent part that “[n]o person shall
circumvent a technological measure that
effectively controls access to a work
protected under [title 17].” Under the
statute, to “circumvent a technological
measure” means ‘‘to descramble a
scrambled work, to decrypt an
encrypted work, or otherwise to avoid,
bypass, remove, deactivate, or impair a
technological measure, without the
authority of the copyright owner.”3 A
technological measure that “effectively

1Register of Copyrights, Section 1201
Rulemaking: Sixth Triennial Proceeding to
Determine Exemptions to the Prohibition on
Circumvention, Recommendation of the Register of
Copyrights (Oct. 2015) (‘“Register’s
Recommendation”).

2 Staff of H. Comm. on the Judiciary, 105th Cong.,
Section-by-Section Analysis of H.R. 2281 as Passed
by the United States House of Representatives on
August 4, 1998, at 6 (Comm. Print 1998).

317 U.S.C. 1201(a)(3)(A).

controls access to a work” is one that
“in the ordinary course of its operation,
requires the application of information,
or a process or a treatment, with the
authority of the copyright owner, to gain
access to the work.” ¢

Section 1201(a)(1), however, also
includes what Congress characterized as
a ““fail-safe” mechanism,5 which
requires the Librarian of Congress,
following a rulemaking proceeding, to
publish any class of copyrighted works
as to which the Librarian has
determined that noninfringing uses by
persons who are users of a copyrighted
work are, or are likely to be, adversely
affected by the prohibition against
circumvention in the succeeding three-
year period, thereby exempting that
class from the prohibition for that
period.6 The Librarian’s determination
to grant an exemption is based upon the
recommendation of the Register of
Copyrights, who conducts the
rulemaking proceeding.” Congress
directed the Register, in turn, to consult
with the Assistant Secretary for
Communications and Information of the
Department of Commerce, who oversees
the National Telecommunications and
Information Administration (“NTIA”),
in the course of formulating her
recommendation.?

The primary responsibility of the
Register and the Librarian in the
rulemaking proceeding is to assess
whether the implementation of access
controls impairs the ability of
individuals to make noninfringing uses
of copyrighted works within the
meaning of section 1201(a)(1). To do
this, the Register develops a
comprehensive administrative record
using information submitted by
interested members of the public, and
makes recommendations to the
Librarian concerning whether
exemptions are warranted based on that
record.

Under the statutory framework, the
Librarian, and thus the Register, must
consider ““(i) the availability for use of
copyrighted works; (ii) the availability
for use of works for nonprofit archival,
preservation, and educational purposes;
(iii) the impact that the prohibition on
the circumvention of technological
measures applied to copyrighted works
has on criticism, comment, news
reporting, teaching, scholarship, or
research; (iv) the effect of circumvention
of technological measures on the market
for or value of copyrighted works; and

417 U.S.C. 1201(a)(3)(B).

5See H.R. Rep. No. 105-551, pt. 2, at 36 (1998).
6 See 17 U.S.C. 1201(a)(1).

717 U.S.C. 1201(a)(1)(C).
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(v) such other factors as the Librarian
considers appropriate.” © As noted
above, the Register must also consult
with the Assistant Secretary who
oversees NTIA, and report and comment
on his views, in providing her
Recommendation. Upon receipt of the
Recommendation, the Librarian is
responsible for promulgating the final
rule setting forth any exempted classes
of works.

Significantly, exemptions adopted by
rule under section 1201(a)(1) apply only
to the conduct of circumventing a
technological measure that controls
access to a copyrighted work. Other
parts of section 1201, by contrast,
address the manufacture and provision
of—or “trafficking” in—products and
services designed for purposes of
circumvention. Section 1201(a)(2) bars
trafficking in products and services that
are used to circumvent technological
measures that control access to
copyrighted works (for example, a
password needed to open a media
file),10 while section 1201(b) bars
trafficking in products and services used
to circumvent technological measures
that protect the exclusive rights of the
copyright owner in their works (for
example, technology that prevents the
work from being reproduced).1? The
Librarian of Congress has no authority
to adopt exemptions for the anti-
trafficking prohibitions contained in
section 1201(a)(2) or (b).12

More broadly, activities conducted
under the regulatory exemptions must
still comply with other applicable laws,
including non-copyright provisions.
Thus, while an exemption may
specifically reference other laws of
particular concern, any activities
conducted under an exemption must be
otherwise lawful.

Also significant is the fact that the
statute contains certain permanent
exemptions to permit specified uses.
These include: Section 1201(d), which
exempts certain activities of nonprofit
libraries, archives, and educational
institutions; section 1201(e), which
exempts ‘“‘lawfully authorized
investigative, protective, information
security, or intelligence activity”” of a
state or the federal government; section
1201(f), which exempts certain “reverse

oId.

1017 U.S.C. 1201(a)(2).

1117 U.S.C. 1201(b).

12 See 17 U.S.C. 1201(a)(1)(E) (“Neither the
exception under subparagraph (B) from the
applicability of the prohibition contained in
subparagraph (A), nor any determination made in
a rulemaking conducted under subparagraph (C),
may be used as a defense in any action to enforce
any provision of this title other than this
paragraph.”).

engineering” activities to facilitate
interoperability; section 1201(g), which
exempts certain types of research into
encryption technologies; section
1201(h), which exempts certain
activities to prevent the “access of
minors to material on the Internet’’;
section 1201(i), which exempts certain
activities ““solely for the purpose of
preventing the collection or
dissemination of personally identifying
information”’; and section 1201(j),
which exempts certain acts of “security
testing” of computers and computer
systems.

B. The Unlocking Consumer Choice and
Wireless Competition Act

In 2014, Congress enacted the
Unlocking Consumer Choice and
Wireless Competition Act (“Unlocking
Act”), effective as of August 1, 2014.13
The Unlocking Act did three things.
First, it replaced the exemption adopted
in the 2012 triennial proceeding to
enable certain wireless telephone
handsets (i.e., cellphones) to connect to
wireless communication networks—a
process commonly known as cellphone
“unlocking”—with a broader version of
the exemption adopted by the Librarian
in 2010. Second, the legislation
provided that the circumvention
permitted under the reinstated 2010
exemption, as well as any future
exemptions to permit wireless
telephone handsets or other wireless
devices to connect to wireless
telecommunications networks, may be
initiated by the owner of the handset or
device, by another person at the
direction of the owner, or by a provider
of commercial mobile radio or data
services to enable such owner or a
family member to connect to a wireless
network when authorized by the
network operator.14 This directive is
permanent, and is now reflected in the
relevant regulations.® Third, the
legislation directed the Librarian of
Congress to consider as part of the
current triennial proceeding whether to
“extend” the cellphone unlocking
exemption ““to include any other
category of wireless devices’ based
upon the recommendation of the
Register, who in turn is to consult with
the Assistant Secretary.1® Accordingly,
as part of this rulemaking proceeding,

13 Public Law 113-144, 128 Stat. 1751 (2014).
Subsequently, the Librarian adopted regulatory
amendments to reflect the new legislation. See
Exemption to Prohibition on Circumvention of
Copyright Protection Systems for Wireless
Telephone Handsets, 79 FR 50552 (Aug. 25, 2014)
(codified at 37 CFR 201.40(b)(3), (c)).

14 Unlocking Act sec. 2(a), (c).

15 See 79 FR at 50554; see also 37 CFR 201.40(c).

16 Unlocking Act sec. 2(b).

the Copyright Office solicited and
evaluated several proposed unlocking
exemptions for devices other than
cellphones, as addressed in Proposed
Classes 12 through 15 below.

C. Rulemaking Standards

In adopting the DMCA, Congress
imposed legal and evidentiary
requirements for the section 1201
rulemaking proceeding, as discussed in
greater detail in the Register’s
Recommendation.” Those who seek an
exemption from the prohibition on
circumvention bear the burden of
establishing that the requirements for
granting an exemption have been
satisfied by a preponderance of the
evidence. In addition, the basis for an
exemption must be established de novo
in each triennial proceeding. That said,
however, where a proponent is seeking
the readoption of an existing exemption,
it may attempt to satisfy its burden by
demonstrating that the conditions that
led to the adoption of the prior
exemption continue to exist today (or
that new conditions exist to justify the
exemption). Assuming the proponent
succeeds in making such a
demonstration, it is incumbent upon
any opponent of that exemption to rebut
such evidence by showing that the
exemption is no longer justified.

To establish a case for an exemption,
proponents must show at a minimum
(1) that uses affected by the prohibition
on circumvention are or are likely to be
noninfringing; and (2) that as a result of
a technological measure controlling
access to a copyrighted work, the
prohibition is causing, or in the next
three years is likely to cause, an adverse
impact on those uses. In addition, the
Librarian must also examine the
statutory factors listed in section
1201(a)(1): (1) The availability for use of
copyrighted works; (2) the availability
for use of works for nonprofit archival,
preservation, and educational purposes;
(3) the impact that the prohibition on
the circumvention of technological
measures applied to copyrighted works
has on criticism, comment, news
reporting, teaching, scholarship, or
research; (4) the effect of circumvention
of technological measures on the market
for or value of copyrighted works; and
(5) such other factors as the Librarian
considers appropriate. In some cases,
weighing these factors requires the
consideration of the benefits that the
technological measure brings with
respect to the overall creation and
dissemination of works in the
marketplace, in addition to any negative
impact.

17 See Register’s Recommendation at 13—18.
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Finally, when granting an exemption,
section 1201(a)(1) specifies that the
exemption adopted as part of this
rulemaking must be defined based on ‘““a
particular class of works.” 18 Among
other things, the determination of the
appropriate scope of a “class of works”
recommended for exemption may also
take into account the adverse effects an
exemption may have on the market for
or value of copyrighted works.
Accordingly, ““it can be appropriate to
refine a class by reference to the use or
user in order to remedy the adverse
effect of the prohibition and to limit the
adverse consequences of an
exemption.” 19

II. History of the Sixth Triennial
Proceeding

As the Register explains in the
Recommendation, the administrative
process employed in the rulemaking
was revised for this triennial
proceeding. In particular, the Copyright
Office implemented certain procedural
changes to make the process more
accessible and understandable to the
public, allow greater opportunity for
participants to coordinate their efforts,
encourage participants to submit
effective factual and legal support for
their positions, and reduce
administrative burdens on both the
participants and the Office. Among
other things, the procedural changes
included providing commenters with
recommended template forms to use
when submitting comments, and
requiring commenters to submit
separate comments for each proposed
class.

On September 17, 2014, the Copyright
Office published a Notice of Inquiry
(“NOTI”) in the Federal Register to
initiate the sixth triennial rulemaking
proceeding.2? The NOI invited
interested parties to submit petitions for
proposed exemptions that set forth the
essential elements of the exemption.
The Office received forty-four petitions
for proposed exemptions in response to
the NOIL.

Next, on December 12, 2014, the
Office issued a Notice of Proposed
Rulemaking (“NPRM”) that reviewed
and grouped the proposed exemptions
set forth in the petitions.2? In the NPRM,

1817 U.S.C. 1201(a)(1)(B).

19 Recommendation of the Register of Copyrights
in RM 2005-11, Rulemaking on Exemptions from
Prohibition on Circumvention of Copyright
Protection Systems for Access Control Technologies
19 (Nov. 17, 2006).

20 Exemption to Prohibition on Circumvention of
Copyright Protection Systems for Access Control
Technologies, 79 FR 55687 (Sept. 17, 2014)
(“NOrI”).

21 Exemption to Prohibition on Circumvention of
Copyright Protection Systems for Access Control

the Copyright Office concluded that
three of the petitions sought exemptions
that could not be granted as a matter of
law, and declined to put those proposals
forward for public comment.22 The
Office grouped the remaining proposed
exemptions into twenty-seven proposed
classes of works. In some cases,
overlapping proposals were merged into
a single combined proposed class. In
other cases, individual proposals that
encompassed multiple proposed uses
were subdivided into multiple classes to
aid in the process of review. The Office
then provided detailed guidance on the
submission of comments, including a
number of specific legal and factual
areas of interest with respect to each
proposed class.

The Office received nearly 40,000
comments in response to the NPRM, the
vast majority of which consisted of
relatively short statements of support or
opposition without substantial legal
argument or supporting evidence. A
number of the longer submissions
included multimedia evidence to
illustrate points made in the written
comments.

After receiving and studying the
written comments, the Office held seven
days of public hearings: In Los Angeles,
at the UCLA School of Law, from May
19 to 21, 2015; and in Washington, DC,
at the Library of Congress, from May 26
to 29, 2015. The Office heard testimony
from sixty-three witnesses at the
hearings, and received additional
multimedia evidence. After the
hearings, the Office issued a number of
follow-up questions to participants, and
received responses that have been made
part of the administrative record.

As observed by various commenting
parties, certain of the proposed
exemptions presented issues potentially
of concern to the Department of
Transportation (“DOT”), the
Environmental Protection Agency
(“EPA”), and the Food and Drug
Administration (“FDA”), and perhaps
other regulatory agencies as well. The
Copyright Office therefore sent letters to
DOT, EPA and FDA informing them of

Technologies, 79 FR 73856, 73859 (Dec. 12, 2014)
(“NPRM”).

22NPRM, 79 FR at 73859. Each of these petitions
sought to permit circumvention of any and all
TPMs that constituted “digital rights management”
with respect to unspecified types of copyrighted
works for the purpose of engaging in unidentified
personal and/or consumer uses. Id. The Office
explained that these proposed exemptions ran afoul
of the statutory requirement that “any exemptions
adopted as part of this rulemaking must be defined
based on ‘a particular class of works.”” Id. (quoting
17 U.S.C. 1201(a)(1)(B) (emphasis added)). The
Office thus concluded that “the sweeping type of
exemption proposed by these three petitions” could
not be granted consistent with the standards of
section 1201(a)(1). Id.

the pendency of the rulemaking
proceeding in case they wished to
comment on the proposals. In response
to these letters, the Office received
responses from those agencies, and also
from the California Air Resources Board
(“California ARB”’), which are also
included in the record.

Throughout this triennial proceeding,
as required under section 1201(a)(1), the
Register has consulted with NTIA. In
addition to providing procedural and
substantive input throughout the
rulemaking process, NTIA was
represented along with Copyright Office
staff at the public hearings held in Los
Angeles and Washington, DC NTIA
formally communicated its views on
each of the proposed exemptions in
recommendations delivered to the
Register on September 18, 2015. NTIA’s
recommendations can be viewed at
copyright.gov/1201/2015/2015 NTIA
Letter.pdf.

III. Summary of Register’s
Recommendation

A. Designated Classes

Based upon the record in this
proceeding, the Register of Copyrights
recommends that the Librarian
determine that the classes of works
described below be exempt from the
prohibition against circumvention of
technological measures set forth in
section 1201(a)(1):

1. Proposed Classes 1 to 7: Audiovisual
Works—Educational and Derivative
Uses 23

Proponents of Proposed Classes 1
through 7 share the desire to circumvent
technological protection measures
employed on DVDs, Blu-ray discs and/
or by various online streaming services
to access motion pictures—a category
under the Copyright Act that includes
television programs and videos—in
order to engage in noninfringing uses.
Past rulemakings have granted
exemptions relating to uses of motion
picture excerpts for commentary or
criticism by college and university
faculty and staff and by kindergarten
through twelfth-grade educators, as well
as in noncommercial videos,
documentary films, and nonfiction
multimedia e-books offering film
analysis. Past exemptions have been
limited to circumvention of DVDs,
online distribution services, and as a
result of using screen-capture
technology.

23 The Register’s analysis and conclusions for
these classes, including citations to the record and
relevant legal authority, can be found in the
Recommendation at 24—106.
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The petitions filed in this rulemaking
sought to readopt and to some extent
expand the previously granted
exemptions, including to encompass
Blu-ray discs (on the ground that a high-
definition format is required for certain
uses), to access audiovisual works that
may not be motion pictures (such as
video games), to permit the use of more
than “short portions” of motion picture
excerpts, and to extend to all ““fair uses”
rather than limiting the uses to criticism
or comment. Some proponents sought to
expand filmmaking uses to include
narrative (or fictional) film, in addition
to documentaries. Some proposals were
focused on expanding the category of
potential users of an exemption, such as
to uses by museums, libraries and
nonprofits, or by students and faculty
participating in massive online open
courses (“MOOGs”). The Copyright
Office grouped these proposals into
seven classes.

Proposed Class 1: This proposed class
would allow college and university faculty
and students to circumvent access controls
on lawfully made and acquired motion
pictures and other audiovisual works for
purposes of criticism and comment.

Class 1 was proposed by Professor
Peter Decherney, the College Art
Association, the International
Communication Association, and the
Society for Cinema and Media Studies
(collectively, “Joint Educators™) to
allow, for example, film studies
professors to circumvent DVDs in order
to use motion picture clips in class
lectures. A class covering such uses was
adopted in the 2010 and 2012
rulemakings. Joint Educators asked that
the exemption be expanded to include
the ability to circumvent Blu-ray discs,
to remove the limitation to “short
portions” of motion picture excerpts,
and to broaden the class to cover all
“audiovisual works” for all
“educational purposes.”

Proposed Class 2: This proposed class
would allow kindergarten through twelfth-
grade educators and students to circumvent
access controls on lawfully made and
acquired motion pictures and other
audiovisual works for educational purposes.

Petitions for Proposed Class 2 were
submitted by Professor Renee Hobbs
and the Library Copyright Alliance
(“LCA”), to allow, for example, a high
school teacher to circumvent DVDs of
various adaptations of Shakespeare’s
works in order to create a compilation
of clips demonstrating the lasting
influence of these works. Hobbs and
LCA requested that the existing
exemption for grades K-12 be expanded
to include student uses rather than only
uses by educators, to allow

circumvention of Blu-ray discs, to
remove the limitation to “short
portions” of works, and to broaden the
class to cover all “audiovisual works”
for all “educational purposes.”

Proposed Class 3: This proposed class
would allow students and faculty
participating in massive online open courses
(“MOOCs”) to circumvent access controls on
lawfully made and acquired motion pictures
and other audiovisual works for purposes of
criticism and comment.

Joint Educators proposed Class 3,
essentially seeking to expand the
exemption for college and university
faculty and students in Class 1 to
include MOOCs, or online distance
education courses offered on a broad
scale. The exemption would, for
example, allow a professor preparing an
online lecture about the evolution of
Chinese society to circumvent access
controls in order to incorporate video
clips documenting Chinese history and
geography. Joint Educators’ proposal
included the ability to circumvent Blu-
ray discs, to permit use of more than
“short portions” of motion picture
excerpts, and to allow use of all
“audiovisual works” for all
“educational purposes.” Joint Educators
contended that the prohibition on
circumvention of TPMs is inhibiting the
introduction of certain types of courses,
such as film studies, on MOOC
platforms.

Proposed Class 4: This proposed class
would allow educators and learners in
libraries, museums and nonprofit
organizations to circumvent access controls
on lawfully made and acquired motion
pictures and other audiovisual works for
educational purposes.

Professor Hobbs proposed Class 4 to
allow, for example, educators in a
community center adult education
program to circumvent access controls
in order to create video clips for
purposes of discussing the portrayal of
African-American women in a popular
television show. The proposal
encompassed “‘audiovisual works” for
all “educational uses,” as well as the
ability to circumvent Blu-ray discs.
Hobbs expressed concern that the
prohibition on circumvention prevents
participants in digital and media
literacy programs in informal learning
settings from engaging in projects
similar to those conducted on college
and university campuses.

Proposed Class 5: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
motion pictures used in connection with
multimedia e-book authorship.

Class 5 was jointly proposed by
Authors Alliance and Bobette Buster to

allow, for example, a sound editor and
e-book author to circumvent DVDs or
Blu-ray discs to incorporate brief film
excerpts in an e-book entitled Listening
to Movies. Proponents requested
renewal of the previously granted
exemption, and expansion of that
exemption to encompass any genre of
multimedia e-book (as opposed to uses
only in nonfiction multimedia e-books
offering film analysis), to allow
circumvention of Blu-ray discs, to
remove the limitation to “short
portions”’ of motion picture excerpts,
and to broaden the class to cover all
“audiovisual works.” In general,
proponents argued that the prohibition
on circumvention hinders e-book
authors’ ability to criticize and comment
on audiovisual works, some of which
may only be accessible through DVD,
Blu-ray or digitally transmitted sources.

Proposed Class 6: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
motion pictures for filmmaking purposes.

Class 6 was proposed by the
International Documentary Association,
Film Independent, Kartemquin
Educational Films, Inc., and National
Alliance for Media Arts and Culture
(collectively, “Joint Filmmakers”) to
allow, for example, filmmakers to
circumvent access controls on material
streamed online in order to incorporate
excerpts of news footage into
documentaries. The proposal sought
readoption of the existing exemption for
documentary filmmaking uses, and its
expansion to include narrative (or
fictional) films, to permit circumvention
of Blu-ray discs, and to remove the
limitation to short portions of works.
Joint Filmmakers stressed that much
material is only available on DVD, Blu-
ray and digitally transmitted video, and
that circumvention of Blu-ray discs is
necessary because, among other things,
distribution standards require films to
incorporate clips of high-definition
quality.

Proposed Class 7: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
audiovisual works for the sole purpose of
extracting clips for inclusion in
noncommercial videos that do not infringe
copyright.

Class 7 was proposed by Electronic
Frontier Foundation (“EFF”’) and the
Organization for Transformative Works.
Proponents sought to permit, for
example, a fan of James Bond films to
circumvent access controls on DVDs of
these films in order to incorporate brief
excerpts into a noncommercial video
commenting on the portrayal of female
characters in those films. The proposal
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sought renewal of the existing
exemption, and expansion of that
exemption to Blu-ray discs and all
“noninfringing” or “fair”’ uses.
Proponents argued that the existing
exemption has resulted in the creation
of a wide variety of new, noninfringing
works, and expansion of that exemption
to Blu-ray discs is necessary because,
among other things, there is a significant
amount of material that can only be
found in that format.

For each exemption, proponents
argued that the requested exemption
would facilitate fair uses of the accessed
works—for example, because of the
educational nature of the uses, or
because it would permit the creation of
a new work of authorship providing
commentary on the underlying work.
Specifically, Joint Educators argued that
teaching, criticism, and commentary are
enumerated as favored uses under
section 107 and therefore, that the
proposed uses in Classes 1 and 3 for
colleges, universities, and MOOCs were
highly likely to be fair. For Class 2,
Hobbs provided examples of educators
using film clips as teaching tools in
connection with media literacy, history,
literature, and film theory, and of
students using excerpts in connection
with National History Day projects,
arguing that these uses were fair. Hobbs
also contended that out-of-classroom
educational programs should be able to
make the same uses in Class 4.
Proponents of Class 5 argued that uses
of excerpts of motion picture clips in
multimedia e-books intended for
educational purposes are likely to be
fair, citing examples of actual or
prospective uses of motion picture
excerpts in multimedia e-books for
purposes of film criticism or analysis.
For Class 6, Joint Filmmakers stated that
the proposed uses in both documentary
and narrative films are noninfringing
fair uses that provide criticism and
commentary, education about, and
reporting on news and current events—
activities that Congress has explicitly
identified as fair uses. Finally, Class 7
proponents asserted that the purposes
and character of noncommercial videos
are highly transformative, and in
support, submitted scholarly analysis of
remix videos and evidence relating to
fan video remixes that purportedly
criticize and recontextualize the
underlying narrative works.

For all of these audiovisual classes,
the Office received no opposition to the
renewal of the current exemptions;
instead, opponents opposed expansion
of those exemptions. The same parties
opposed all seven classes—Joint
Creators (representing the Motion
Picture Association of America, the

Entertainment Software Association
(“ESA”’) and the Recording Industry
Association of America), DVD Copy
Control Association, and the Advanced
Access Content System Licensing
Administrator (“AACS LA”). Opponents
voiced parallel concerns across most of
these audiovisual classes. In general,
they contended that there are viable
alternatives to circumvention that are
adequate for many of the proposed uses,
including clip licensing, screen-capture
technology, streaming platforms such as
TV Everywhere, disc-to-digital services,
and digital rights libraries like
UltraViolet. With respect to proposals to
expand the exemptions to include Blu-
ray discs, AACS LA and Joint Creators
argued that the authorized
circumvention of DVDs or online
material provides a ready alternative to
obtain material of sufficiently high
quality for all the proposed uses.
Opponents also urged that any
expansion of the existing exemptions
would likely harm the market for DVDs,
Blu-ray discs, and other licensed uses.

Beyond these general points,
opponents also made specific arguments
concerning the individual proposed
classes. In Class 1, opponents urged that
alternatives to circumvention, including
screen capture, were adequate for
classroom uses outside film studies
classes. In Class 2, opponents argued
that the record lacks persuasive
examples of K-12 student projects that
require circumvention and that the
record did not show a need to access
material on Blu-ray discs. Opponents
opposed granting any exemption for
MOOQOC:s in Class 3 arguing, among other
things, that the uses are not likely to be
noninfringing because the exemption
would allow widespread distribution of
works over the internet. With respect to
museum, library or nonprofit
educational programs in Class 4,
opponents argued, among other things,
that proponents had failed adequately to
demonstrate specific adverse effects
flowing from the prohibition on
circumvention. In Class 5, opponents
urged that no examples were presented
to support expanding the exemption to
fictional e-books or to circumvention of
Blu-ray discs. In Class 6, opponents
asserted that an exemption for fictional
films would negatively impact the
existing market for licensing of film
clips. Finally, in Class 7, opponents
argued that screen-capture software is
an adequate alternative to proposed uses
of Blu-ray material in noncommercial
remix videos and that the existing
regulatory language should be refined so
as not to overlap with other classes
addressing educational uses.

NTIA recommended renewing the
current exemptions for educational and
derivative uses, and expanding those
exemptions in several respects. As a
general matter, NTIA proposed that all
of the exemptions should encompass
“motion pictures and similar
audiovisual works” on DVDs and Blu-
ray discs, or obtained via online
distribution services. NTIA rejected
proposals to encompass all
“noninfringing” or “fair uses,” instead
recommending a more tailored
approach. In Class 1, NTIA
recommended an exemption for
educational uses by college and
university faculty and students, without
limiting it to film studies and other
courses requiring close analysis of
works, although it did not explain why
elimination of that distinction was
warranted. In Class 2, NTIA
recommended an exemption for K-12
educators, and for students in grades 6—
12 engaging in video projects actively
overseen by an instructor. In Class 3,
NTIA recommended an exemption for
MOOC:s involving film and media
analysis, but not for students enrolled in
such MOOCs. In Class 4, NTIA
recommended an exemption for
instructors and students engaged in
digital media and literacy programs in
libraries, museums, and nonprofit
organizations with an educational
mission. In Classes 5 and 7, NTIA
proposed renewing the exemptions for
nonfiction or educational multimedia e-
books offering film analysis, and for
noncommercial videos, respectively,
and expanding them to include Blu-ray
discs, as with the other classes. Finally,
in Class 6, NTIA proposed an exemption
both for documentary films and for
“[n]arrative films portraying real events,
where the prior work is used for its
biographical or historically significant
nature.”

In general, the Register recommended
granting exemptions for almost all of
these classes; in each case, the Register
concluded that the uses are likely to be
fair, that alternatives to circumvention
were inadequate, and that the statutory
factors taken together weighed in favor
of the exemption. In each of Classes 1
through 7, the Register recommended
retaining the requirement in the current
exemptions that only “short portions”
of works be used for purposes of
“criticism or comment.” The Register
explained that broader exemptions—
covering longer portions for purposes of
all “fair” or “noninfringing” uses—were
unsupported by the record. The Register
also explained that the exemptions
should provide reasonable guidance to
the public in terms of what uses are
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likely to be fair, while at the same time
mitigating undue consequences for
copyright owners. The Register also
found the record to not support an
exemption for “audiovisual works,” as
opposed to the somewhat narrower
category of “motion pictures,” because
proponents had failed to demonstrate a
need to circumvent non-motion-picture
audiovisual works (such as video
games) in any of the proposed classes.

With respect to Class 1 in particular,
the Register recommended granting an
exemption for circumvention of TPMs
on DVDs, Blu-ray discs, and digital
transmissions of motion pictures by
college and university faculty and
students engaged in film studies classes
or other courses requiring close analysis
of film and media excerpts. The Register
recommended an exemption to facilitate
use of screen-capture technology for all
types of courses, to address the
possibility of circumvention when using
this technology. The Register reasoned
that this class (and Class 2) should
continue to distinguish between
purposes requiring close analysis of film
and media excerpts and more general
educational uses, on the ground that
screen-capture technology is an
adequate substitute for the latter uses.

With respect to Class 2, the Register
recommended granting an exemption
limited to circumvention of DVDs and
digital transmissions for educators in
grades K-12, including accredited
general educational development
(“GED”) programs, in film studies or
other courses requiring close analysis of
film and media excerpts. The Register
found, however, that proponents
submitted no examples where Blu-ray
quality or Blu-ray-unique content was
required for uses in K-12 classrooms.
The Register also recommended an
exemption to facilitate use of screen-
capture technologies by educators in all
types of courses. The Register found the
evidentiary record of proposed uses by
K-12 students to be insufficiently well
developed to recommend an exemption
for DVDs, digital transmissions, or Blu-
ray discs because screen-capture
software was likely to provide a ready
alternative for those uses. Accordingly,
the Register recommended a screen-
capture exemption to facilitate uses by
K-12 students.

With respect to Class 3, the Register
recommended granting an exemption
for circumvention of TPMs on DVDs,
Blu-ray discs, and digital transmissions
of motion pictures by faculty of MOOCs
involving film studies or other courses
requiring close analysis of film and
media excerpts, under specified
conditions borrowed from the TEACH
Act, codified at 17 U.S.C. 110(2). The

Register explained that key elements of
the TEACH Act—such as the
requirements that uses be limited to
nonprofit educational institutions and
transmissions be limited to enrolled
students—should be incorporated into
the exemption to ensure that the
exemption is appropriately limited. The
Register further found that the record
did not support an exemption for
student uses.

With respect to Class 4, the Register
concluded that the record did not
support an exemption permitting
circumvention of DVDs, Blu-ray discs,
or digital transmissions in connection
with after-school or adult education
media literacy programs (apart from
GED programs). The Register found that
the proposed uses in the record could be
satisfied via screen capture, and thus
recommended an exemption to facilitate
uses of screen-capture software.

With respect to Classes 5 to 7, the
Register recommended granting an
exemption for circumvention of TPMs
on DVDs, Blu-ray discs, and digital
transmissions of motion pictures for use
in nonfiction multimedia e-books
offering film analysis, in documentary
filmmaking, and in noncommercial
videos. The Register also recommended
an exemption to facilitate use of screen-
capture technologies for these uses. For
the multimedia e-books exemption
(Class 5), the Register recommended
maintaining the limitation to e-books
offering film analysis, finding that the
record did not support an exemption for
other uses. With respect to the
filmmaking exemption (Class 6), the
Register could not conclude, based on
the record, that the use of motion
picture clips in narrative films was, on
balance, likely to be noninfringing,
especially in light of the potential
effects on existing licensing markets for
motion picture excerpts. Finally, in
considering the noncommercial video
exemption (Class 7), the Register
rejected proponents’ suggestion to
expand the exemption to encompass
“‘primarily noncommercial” videos, as
well as opponents’ suggestion to narrow
the exemption to certain specified
categories of noncommercial videos,
finding neither change to be necessary.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Motion pictures (including television
shows and videos), as defined in 17 U.S.C.
101, where circumvention is undertaken
solely in order to make use of short portions
of the motion pictures for the purpose of
criticism or comment in the following
instances:

(i) For use in documentary filmmaking,

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) Where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, on a Blu-ray
disc protected by the Advanced Access
Control System, or via a digital transmission
protected by a technological measure, and
where the person engaging in circumvention
reasonably believes that screen-capture
software or other non-circumventing
alternatives are unable to produce the
required level of high-quality content;

(ii) For use in noncommercial videos
(including videos produced for a paid
commission if the commissioning entity’s use
is noncommercial),

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) Where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, on a Blu-ray
disc protected by the Advanced Access
Control System, or via a digital transmission
protected by a technological measure, and
where the person engaging in circumvention
reasonably believes that screen-capture
software or other non-circumventing
alternatives are unable to produce the
required level of high-quality content;

(iii) For use in nonfiction multimedia e-
books offering film analysis,

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) Where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, on a Blu-ray
disc protected by the Advanced Access
Control System, or via a digital transmission
protected by a technological measure, and
where the person engaging in circumvention
reasonably believes that screen-capture
software or other non-circumventing
alternatives are unable to produce the
required level of high-quality content;

(iv) By college and university faculty and
students, for educational purposes,

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) In film studies or other courses
requiring close analysis of film and media
excerpts where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, on a Blu-ray
disc protected by the Advanced Access
Control System, or via a digital transmission
protected by a technological measure, and
where the person engaging in circumvention
reasonably believes that screen-capture
software or other non-circumventing
alternatives are unable to produce the
required level of high-quality content;

(v) By faculty of massive open online
courses (MOOCs) offered by accredited
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nonprofit educational institutions to
officially enrolled students through online
platforms (which platforms themselves may
be operated for profit), for educational
purposes, where the MOOC provider through
the online platform limits transmissions to
the extent technologically feasible to such
officially enrolled students, institutes
copyright policies and provides copyright
informational materials to faculty, students
and relevant staff members, and applies
technological measures that reasonably
prevent unauthorized further dissemination
of a work in accessible form to others or
retention of the work for longer than the
course session by recipients of a transmission
through the platform, as contemplated by 17
U.S.C. 110(2),

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) In film studies or other courses
requiring close analysis of film and media
excerpts where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, on a Blu-ray
disc protected by the Advanced Access
Control System, or via a digital transmission
protected by a technological measure, and
where the person engaging in circumvention
reasonably believes that screen-capture
software or other non-circumventing
alternatives are unable to produce the
required level of high-quality content;

(vi) By kindergarten through twelfth-grade
educators, including of accredited general
educational development (GED) programs,
for educational purposes,

(A) Where the circumvention is undertaken
using screen-capture technology that appears
to be offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted, or

(B) In film studies or other courses
requiring close analysis of film and media
excerpts where the motion picture is lawfully
made and acquired on a DVD protected by
the Content Scramble System, or via a digital
transmission protected by a technological
measure, and where the person engaging in
circumvention reasonably believes that
screen-capture software or other non-
circumventing alternatives are unable to
produce the required level of high-quality
content;

(vii) By kindergarten through twelfth-grade
students, including those in accredited
general educational development (GED)
programs, for educational purposes, where
the circumvention is undertaken using
screen-capture technology that appears to be
offered to the public as enabling the
reproduction of motion pictures after content
has been lawfully acquired and decrypted;
and

(viii) By educators and participants in
nonprofit digital and media literacy programs
offered by libraries, museums and other
nonprofit entities with an educational
mission, in the course of face-to-face
instructional activities for educational
purposes, where the circumvention is
undertaken using screen-capture technology
that appears to be offered to the public as

enabling the reproduction of motion pictures
after content has been lawfully acquired and
decrypted.

2. Proposed Class 9: Literary Works
Distributed Electronically—Assistive
Technologies 24

Proponents of Proposed Class 9 seek
to allow circumvention of technological
measures protecting literary works
distributed in electronic form (including
e-books, digital textbooks, and PDF
articles) so that such works can be
accessed by persons who are blind,
visually impaired, or print disabled. The
Librarian, upon the recommendation of
the Register, granted an exemption in
2012 for these purposes.

The American Foundation for the
Blind, American Council for the Blind,,
Samuelson-Glushko Technology Law &
Policy Clinic at Colorado Law, and LCA
filed petitions seeking to have the
Librarian renew the existing exemption.

Based on these petitions, the
Copyright Office proposed the following
class:

Proposed Class 9: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
literary works distributed electronically for
purposes of accessibility for persons who are
print disabled. This exemption has been
requested for literary works distributed
electronically, including e-books, digital
textbooks, and PDF articles.

Proponents argued that reproducing
copies in accessible formats is a
noninfringing use, and that, while
improvements have been made to make
literary works more accessible since the
last triennial rulemaking, there are still
a substantial number of works that
cannot be accessed using accessibility
technologies such as text-to-speech
programs.

There was no opposition to renewing
the 2012 exemption. Significantly, the
Association of American Publishers,
representing book publishers, filed
supportive comments indicating that it
had no objection to a renewal of the
existing exemption, explaining that the
market does not yet offer sufficient
accessibility to literary works.

NTIA supported renewal of the
current exemption, finding that the
record regarding the state of
accessibility of literary works is not
substantially different than it was three
years ago.

The Register recommended granting
the exemption. According to the
Register, the need to ensure that persons
who are blind, visually impaired or

24 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 127-37.

print disabled are not impeded from
accessing books in electronic formats
presents a quintessential case for an
exemption. The Register determined
that converting e-books into accessible
formats is likely a noninfringing use
both as a matter of fair use and under
17 U.S.C. 121, also known as the
“Chafee Amendment,” which allows
authorized entities to create accessible
versions of works exclusively for use by
persons who are blind, visually
impaired, or print disabled. The Register
also found that TPMs are likely to have
an adverse effect on noninfringing
activities, as many e-book titles and
literary works in electronic format (such
as electronic textbooks and PDF articles)
are currently unavailable in accessible
formats. The Register further concluded
that all five statutory factors favored the
exemption. Finally, like the existing
exemption, the recommended
exemption allows the intended
beneficiaries of section 121 to benefit
from the waiver on circumvention.
Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Literary works, distributed electronically,
that are protected by technological measures
that either prevent the enabling of read-aloud
functionality or interfere with screen readers
or other applications or assistive
technologies,

(i) When a copy of such a work is lawfully
obtained by a blind or other person with a
disability, as such a person is defined in 17
U.S.C. 121; provided, however, that the rights
owner is remunerated, as appropriate, for the
price of the mainstream copy of the work as
made available to the general public through
customary channels, or

(ii) When such work is a nondramatic
literary work, lawfully obtained and used by
an authorized entity pursuant to 17 U.S.C.
121.

3. Proposed Classes 11 to 15: Computer
Programs That Enable Devices To
Connect to a Wireless Network That
Offers Telecommunications and/or
Information Services (”Unlocking”) 25

Proposed Classes 11 through 15
would allow circumvention of access
controls on wireless devices such as
cellphones and all-purpose tablet
computers to allow them to connect to
the network of a different mobile
wireless carrier, a process commonly
known as “unlocking.” Wireless carriers
typically lock wireless devices to their
networks when they have subsidized
the cost of a device at the time of
purchase; carriers then recoup that

25 The Register’s analysis and conclusions for
these classes, including citations to the record and
relevant legal authority, can be found in the
Recommendation at 138-71.
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subsidy through wireless service
charges paid by the purchaser.

The Register has recommended, and
the Librarian has adopted, exemptions
permitting unlocking of cellphones in
three prior rulemakings. Based on the
evidentiary record in the last triennial
proceeding, the 2012 version of the
exemption was limited to cellphones
obtained on or before January 26, 2013.
Congress enacted the Unlocking Act to
reinstate the cellphone unlocking
exemption that was adopted in 2010,
which lacked such a limitation. In the
Unlocking Act, Congress also instructed
the Librarian to review any future
proposal for a cellphone unlocking
exemption according to the usual
process in this triennial rulemaking, as
well as to consider in this rulemaking
whether to extend the cellphone
unlocking exemption to other categories
of wireless devices. As noted above, the
Unlocking Act also defines, on a
permanent basis, categories of persons
and entities that can take advantage of
any unlocking exemption.

Consistent with Congress’s directive
in the Unlocking Act, the Copyright
Office invited proposals to continue an
unlocking exemption for wireless
telephone handsets and/or to extend the
exemption to other categories of
wireless devices. The petitions received
generally asked for continuation of the
current cellphone unlocking exemption,
and expansion of that exemption to
cover additional types of devices.

The Office grouped the petitions into
five distinct classes based on the type of
device at issue, as described below:

Proposed Class 11: This proposed class
would allow the unlocking of wireless
telephone handsets. “Wireless telephone
handsets” includes all mobile telephones
including feature phones, smart phones, and
“phablets” that are used for two-way voice
communication.

Class 11, covering cellphones, was
proposed by Consumers Union, the
Competitive Carriers Association
(“CCA”), the Institute of Scrap
Recycling Industries (“ISRI”),
Pymatuning Communications
(“Pymatuning”), and the Rural Wireless
Association (“RWA”).

Proposed Class 12: This proposed class
would allow the unlocking of all-purpose
tablet computers. This class would
encompass devices such as the Apple iPad,
Microsoft Surface, Amazon Kindle Fire, and
Samsung Galaxy Tab, but would exclude
specialized devices such as dedicated e-book
readers and dedicated handheld gaming
devices.

Class 12, covering all-purpose tablets,
was proposed by Consumers Union,
CCA, ISRI, Pymatuning, and RWA. As
reflected in the proposal, the petitions

were limited to ““all-purpose” tablet
computers—that is, tablet computers
that can run a wide variety of
programs—as opposed to devices
dedicated to the consumption of
particular types of content such as e-
book readers.

Proposed Class 13: This proposed class
would allow the unlocking of mobile
connectivity devices. “Mobile connectivity
devices” are devices that allow users to
connect to a mobile data network through
either a direct connection or the creation of
a local Wi-Fi network created by the device.
The category includes mobile hotspots and
removable wireless broadband modems.

Class 13, covering mobile
connectivity devices, was proposed
CCA and RWA.

Proposed Class 14: This proposed class
would allow the unlocking of wearable
wireless devices. “Wearable wireless
devices” include all wireless devices that are
designed to be worn on the body, including
smart watches, fitness devices, and health
monitoring devices.

Class 14, covering wearable wireless
devices, was proposed by CCA and
RWA.

Proposed Class 15: This proposed class
would allow the unlocking of all wireless
“consumer machines,” including smart
meters, appliances, and precision-guided
commercial equipment.

Class 15 was proposed by CCA, and
encompassed a broad and diverse range
of devices and equipment, including
any “smart”” device utilizing a data
connection to connect to the internet or
interact with other smart devices. CCA,
however, failed to further define the
kinds of “smart” devices the exemption
would cover beyond those already
encompassed by Classes 11 through 14,
let alone the types of TPMs used by
such devices, or the methods of
circumvention. Indeed, it was not
apparent from the record whether any
such devices actually exist. For
instance, while CCA suggested that
smart power meters would be
encompassed by the proposal, evidence
at the public hearing (at which CCA did
not participate) indicated that smart
meters generally do not have mobile
data (i.e., 3G/4G) connections, rendering
the concept of “unlocking” irrelevant to
that type of device.

In general, proponents argued that
unlocking was permitted under section
117 of the Copyright Act, which allows
the owners of computer programs to
make certain reproductions of or
adaptations to those programs, and as a
matter of fair use. They explained that
the inability to unlock one’s wireless
device leads to adverse effects by
impeding consumers’ ability to choose

their preferred wireless carriers,
harming the resale value of used
devices, and harming the environment
by encouraging disposal rather than
reuse of devices.

No party opposed Proposed Class 12
(all-purpose tablet computers) or
Proposed Class 14 (wearable computing
devices). Prepaid wireless carrier
TracFone nominally filed comments in
opposition to the cellphone unlocking
exemption in Class 11, though at bottom
it was not opposed to renewal of the
exemption, so long as it was clear that
the exemption did not permit
illegitimate phone trafficking—a
practice where subsidized prepaid
cellphones are purchased, unlocked,
and resold (often abroad) at a profit. The
Alliance of Automobile Manufacturers
(“Auto Alliance’’) and General Motors
LLC (“GM”) filed opposition comments
in Class 13 solely to stress that any
exemption should exclude “mobile”
connectivity devices embedded in
motor vehicles, and Class 13 proponents
agreed that such a limitation would be
appropriate. Auto Alliance opposed
Class 15 on the ground that it is ill-
defined and could inadvertently sweep
in cars and trucks.

NTIA proposed adopting an
exemption encompassing all used
wireless devices, without enumerating
the types of devices to which the
exemption applies. At the same time,
NTIA acknowledged that based on the
record in the rulemaking, it would be
appropriate to exclude one type of
wireless device—vehicle-based
hotspots—{rom the exemption.

The Register recommended adopting
an unlocking exemption covering
wireless telephone handsets (i.e.,
cellphones), all-purpose tablet
computers, mobile connectivity devices,
and wearable wireless devices.
According to the Register, the unlocking
exemption is likely to facilitate
noninfringing uses both under section
117 and as a matter of fair use. The
Register further explained that, unlike
the section 117 privilege, fair use is not
limited to the owner of the computer
program, and so there is no need to limit
the exemption to the owner of the
device software. The Register also found
that, as to the devices encompassed by
Classes 11 to 14, proponents had
provided sufficient evidence of adverse
effects flowing from the inability to
unlock a device due to a TPM; in
contrast, proponents of Class 15,
encompassing a broad and undefined
range of “‘consumer machines” and
“smart”’ devices, failed to make a
showing of actual adverse effects. In
addition, the Register concluded that
three of the five statutory factors tended
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to favor the proponents, while the other
two were neutral.

The recommended exemption is
limited to “used” devices. A “used”
device is defined as a device that has
been lawfully acquired and previously
activated on a wireless network. The
recommended exemption permits
charities and commercial enterprises
(including bulk recyclers) to unlock
used cellphones, while excluding
illegitimate trafficking that seeks to
profit from the subsidized phones sold
by prepaid wireless carriers. Although
some proponents called for elimination
of the “‘used” requirement for
cellphones and tablets—which in theory
would permit unlocking of new,
subsidized devices—the Register
concluded that the record did not
support extending the exemption in this
respect as the evidence did not establish
a practical ability to unlock subsidized
devices that had never been connected
to a carrier. Finally, the recommended
exemption excludes devices embedded
in motor vehicles from the exemption
for mobile connectivity devices by
including the condition that the devices
be “portable.”

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

(i) Computer programs that enable the
following types of wireless devices to
connect to a wireless telecommunications
network, when circumvention is undertaken
solely in order to connect to a wireless
telecommunications network and such
connection is authorized by the operator of
such network, and the device is a used
device:

(A) Wireless telephone handsets (i.e.,
cellphones);

(B) All-purpose tablet computers;

(C) Portable mobile connectivity devices,
such as mobile hotspots, removable wireless
broadband modems, and similar devices; and

(D) Wearable wireless devices designed to
be worn on the body, such as smartwatches
or fitness devices.

(ii) A device is considered ‘“used” for
purposes of this exemption when it has
previously been lawfully acquired and
activated on the wireless telecommunications
network of a wireless carrier.

4. Proposed Classes 16 and 17:
Jailbreaking—Smartphones and All-
Purpose Mobile Computing Devices 26

Proposed Classes 16 and 17 address
an activity commonly known as
“jailbreaking,” which is the process of
gaining access to the operating system of
a computing device, such as a
smartphone or tablet, to install and

26 The Register’s analysis and conclusions for
these classes, including citations to the record and
relevant legal authority, can be found in the
Recommendation at 172-92.

execute software that could not
otherwise be installed or run on that
device, or to remove pre-installed
software that could not otherwise be
uninstalled. The Register has twice
before recommended, and the Librarian
has twice adopted, an exemption
permitting jailbreaking of smartphones.

EFF filed a petition seeking a
jailbreaking exemption for all “mobile
computing devices,” including wireless
telephone handsets that are capable of
running a wide range of applications
(i.e., “smartphones”) and tablet
computers (“tablets”). EFF explained
that its requested exemption is not
intended to extend to devices designed
primarily for the consumption of a
single type of media, such as dedicated
e-book readers, or to desktop or laptop
computers. Maneesh Pangasa filed a
separate petition seeking an exemption
for tablet computers. The Copyright
Office divided these proposals into two
proposed classes to ensure an adequate
administrative record on which to make
a recommendation. Based on these
petitions, the Office included the
following proposed exemptions in the
NPRM:

Proposed Class 16: This proposed class
would permit the jailbreaking of wireless
telephone handsets to allow the devices to
run lawfully acquired software that is
otherwise prevented from running, or to
remove unwanted preinstalled software from
the device.

Proposed Class 17: This proposed class
would permit the jailbreaking of all-purpose
mobile computing devices to allow the
devices to run lawfully acquired software
that is otherwise prevented from running, or
to remove unwanted preinstalled software
from the device. The category “all-purpose
mobile computing device” includes all-
purpose non-phone devices (such as the
Apple iPod touch) and all-purpose tablets
(such as the Apple iPad or the Google
Nexus). The category does not include
specialized devices such as e-book readers or
handheld gaming devices, or laptop or
desktop computers.

Relying on case law and prior
determinations of the Register,
proponents argued that jailbreaking of
smartphones and all-purpose mobile
computing devices constitutes fair use
of the device software. Proponents also
pointed to a series of benefits that have
resulted from the existing smartphone
jailbreaking exemption, such as the
ability to install otherwise unsupported
operating system upgrades and the rapid
growth in the market for legitimate, non-
manufacturer-approved apps, and
argued that similar benefits would result
if the exemption included all-purpose
mobile computing devices.

The Business Software Alliance
(“BSA”) opposed both classes. In

neither case, however, did BSA dispute
the noninfringing nature of jailbreaking.
Instead, BSA argued that the existence
of alternatives to jailbreaking, such as
“developer editions” of devices that do
not need to be jailbroken, obviate the
need for an exemption. In addition, with
respect to the exemption for all-purpose
mobile computing devices in Class 17,
BSA disputed EFF’s effort to distinguish
between all-purpose mobile computing
devices on the one hand, and desktops
and laptops on the other, arguing that
the distinction is not sufficiently clear.
In response, EFF offered two further
criteria to define these devices: First,
that they be portable, in the sense that
they are “designed to be carried or
worn”’; and second, that they “come
equipped with an operating system that
is primarily designed for mobile use,”
such as Android, iOS, Blackberry OS or
Windows Phone.

Commenters representing automobile
manufacturers filed comments under
Class 17 raising the concern that the
class could arguably encompass
computing systems that are embedded
in “mobile” automobiles and other
vehicles. EFF clarified, however, that
Class 17 was not intended to include
software running on vehicle electronics,
but only portable devices designed to be
carried or worn by a person.

NTIA favored a jailbreaking
exemption for all “mobile computing
devices,” a category which (contrary to
EFF’s proposal) would appear to
include devices that are designed
primarily for the consumption of a
single type of media, including
dedicated e-book readers, which are
separately addressed in Proposed Class
18 below. Although NTIA asserted that
the works and TPMs at issue are
strikingly similar and in many cases
identical, it cited no evidence to support
that claim with respect to dedicated e-
book readers, handheld video game
consoles, or other dedicated media
consumption devices.

The Register recommended
continuing the existing jailbreaking
exemption for smartphones, and
extending it to all-purpose mobile
computing devices. As in previous
rulemakings, the Register concluded
that jailbreaking to facilitate
interoperability is likely to constitute a
noninfringing fair use, and that the
prohibition on circumvention is having
an adverse effect on this type of use.
Further, the Register concluded that
three of the statutory factors (availability
for use of copyrighted works, the impact
on criticism, comment, news reporting,
teaching, scholarship, or research, and
the effect of circumvention of
technological measures on the market
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for or value of the copyrighted works)
favored an exemption, while the other
two were not implicated by these
classes.

The Register also concluded, based on
the overall record, that the category of
“all-purpose mobile computing
devices” in Class 17 has been
meaningfully defined, but that certain
refinements were appropriate to address
concerns regarding its scope. The
recommended exemption thus
incorporates EFF’s suggestion to specify
that the devices be portable, that they be
designed to run a wide variety of
applications, and that they come
equipped with an operating system
primarily designed for mobile use. The
recommended exemption thus excludes
vehicle-embedded systems, devices
designed primarily for consumption of a
specific type of media (such as e-book
readers and handheld gaming devices),
and computers confined to desktop or
laptop operating systems, such as
Windows 8 or Mac OS. If a hybrid
device can act either as a laptop or a
tablet, the user will need to investigate
what type of operating system it
contains in order to determine whether
the exemption applies.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Computer programs that enable
smartphones and portable all-purpose mobile
computing devices to execute lawfully
obtained software applications, where
circumvention is accomplished for the sole
purpose of enabling interoperability of such
applications with computer programs on the
smartphone or device, or to permit removal
of software from the smartphone or device.
For purposes of this exemption, a “portable
all-purpose mobile computing device” is a
device that is primarily designed to run a
wide variety of programs rather than for
consumption of a particular type of media
content, is equipped with an operating
system primarily designed for mobile use,
and is intended to be carried or worn by an
individual.

5. Proposed Class 20: Jailbreaking—
Smart TVs 27

In addition to their traditional
functionality, many modern televisions
(““TVs”) have built-in software features
that can stream content over the
internet, interact with other devices in
the home, or run applications. These
internet-enabled TVs are often referred
to as “Smart TVs.” Smart TV firmware
is often protected by TPMs that prevent
owners of those TVs from installing
third-party software on them. The

27 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 202-17.

Software Freedom Conservancy (“SFC”)
proposed an exemption to permit
circumvention of access controls on
firmware (i.e., the operating system) of
such smart TVs to enable installation of
third-party software.

The Copyright Office included the
following proposed exemption in the
NPRM:

Proposed Class 20: This proposed class
would permit the jailbreaking of computer-
embedded televisions (‘“smart TVs”).
Asserted noninfringing uses include
accessing lawfully acquired media on
external devices, installing user-supplied
licensed applications, enabling the operating
system to interoperate with local networks
and external peripherals, and enabling
interoperability with external devices, and
improving the TV’s accessibility features
(e.g., for hearing-impaired viewers). The
TPMs at issue include firmware encryption
and administrative access controls that
prevent access to the TV’s operating system.

According to SFC, access to the
firmware would allow various
noninfringing uses, including improving
accessibility features (such as the size of
closed captioning), enabling or
expanding the TV’s compatibility with
peripheral hardware and external
storage devices, and making changes to
display features such as the aspect ratio.
SFC argued that the majority of smart
TV firmware incorporates the
manufacturer’s own proprietary
applications along with free, libre and
open source software (“FLOSS”)
applications produced by third parties.
SFC argued that, under the relevant
FLOSS licenses, smart TV owners are
authorized to modify the FLOSS
applications and to run them without
restriction. SFC also argued that fair use
permits reproduction and alteration of
proprietary applications to the extent
necessary to permit interoperability
with lawfully acquired programs.

Proposed Class 20 was opposed by
Joint Creators and LG Electronics U.S.A.
(“LG”), a manufacturer of smart TVs.
Opponents argued that an exemption
would not facilitate noninfringing uses,
and was unnecessary because a laptop
can be connected to TV sets to view the
output of any applications and because
LG smart TVs already provide all of the
features that SFC claims can be added
only by jailbreaking. In addition, Joint
Creators raised concerns that
jailbreaking would allow the installation
of infringing software as well as
software such as ‘“Popcorn Time,” an
application that facilitates access to and
viewing of pirated movies.

NTIA supported the proposed
exemption, on the ground that it is not
materially different than the exemptions
that have been granted in the past for
jailbreaking of smartphones.

The Register recommended granting
the proposed exemption, explaining that
circumvention of access controls on
smart TV firmware is likely to enable
noninfringing uses of that firmware.
First, it appears to be undisputed that
smart TV firmware incorporates FLOSS
applications, and that modification of
those applications would constitute a
licensed, and therefore noninfringing,
use. Second, with respect to non-FLOSS
proprietary software included in the
firmware, the Register concluded that
modifications to that firmware to enable
interoperability with third-party
software are likely to constitute a fair
use. The Register also found that the
prohibition on circumvention is
adversely affecting legitimate
noninfringing uses of smart TV
firmware, and that the proposed
alternatives to circumvention, such as
connecting a laptop computer to the TV,
are inadequate, because they would not
allow installation of software on the
smart TV to improve its functioning as
a TV, such as facilitating more
prominent subtitles. The Register also
concluded that no evidence was
submitted to illustrate opponents’ claim
that jailbreaking of smart TVs will make
it easier to gain unauthorized access to
copyrighted content, or that it would
otherwise undermine smart TVs as a
platform for the consumption of
expressive works.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Computer programs that enable smart
televisions to execute lawfully obtained
software applications, where circumvention
is accomplished for the sole purpose of
enabling interoperability of such applications
with computer programs on the smart
television.

6. Proposed Class 21: Vehicle
Software—Diagnosis, Repair or
Modification 28

Modern automobiles and agricultural
vehicles and machinery are equipped
with systems of interconnected
computers that monitor and control a
variety of vehicle functions. These
computers are referred to as electronic
control units, or “ECUs,” which are
protected by TPMs. EFF requested an
exemption to permit circumvention of
TPMs protecting ECU computer
programs for the purposes of diagnosis,
repair and modification of vehicles. The
Intellectual Property & Technology Law
Clinic of the University of Southern
California Gould School of Law (“IPTC

28 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 218-49.
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U.S.C.”) proposed two similar
exemptions for agricultural machinery
specifically.

Based on these petitions, the Office
included the following proposed
exemption in the NPRM:

Proposed Class 21: This proposed class
would allow circumvention of TPMs
protecting computer programs that control
the functioning of a motorized land vehicle,
including personal automobiles, commercial
motor vehicles, and agricultural machinery,
for purposes of lawful diagnosis and repair,
or aftermarket personalization, modification,
or other improvement. Under the exemption
as proposed, circumvention would be
allowed when undertaken by or on behalf of
the lawful owner of the vehicle.

Proponents explained that
circumvention of TPMs protecting
copyrighted computer programs in
ECUs may be necessary to make
noninfringing uses of those programs to
diagnose and repair automobiles and
agricultural equipment, and to make
modifications, such as enhancing a
vehicle’s suspension or installing a gear
with a different radius. They assert that
vehicle owners are entitled to use the
computer programs in ECUs to
diagnose, repair or modify vehicles as a
matter of fair use, or under section 117.
EFF argues that absent an exemption,
vehicle owners must take their cars to
authorized repair shops, or purchase
expensive manufacturer-authorized
tools, to diagnose and repair their
vehicles. Similarly, IPTC U.S.C.
explained that TPMs restricting access
to computer programs that run
agricultural vehicles and machinery
place the livelihoods of farmers and
other business owners at risk, because
vehicle owners must sometimes wait
significant periods of time before their
disabled vehicles can be repaired by an
authorized technician.

The proposed exemption was
opposed by the Association of
Equipment Manufacturers, Association
of Global Automakers (“Global
Automakers”’), Auto Alliance, Eaton
Corporation, GM, John Deere, and Motor
& Equipment Manufacturers Association
(“MEMA”). In general, opponents
argued that an exemption would not
facilitate noninfringing uses, and was
unnecessary in any event because
vehicle owners have alternative options,
such as manufacturer-authorized repair
shops and tools. They also asserted that
the proposal presented serious public
health, safety and environmental
concerns. For example, users might
circumvent in order to avoid restrictions
on vehicle emissions imposed by federal
and state law.

In light of the commenters’
observations, the Copyright Office

notified DOT and EPA of the pendency
of the rulemaking. DOT and EPA, as
well as California ARB, responded with
varying degrees of concern about the
potential impact of an exemption. EPA
opposed any exemption, while DOT and
California ARB expressed significant
reservations. The agencies’ concerns
were focused on potential adverse
effects on safety and the environment.
For example, EPA explained that
vehicle modifications are often
performed to increase engine power or
boost fuel economy, but that these
modifications increase vehicle
emissions and thus violate the Clean Air
ct.

In contrast to these other agencies,
NTIA fully supported adoption of the
proposed exemption. NTIA believed
that an exemption was necessary to
allow consumers to continue to engage
in the longstanding practice of working
on their own vehicles, and that the non-
copyright concerns raised by opponents
and other agencies could be addressed
by those agencies in the exercise of their
respective regulatory authorities. NTIA
acknowledged, however, that a delay in
implementation—as recommended by
the Register and discussed below—
might nonetheless be appropriate to
permit other agencies to consider and
prepare for the new rule, and urged that
any such delay be as short as
practicable.

Based on the record, the Register
recommended granting an exemption.
The Register concluded that
reproducing and altering the computer
programs on ECUs for purposes of
facilitating diagnosis, repair and
modification of vehicles may constitute
a noninfringing activity as a matter of
fair use and/or under the exception set
forth in section 117 of the Copyright
Act, which permits the owner of a copy
of a computer program to make certain
copies and adaptations of the program.
The Register also concluded that owners
of vehicles and agricultural machinery
are adversely impacted as a result of
TPMs that protect the copyrighted
computer programs on the ECUs that
control the functioning of their vehicles.
The Register further found that while
two of the statutory factors weighed in
favor of the exemption (availability for
use of copyrighted works and impact on
criticism, comment, news reporting,
teaching, scholarship or research), and
two of the factors were neutral
(availability for use for nonprofit
archival, preservation and educational
purposes and the effect on the market
for or value of copyrighted works), the
fifth factor—under which commenting
parties and federal agencies raised
serious safety and environmental

concerns—tended to weigh against an
exemption.

Overall, the Register concluded that
while from a copyright perspective
proponents had made the case for an
exemption, based on the record, the
exemption needed to be carefully
tailored to address a number of
concerns. Accordingly, the
recommended exemption excludes
computer programs in ECUs that are
chiefly designed to operate vehicle
entertainment and telematics systems
due to insufficient evidence
demonstrating a need to access such
ECUs, and out of concern that such
circumvention might enable
unauthorized access to creative or
proprietary content. The exemption also
excludes circumvention “on behalf of”
vehicle owners, as a broader exception
allowing third parties to engage in
circumvention activities on behalf of
others is in tension with the anti-
trafficking provisions of section
1201(a)(2) and (b). Moreover, by passing
the Unlocking Act—which amended
section 1201 to allow unlocking of
cellphones and other devices to be
carried out by third parties “at the
direction of”’ device owners—Congress
indicated its view that extending the
reach of an exemption to cover third-
party actors requires a legislative
amendment. The exemption also
expressly excludes acts of
circumvention that would violate any
other law, including regulations
promulgated by DOT or EPA. Finally, in
light of the significant concerns raised
by DOT and EPA, the recommended
exemption will become operative twelve
months from the effective date of the
new regulation to provide these and
other potentially interested agencies an
opportunity to consider and prepare for
the lifting of the DMCA prohibition.
Acknowledging the views of the NTIA,
the Register determined that a twelve-
month delay was the shortest period
that would reasonably permit other
agencies to consider appropriate action.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Computer programs that are contained in
and control the functioning of a motorized
land vehicle such as a personal automobile,
commercial motor vehicle or mechanized
agricultural vehicle, except for computer
programs primarily designed for the control
of telematics or entertainment systems for
such vehicle, when circumvention is a
necessary step undertaken by the authorized
owner of the vehicle to allow the diagnosis,
repair or lawful modification of a vehicle
function; and where such circumvention
does not constitute a violation of applicable
law, including without limitation regulations
promulgated by the Department of
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Transportation or the Environmental
Protection Agency; and provided, however,
that such circumvention is initiated no
earlier than 12 months after the effective date
of this regulation.

7. Proposed Classes To Permit Research
of Software Flaws, Proposed Class 25:
Software—Security Research; Proposed
Class 22: Vehicle Software—Security
and Safety Research; Proposed Class
27A: Medical Device Software—
Security and Safety Research 29

The Office received a number of
petitions for proposed exemptions to
permit circumvention of TPMs for
purposes of conducting good-faith
testing for and the identification,
disclosure and correction of
malfunctions, security flaws and
vulnerabilities in computer programs.
The proponents of these security
exemptions observed as a general matter
that computer programs are pervasive in
modern machines and devices,
including vehicles, home appliances
and medical devices, and that
independent security research is
necessary to uncover flaws in those
computer programs. The Copyright
Office grouped the security-related
petitions into three proposed classes.
First, the Office received two
submissions from academic researchers
seeking an exemption to permit good-
faith research into malfunctions,
security flaws or vulnerabilities in
computer programs installed on all
types of systems and devices. The
NPRM described the proposed class as
follows:

Proposed Class 25: This proposed class
would allow researchers to circumvent
access controls in relation to computer
programs, databases, and devices for
purposes of good-faith testing, identifying,
disclosing, and fixing of malfunctions,
security flaws, or vulnerabilities.

Second, EFF filed a petition seeking
an exemption to allow the
circumvention of TPMs on computer
programs that are embedded in
motorized land vehicles for purposes of
researching the security or safety of that
vehicle. The NPRM described the
proposed class as follows:

Proposed Class 22: This proposed class
would allow circumvention of TPMs
protecting computer programs that control
the functioning of a motorized land vehicle
for the purpose of researching the security or
safety of such vehicles. Under the exemption
as proposed, circumvention would be
allowed when undertaken by or on behalf of
the lawful owner of the vehicle.

29 The Register’s analysis and conclusions for
these classes, including citations to the record and
relevant legal authority, can be found in the
Recommendation at 250-320.

Third, the Medical Device Research
Coalition (“MDRC”), a group of patients
and researchers, filed a petition seeking
an exemption to allow the
circumvention of TPMs on computer
programs on implanted medical devices,
such as pacemakers, implantable
cardioverter defibrillators, insulin
pumps, and continuous glucose
monitors, and their corresponding
personal monitoring systems. MDRC’s
petition covered two proposed uses—
allowing research into software flaws
that adversely affect the safety, security
and efficacy of medical devices, and
allowing a patient to access the
information generated by his or her own
device. The Office originally categorized
the petition into a single class. The
NPRM thus described the class as
follows:

Proposed Class 27: This proposed class
would allow circumvention of TPMs
protecting computer programs in medical
devices designed for attachment to or
implantation in patients and in their
corresponding monitoring devices, as well as
the outputs generated through those
programs. As proposed, the exemption would
be limited to cases where circumvention is at
the direction of a patient seeking access to
information generated by his or her own
device, or at the direction of those
conducting research into the safety, security,
and effectiveness of such devices. The
proposal would cover devices such as
pacemakers, implantable cardioverter
defibrillators, insulin pumps, and continuous
glucose monitors.

Based on the record as it developed in
the course of the proceeding, the
Register came to the conclusion that
Proposed Class 27 should be divided
into Proposed Class 27A, concerning
security research on medical devices,
and Proposed Class 27B, concerning
access to patient data generated by
medical devices. Class 27A is addressed
with the other security research classes,
while 27B is separately discussed
below.

Proponents maintained that the
security of software and the devices that
execute software is of critical
importance because security flaws pose
potentially serious threats, including
physical injury and death of
individuals, property damage, and
financial harm. Proponents argued that
security research is noninfringing as a
matter of fair use and, in the case of
vehicle security research, under the
exceptions set forth in section 117 as
well. They further asserted that the
permanent statutory exemptions to
section 1201(a)(1)’s prohibition that are
directed to reverse engineering (section
1201(f)), encryption research (section
1201(g)), and security testing (section
1201(j)) are inadequate for their

purposes, because these provisions do
not provide sufficient assurance that the
activities in which the researchers seek
to engage will be considered exempt.

The Office received comments in
opposition to these proposed classes
from a wide range of companies and
organizations representing copyright
owners. The general software security
research exemption in Class 25 was
opposed by AdvaMed, Auto Alliance,
BSA, GM, Intellectual Property Owners
Association (“IPO”), LifeScience Alley,
Medical Device Innovation Safety and
Security Consortium, and Software
Information Industry Association. The
vehicle software security research
exemption in Class 22 was opposed by
Global Automakers, Auto Alliance, GM,
John Deere, and MEMA. The medical
device software security exemption in
Class 27A was opposed by AdvaMed,
IPO, Jay Schulman, LifeScience Alley,
and National Association of
Manufacturers (“NAM”). In general,
opponents argued that proponents had
failed to establish that security research
activities encompassed by the
exemption are noninfringing, and that,
in any event, an exemption was
unnecessary both because of the
permanent exemptions in sections
1201(f), 1201(g), and 1201(j), and
because manufacturers frequently
authorize independent security
research. Opponents also argued that
any exemption for software security
research should also include an express
disclosure requirement, so that the
software developer or product
manufacturer has sufficient time to
correct any flaw before its existence
becomes more widely known and thus
more susceptible to exploitation by
malicious actors. Relatedly, opponents
asserted that the proposal presented
serious public health and safety
concerns. For example, opponents
claimed that information obtained by
engaging in security research could be
used by bad actors to hack into highly
regulated machines and devices,
including medical devices and vehicles.

In light of commenters’ observations,
the Copyright Office notified DOT, EPA
and FDA of the pendency of the
rulemaking. All three agencies
responded and expressed significant
reservations. The agencies voiced
concerns about the potential effects on
public health and safety; for example,
DOT expressed concern that
independent security researchers may
not fully appreciate the potential
ramifications of their acts of
circumvention on automobile safety or
the logistical limitations affecting
potential remedial actions.
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By contrast, NTIA fully supported
adoption of a broad exemption for all
computer programs, regardless of the
device on which they are run, so that
good-faith security researchers can
engage in socially beneficial work. NTIA
believed that the concerns of other
agencies could adequately be addressed
by stating explicitly in the exemption
that it does not obviate compliance with
other applicable laws. NTIA nonetheless
acknowledged the possibility that a
delay in implementation—as
recommended by the Register and
discussed below—could be appropriate
to permit other agencies to consider and
prepare for the new rule.

The Register found that while the
Class 25 proposal to allow research on
computer programs generally was very
broad (and potentially swallowed the
proposals in Class 22 and Class 27A),
the record focused primarily on
consumer-facing products rather than
large-scale industrial or government
systems such as power or transit
systems. The record also included
specific evidence concerning motor
vehicles, implanted medical devices
such as pacemakers and glucose
monitors, and electronic voting
machines.

Based on this record, the Register
recommended adopting an exemption to
enable good-faith security research on
computer programs within devices or
machines primarily designed for use by
individual consumers (including voting
machines), motorized land vehicles, and
implanted medical devices and their
corresponding monitoring systems. At
the same time, the Register concluded
that the record did not support the
open-ended exemption urged by Class
25 proponents, encompassing all
computer programs on all systems and
devices, including highly sensitive
systems such as nuclear power plants
and air traffic control systems, and that
the exemption should be limited to the
consumer-oriented uses that were the
focus of proponents’ submissions.

The Register concluded that good-
faith security research into computer
programs used to operate such devices
and machines is likely a noninfringing
fair use of those programs or, in the case
of vehicle software, may be a
noninfringing use under section 117.
The Register also concluded that the
permanent exemptions in sections
1201(f), 1201(g), and 1201(j) are
inadequate to accommodate the
proposed research activities due to
various limitations and conditions
contained in those provisions. Further,
with respect to computer programs used
to operate the types of devices and
machines encompassed by the

recommended exemption, the Register
additionally found that legitimate
security research has been hindered by
TPMs that limit access to those
programs.

The Register also noted that different
parts of the Administration appear to
hold divergent views on issues
surrounding security research and the
wisdom of granting an exemption for
this purpose, and that the exemption
could cover any number of highly
regulated products. Accordingly, to give
other parts of the government sufficient
opportunity to respond, the Register
recommended that, as a general matter,
the exemption should not go into effect
until twelve months after the effective
date of the new regulation (as noted
above, the Register found that twelve
months was the shortest period that
would reasonably permit other agencies
to respond). The Register, however,
recommended immediate
implementation of the exemption for
voting machines, on the ground that
there was no public safety issue or other
proffered justification for delay of this
aspect of the exemption.

The Register also noted the specific
concern expressed by other agencies
that acts of security research must not
put members of the public at risk. The
recommended exemption thus provides
that security research must be
conducted in a controlled setting
designed to avoid harm to individuals
or the public. In the case of medical
devices specifically, the recommended
exemption incorporates FDA’s
suggestion to exclude research on
medical devices that are being used, or
could be used, by patients.

As explained above, a significant
issue with respect to the security
exemptions involves the proper
disclosure of security research findings,
as the interests of the manufacturer and
the public may both be affected by the
nature and timing of disclosure of
software flaws. Indeed, Congress
included disclosure to the system
developer as one of the factors to be
considered in determining a person’s
eligibility for the security testing
exemption in section 1201(j). Although
the Register expressed support for
responsible disclosure of security flaws,
she acknowledged the difficulty of
attempting to define disclosure
standards in the context of this
rulemaking, as opinions seem sharply
divided on this point. Accordingly,
rather than incorporating an express
disclosure rule, the recommended
exemption draws upon what the
Register perceives to be the basic intent
of section 1201(j) by specifying that the
information derived from the research

activity be used primarily to promote
the security or safety of the devices
containing the computer programs on
which the research is conducted, or of
those who use those devices.

The Register noted that in the interest
of adhering to Congress’s basic purpose
in section 1201(j), where appropriate,
the recommended exemption tracks
Congress’s language rather than
alternative formulations suggested by
proponents, including by expressly
excluding acts that violate any other
law, such as the Computer Fraud and
Abuse Act of 1986.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

(i) Computer programs, where the
circumvention is undertaken on a lawfully
acquired device or machine on which the
computer program operates solely for the
purpose of good-faith security research and
does not violate any applicable law,
including without limitation the Computer
Fraud and Abuse Act of 1986, as amended
and codified in title 18, United States Code;
and provided, however, that, except as to
voting machines, such circumvention is
initiated no earlier than 12 months after the
effective date of this regulation, and the
device or machine is one of the following:

(A) A device or machine primarily
designed for use by individual consumers
(including voting machines);

(B) A motorized land vehicle; or

(C) A medical device designed for whole or
partial implantation in patients or a
corresponding personal monitoring system,
that is not and will not be used by patients
or for patient care.

(ii) For purposes of this exemption, “good-
faith security research”” means accessing a
computer program solely for purposes of
good-faith testing, investigation and/or
correction of a security flaw or vulnerability,
where such activity is carried out in a
controlled environment designed to avoid
any harm to individuals or the public, and
where the information derived from the
activity is used primarily to promote the
security or safety of the class of devices or
machines on which the computer program
operates, or those who use such devices or
machines, and is not used or maintained in
a manner that facilitates copyright
infringement.

8. Proposed Class 23: Abandoned
Software—Video Games Requiring
Server Communication 3°

Many modern video games—which
may be played on a personal computer
or a dedicated gaming console—require
a network connection to a remote server
operated by the game’s developer to
enable core functionalities. Before some
games can be played at all, including in

30 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 321-53.
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single-player mode, the game must
connect to an “authentication server” to
verify that the game is a legitimate copy.
Other games require a connection to a
“matchmaking server” to enable users to
play the game with other people over
the internet in multiplayer mode. In the
case of a game that relies on an
authentication server, the game may be
rendered entirely unplayable if the
server connection is lost. When a
matchmaking server is taken offline, the
game may still be playable, though with
online multiplayer play disabled.

EFF and Kendra Albert, a student at
Harvard Law School, jointly filed a
petition seeking an exemption to enable
those who have lawfully acquired
copies of video games to access and play
those games when authentication or
matchmaking servers have been
permanently taken offline. As the record
developed, it became evident that the
proposal focused on two types of use:
(1) People who wish to continue to play
physical or downloaded copies of video
games they have lawfully acquired
(referred to in the Recommendation as
“gamers”); and (2) those who seek to
preserve individual video games and
make them available for research and
study (referred to in the
Recommendation as “‘preservationists”).

The Copyright Office set forth the
following proposed exemption in the
NPRM:

Proposed Class 23: This proposed class
would allow circumvention of TPMs on
lawfully acquired video games consisting of
communication with a developer-operated
server for the purpose of either
authentication or to enable multiplayer
matchmaking, where developer support for
those server communications has ended. This
exception would not apply to video games
whose audiovisual content is primarily
stored on the developer’s server, such as
massive multiplayer online role-playing
games.

Proponents of Class 23 argued that
uses to enable continued gameplay or
multiplayer play constitute fair use, but
that the prohibition on circumvention
prevents owners from restoring access to
games they have lawfully acquired.
They also stressed that the inability to
restore access has adverse effects on
efforts to preserve video games and
make them available for research and
study.

The proposed class was opposed by
ESA and Joint Creators. They argued
that the proposed exemption was too
broad, would not facilitate any
noninfringing uses, and could adversely
impact the market for video games. ESA
expressed particular concern about the
potential for piracy as a result of
circumvention activities, explaining that

if the exemption were to permit
circumvention of TPMs on video game
consoles, those consoles could be used
to play pirated video games. Opponents
also urged that petitioners had failed to
demonstrate cognizable adverse effects,
arguing, for example, that the vast
majority of games can continue to be
played in single-player mode when
server support has ended, and that there
are other alternative means of playing
games in multiplayer mode without a
matchmaking server, including by using
a local area network. ESA also argued
that, at the point of sale, consumers
receive ample notice that server support
may be discontinued.

NTIA supported adoption of the
proposed exemption for continued
gameplay and for preservation uses,
both for single-player and multiplayer
play. NTIA argued that gamers should
be permitted to restore access to a work
that they had originally been allowed to
use. In addition, according to NTIA,
consumers receive inconsistent notice at
best that developers may discontinue
support for multiplayer use, and LAN-
enabled multiplayer play is an
inadequate substitute to play over the
internet.

Based on a review of the evidentiary
record, the Register recommended an
exemption to allow continued gameplay
and preservation activities when
developer server support for a video
game has ended, though one more
circumscribed than that proposed. With
respect to gamers, the Register
concluded that the record supported
granting an exemption for video games
that require communication with an
authentication server to allow gameplay
when the requisite server is taken
offline. The Register explained that the
inability to circumvent the TPM would
preclude all gameplay, a significant
adverse effect, and that circumvention
to restore access would qualify as a
noninfringing fair use. At the same time,
the Register determined that proponents
had failed to provide persuasive support
for an exemption for online multiplayer
play, in large part because it is not clear
on the current record how the provision
of circumvention tools to multiple users
to facilitate an alternative matchmaking
service could be accomplished without
running afoul of the anti-trafficking
provision in section 1201(a)(2). The
Register also confirmed that the
exemption for gamers should not extend
to jailbreaking of console software
because such jailbreaking is strongly
associated with video game piracy.

With respect to preservation uses,
looking to certain aspects of section 108
of the Copyright Act for guidance, the
Register found that the record supported

an exemption for libraries and archives,
as well as for museums, to allow
circumvention of TPMs so that video
games can be preserved in playable
condition when authentication servers
are discontinued. In accordance with
section 108, such institutions must be
open to the public and/or to unaffiliated
researchers, and the activities at issue
must not be for commercial purposes.
As with gamers generally, the
recommended exemption for
preservationists does not extend to
circumvention to enable online
multiplayer play, which is an activity
that would extend beyond the walls of
the preserving institution. But because
the risk of piracy is much lower in a
preservationist setting than with respect
to gamers at large, the Register
recommended that preservationists have
the ability to circumvent TPMs
controlling access to video game console
software when necessary to maintain a
console game in playable form.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

(i) Video games in the form of computer
programs embodied in physical or
downloaded formats that have been lawfully
acquired as complete games, when the
copyright owner or its authorized
representative has ceased to provide access to
an external computer server necessary to
facilitate an authentication process to enable
local gameplay, solely for the purpose of:

(A) Permitting access to the video game to
allow copying and modification of the
computer program to restore access to the
game for personal gameplay on a personal
computer or video game console; or

(B) Permitting access to the video game to
allow copying and modification of the
computer program to restore access to the
game on a personal computer or video game
console when necessary to allow
preservation of the game in a playable form
by an eligible library, archives or museum,
where such activities are carried out without
any purpose of direct or indirect commercial
advantage and the video game is not
distributed or made available outside of the
physical premises of the eligible library,
archives or museum.

(ii) Computer programs used to operate
video game consoles solely to the extent
necessary for an eligible library, archives or
museum to engage in the preservation
activities described in paragraph (i)(B).

(iii) For purposes of the exemptions in
paragraphs (i) and (ii), the following
definitions shall apply:

(A) “Complete games” means video games
that can be played by users without accessing
or reproducing copyrightable content stored
or previously stored on an external computer
Server.

(B) “Ceased to provide access” means that
the copyright owner or its authorized
representative has either issued an
affirmative statement indicating that external
server support for the video game has ended
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and such support is in fact no longer
available or, alternatively, server support has
been discontinued for a period of at least six
months; provided, however, that server
support has not since been restored.

(C) “Local gameplay” means gameplay
conducted on a personal computer or video
game console, or locally connected personal
computers or consoles, and not through an
online service or facility.

(D) A library, archives or museum is
considered “eligible”” when the collections of
the library, archives or museum are open to
the public and/or are routinely made
available to researchers who are not affiliated
with the library, archives or museum.

9. Proposed Class 26: Software—3D
Printers 31

3D printing—also known as
“additive” manufacturing—is a
technology that translates digital files
into physical objects by adding
successive layers of material. Some 3D
printer manufacturers use TPMs to limit
the types of material—or ‘““feedstock”—
that can be used in their 3D printers to
manufacturer-approved feedstock.

Proponent Public Knowledge sought
an exemption to permit the
circumvention of access controls on
computer programs on 3D printers with
chip-based verification systems to
enable the use of non-manufacturer-
approved feedstock in such printers.
The requested exemption would
encompass both the modifications
necessary to make a 3D printer accept
alternative feedstock, and potentially
further modifications to allow the use of
feedstock consisting of material that is
different from what a 3D printer has
been designed to use (e.g., metal instead
of plastic).

The Copyright Office set forth the
following proposed exemption in the
NPRM:

Proposed Class 26: This proposed class
would allow circumvention of TPMs on
firmware or software in 3D printers to allow
use of non-manufacturer-approved feedstock
in the printer.

According to Public Knowledge, non-
manufacturer-approved feedstock is
often much less expensive than that
provided by the manufacturer. In
addition, use of feedstock composed of
a different material may require
modification of the printer’s operating
system software, for example, to change
preset variables such as the rate at
which the heated feedstock is extruded
to create the object or the temperature
of the extrusion nozzle. According to
Public Knowledge, the reproductions
and adaptations necessary to engage in

31 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 356-77.

these uses are noninfringing under
either the fair use doctrine or section
117. Public Knowledge asserts that
absent an exemption, 3D printer owners
will be forced to pay more for feedstock,
and innovation in the 3D printing space
will be adversely affected.

This proposed class was opposed by
Stratasys, Inc. (‘“Stratasys”), a 3D printer
manufacturer. Among other things,
Stratasys contended that the proposed
uses do not qualify as noninfringing
under section 117 because 3D printer
owners license rather than own the
software that is installed on the 3D
printer. Stratasys also argued that
proponents had failed adequately to
demonstrate cognizable adverse effects.
Stratasys explained that 3D printers are
used to produce medical implants,
aerospace parts, and other goods that are
subject to safety or regulatory
guidelines, and expressed concern that
an exemption could permit use of
inferior materials in such applications.
Notably, this concern was reinforced by
FDA, which, in a letter to the Office,
worried that an exemption for this class
might create unintended public health
and safety risks in relation to medical
devices. Stratasys also expressed the
concern that an exemption could be
used to access proprietary design
software, design files, or data.

NTIA favored granting the proposed
exemption, on the ground that it would
benefit consumers and fuel innovation
by reducing costs of feedstock and by
allowing the use of new types of
feedstock. Although NTIA
acknowledged concerns that 3D-printed
parts might use inferior materials, it
concluded that the exemption should
not attempt to address concerns about
quality control.

The Register recommended granting
an exemption for 3D printers with chip-
based verification systems, explaining
that the proposed uses of operating
system software to permit the use of
alternative feedstock are likely
noninfringing as a matter of fair use or
under section 117, and that the
prohibition on circumvention appears to
be adversely affecting the proposed
uses. At the same time, the Register
observed that proponents’ proposal—
and the evidence offered in support—
was focused largely on nonindustrial
uses of printers rather than the sorts of
uses that could present the types of
safety and regulatory concerns
highlighted by Stratasys and FDA. In
light of the record, and to address the
safety and regulatory issues, the
recommended exemption excludes
circumvention of TPMs on 3D printers
that are used to print objects that are
subject to legal or regulatory oversight.

The recommended exemption also
excludes circumvention for the purpose
of accessing design software, design
files or proprietary data.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Computer programs that operate 3D
printers that employ microchip-reliant
technological measures to limit the use of
feedstock, when circumvention is
accomplished solely for the purpose of using
alternative feedstock and not for the purpose
of accessing design software, design files or
proprietary data; provided, however, that the
exemption shall not extend to any computer
program on a 3D printer that produces goods
or materials for use in commerce the physical
production of which is subject to legal or
regulatory oversight or a related certification
process, or where the circumvention is
otherwise unlawful.

10. Proposed Class 27B: Networked
Medical Devices—Patient Data 32

Many modern implanted medical
devices, such as pacemakers,
implantable cardioverter defibrillators,
insulin pumps and continuous glucose
monitors, measure and record data
about physiological developments
taking place within the body, and
communicate that data wirelessly to a
corresponding personal monitoring
system. Some personal monitoring
systems, in turn, transmit data to a
hospital or monitoring company, and
ultimately to the patient’s physician.
Increasingly, these transmissions of data
are protected by TPMs, including
encryption schemes. MDRC requested
an exemption that would allow a
patient, or persons acting on behalf of
the patient, to circumvent TPMs on
these transmissions so that the patient is
able to access the data generated by his
or her own medical device and any
corresponding personal monitoring
system, without the need to visit a
hospital or doctor’s office.

As explained above, MDRC'’s petition
also encompassed security research into
medical device software. The Office
accordingly set forth the following class
in the NPRM:

Proposed Class 27: The proposed class
would allow circumvention of TPMs
protecting computer programs in medical
devices designed for attachment to or
implantation in patients and in their
corresponding monitoring devices, as well as
the outputs generated through those
programs. As proposed, the exemption would
be limited to cases where circumvention is at
the direction of a patient seeking access to
information generated by his or her own

32 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 378—403.
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device, or at the direction of those
conducting research into the safety, security,
and effectiveness of such devices. The
proposal would cover devices such as
pacemakers, implantable cardioverter
defibrillators, insulin pumps, and continuous
glucose monitors.

As also noted above, the Register
concluded that Proposed Class 27
should be divided into Proposed Class
27A, concerning security research, and
Proposed Class 27B, concerning patient
data, to allow the two types of uses to
be separately analyzed. Class 27A is
addressed with the other security
research-related classes above. A
discussion of Class 27B follows.

MDRC explained that an exemption to
circumvent TPMs protecting medical
device data would give patients real-
time access to their own health data,
allowing them, for example, to
immediately detect major health risks or
facilitate highly personalized treatment.
As framed by MDRGC, the exemption
would provide access only to TPM-
protected data outputs of medical
devices, not to computer programs
contained within medical devices or
their corresponding monitoring systems.
Although MDRC explained that such
data is uncopyrightable to the extent it
merely consists of physiological facts,
such as a patient’s blood glucose level,
it expressed concern that the data
outputs of some devices may constitute
copyrightable compilations. MDRC
asserted that the proposed use of such
compilations would be a fair use, and
urged the Office to adopt an exemption
covering such circumstances. MDRC
explained that the prohibition on
circumvention adversely affects
patients’ ability to monitor their own
health in real time, and that those
adverse effects are likely to increase
because FDA has encouraged
manufacturers to impose TPMs on data
outputs. Responding to concerns about
the impact of such an exemption on the
battery life of implanted devices, MDRC
explained that the exemption could be
limited to passive monitoring of data
that is already being transmitted by the
medical device or monitoring system.

The Office received comments in
opposition to the proposed exemption
from AdvaMed, IPO, LifeScience Alley,
and NAM. AdvaMed agreed with MDRC
that in certain circumstances, the
selection and arrangement of data
generated by a medical device might be
copyrightable as a compilation.
Opponents, however, provided little
argument to counter MDRC’s claim that
patient access to such medical data
constitutes a noninfringing fair use.
Indeed, they conceded that patients
have an “inherent right” to access their

own medical data, but argued that this
right is satisfied by obtaining data via
authorized means, such as through a
patient’s health care provider.
Opponents also relied heavily on the
claim that the exemption would create
health and safety concerns. For
example, opponents contended that
requesting data from implanted devices
at an abnormally high rate could reduce
the battery life of such devices.
Opponents suggested that the Copyright
Office allow an opportunity for FDA to
provide input on the proposed
exemption.

In light of opponents’ comments, the
Office advised FDA of the pendency of
this proceeding. In a responsive letter to
the Office, FDA expressed concern
about facilitating access to data that
includes patient health information or
personally identifiable information,
noting that the use of such data is
subject to government regulation. FDA
recommended that any exemption
indicate that it was not intended to
override the regulations of other federal
agencies.

NTIA supported the proposed
exemption, explaining among other
things that the exemption would allow
patients to see and react to data
collected by their devices in real time.
NTIA also concluded that the
exemption is unlikely to adversely affect
the operation of the medical device
itself, based on MDRC'’s assertion that
data would be passively intercepted as
it is wirelessly transmitted from the
device or monitoring system.

The Register recommended granting
the proposed exemption. The Register
observed that in many cases, data
outputs generated by devices would
likely be uncopyrightable, and that in
such cases, section 1201(a)(1)—which is
limited to works protected under title
17—would not apply. The Register
noted, however, that some data outputs
could qualify for protection as literary
works if they reflect a sufficiently
original selection and presentation of
data, and that opponents themselves
agreed that such outputs could be
subject to copyright. Accordingly, the
Register concluded that an exemption
would be appropriate to enable patients’
access to their own medical data as
embodied in protectable data
compilations generated by implanted
medical devices and corresponding
personal monitoring systems. The
Register concluded that accessing one’s
own medical data is likely to be a fair
and noninfringing use, and that TPMs
on that data are likely to have an
adverse impact on such access,
especially as TPMs become more
prevalent in response to FDA guidance.

In addition, the Register concluded that
the statutory factors favor an exemption.

In light of concerns about the effect of
circumvention on the battery life of
implanted medical devices, the Register
recommended that the exemption reflect
the approach suggested by MDRC, so it
is limited to passively accessing data
that is already being generated or
transmitted by the device. Further, as
suggested by FDA, the recommended
exemption expressly provides that any
actions taken under the exemption must
be compliant with all applicable laws
and regulations. The recommended
exemption does not permit
circumvention ‘““at the direction of a
patient,” as a broader exception
allowing third parties to engage in
circumvention activities on behalf of
others could implicate the anti-
trafficking provisions of section
1201(a)(2) and (b). Unlike the
recommended exemptions for security
research and vehicle diagnosis, repair
and modification, the Register
recommended that the exemption for
access to patient data be effective
without delay because the passive
monitoring of data transmissions did
not appear to present any immediate
safety or health concerns.

Accordingly, based on the Register’s
recommendation, the Librarian adopts
the following exemption:

Literary works consisting of compilations
of data generated by medical devices that are
wholly or partially implanted in the body or
by their corresponding personal monitoring
systems, where such circumvention is
undertaken by a patient for the sole purpose
of lawfully accessing the data generated by
his or her own device or monitoring system
and does not constitute a violation of
applicable law, including without limitation
the Health Insurance Portability and
Accountability Act of 1996, the Computer
Fraud and Abuse Act of 1986 or regulations
of the Food and Drug Administration, and is
accomplished through the passive
monitoring of wireless transmissions that are
already being produced by such device or
monitoring system.

B. Classes Considered but Not
Recommended

Based upon the record in this
proceeding, the Register of Copyrights
recommends that the Librarian
determine that the following classes of
works shall not be exempt from the
prohibition against circumvention of
technological measures set forth in
section 1201(a)(1):
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1. Proposed Classes 8 and 10:
Audiovisual Works and Literary Works
Distributed Electronically—Space-
Shifting and Format-Shifting 33

Proposed Classes 8 and 10 would
have permitted circumvention of
technological measures protecting
motion pictures, e-books, and other
audiovisual or literary works to allow
users to view the materials on alternate
devices for personal use or to create
back-up copies. Broadly speaking, this
activity is referred to as “‘space-shifting”
and, in some cases, “‘format-shifting.”

Public Knowledge requested an
exemption to engage broadly in
noncommercial space-shifting of motion
pictures distributed on DVDs, Blu-ray
discs, and downloaded files. Alpheus
Madsen requested an exemption to
allow circumvention of access controls
on DVDs specifically in order to play
the DVDs on the Linux operating
system. These overlapping exemptions
were combined into the following class:

Proposed Class 8: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
audiovisual works for the purpose of
noncommercial space-shifting or format-
shifting. This exemption has been requested
for audiovisual material made available on
DVDs protected by CSS, Blu-ray discs
protected by AACS, and TPM-protected
online distribution services.

Christopher Meadows, in turn,
proposed an exemption to engage in
noncommercial space- or format-shifting
of e-books, to allow consumers to view
TPM-protected e-books on alternate
viewing platforms and to create back-up
copies. The proposed exemption was
described as follows:

Proposed Class 10: This proposed class
would allow circumvention of access
controls on lawfully made and acquired
literary works distributed electronically for
the purpose of noncommercial space-shifting
or format-shifting. This exemption has been
requested for literary works distributed
electronically [as] e-books.

For both classes, proponents argued
that space- and format-shifting for
personal, noncommercial uses are fair
uses. In the past four rulemakings, the
Register has declined to recommend,
and the Librarian has declined to adopt,
an exemption for such uses because the
proponents had failed to establish a
legal or factual record sufficient to
establish that the space- or format-
shifting of audiovisual works, e-books,
and other copyrighted works constitutes
a noninfringing use. In this rulemaking,

33 The Register’s analysis and conclusions for
these classes, including citations to the record and
relevant legal authority, can be found in the
Recommendation at 107-26.

proponents argued that reconsideration
of that position was warranted in light
of a recent district court decision, Fox
Broadcasting Co. v. Dish Network LLC,34
as well as certain statements from
legislative history of certain aspects of
the Copyright Act, including a
discussion of how the creation of a
limited copyright in sound recordings
might impact home audio recording.

Opponents urged that noncommercial
space- and format-shifting are not
established fair uses under the law.
They further argued that, in any event,
an exemption is unwarranted in light of
the continued growth of licensed digital
distribution services that provide
meaningful alternatives to
circumvention, including digital rights
locker services such as UltraViolet and
Disney Movies Anywhere and disc-to-
digital services such as VUDU and
Flixter that allow consumers to convert
previously purchased DVDs or Blu-ray
discs into high-quality digital files.
According to opponents, an exemption
that allowed broad-based space- or
format-shifting would undermine not
only the existing markets for DVDs and
Blu-ray discs but also these emerging
online distribution models.

NTIA, as it has in the past, supported
what it termed a ‘“narrowed version” of
an exemption to allow circumvention
when the work is not accompanied by
an additional copy of the work in an
alternate digital format. In NTIA’s view,
the exemption is an issue of consumer
protection, although NTIA
acknowledged the broader debate about
the merits and legality of
noncommercial space-shifting.

The Register recommended against
the adoption of a proposed exemption,
on the ground that the law of fair use,
as it stands today, does not sanction
broad-based space-shifting or format-
shifting. The Register rejected
proponents’ attempt to rely on the Dish
Network case, explaining that the uses at
issue there were much more
circumscribed than the uses proposed
for this exemption. In particular, the
service at issue in Dish Network
included many safeguards to prevent
unfettered use of the relevant content,
including limitations on the length of
time content would be available on the
device to which a work is transferred.
Accordingly, the Register concluded
that the case was both factually and
legally distinguishable. On the other
hand, the recent case of Fox News
Network, LLC v. TVEyes Inc.,35

34No. CV 12-4529 DMG (SHx), 2015 WL
1137593, at *30-31 (C.D. Cal. Jan. 20, 2015).

35No. 13 Civ. 5315 (AKH), 2015 WL 5025274
(S.D.N.Y. Aug. 25, 2015).

reaffirmed judicial reluctance to
embrace a general space-shifting
privilege.

At the same time, the Register
recognized the consumer appeal of the
proposals, and marketplace efforts to
meet consumer demand for accessing
movies and books in a wide variety of
formats. According to the Register, the
policy judgments surrounding the
creation of a novel exception for space-
or format-shifting of copyrighted works
are complex and thus best left to
Congress or the courts.

2. Proposed Class 18: Jailbreaking—
Dedicated E-Book Readers 3¢

This class would have allowed
circumvention of technological
measures protecting dedicated e-book
readers, such as Amazon’s Kindle
Paperwhite, to run lawfully acquired
third-party applications or software on
such devices. Maneesh Pangasa filed a
petition seeking this exemption, and the
NPRM described the class as follows:

Proposed Class 18: This proposed class
would permit the jailbreaking of dedicated e-
book readers to allow those devices to run
lawfully acquired software that is otherwise
prevented from running.

Pangasa, however, failed to submit
further written comments or evidentiary
material in support of the petition and
did not participate in the public
hearings. The written comments that
were received in connection with this
class were abbreviated and did not offer
specific factual information or legal
argument in support of the exemption.
At the public hearing, proponent Jay
Freeman briefly mentioned that people
have jailbroken e-book readers to install
screen savers or achieve other
functionality, but no further evidence
was presented in relation to this class.
There were no opposition comments

filed.

Although, as part of its discussion of
the jailbreaking exemptions for
smartphones and all-purpose mobile
computing devices, NTIA expressed
support for a jailbreaking exemption for
dedicated e-book readers, NTIA did not
point to anything specific in the record
to support the requested exemption.

In light of the insufficiency of factual
or legal support for the proposed
exemption, the Register declined to
recommend it.

36 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 193-94.
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3. Proposed Class 19: Jailbreaking—
Video Game Consoles 37

Maneesh Pangasa filed a petition
proposing an exemption to permit
jailbreaking of home video game
consoles for an assortment of asserted
noninfringing uses, including installing
alternative operating systems. The
Librarian rejected a similar exemption
in 2012 because of substantial concerns
about video game piracy. The Copyright
Office set forth the following proposal
in the NPRM:

Proposed Class 19: This proposed class
would permit the jailbreaking of home video
game consoles. Asserted noninfringing uses
include installing alternative operating
systems, running lawfully acquired
applications, preventing the reporting of
personal usage information to the
manufacturer, and removing region locks.
The requested exemption would apply both
to older and currently marketed game
consoles.

Pangasa failed to file supporting
comments or participate in the public
hearings, and the brief written
comments filed by other parties
provided scant support for the
exemption. The limited amount of
factual support offered in written
comments—concerning academic
research projects and “homebrew”
video games—Ilargely mirrored factual
claims that were not persuasive in the
2012 proceeding. At the public hearing,
the representative of commenting party
iFixit provided some additional
information regarding certain types of
video game console repairs for which
jailbreaking might be useful. At the
same time, however, he acknowledged
that the referenced repairs could be
undertaken without circumvention.

Class 19 was opposed by ESA and
Joint Creators. As in 2012, opponents
provided substantial evidence that
console jailbreaking is closely tied to
video game piracy. In response to
iFixit’s concerns about console repair,
ESA observed that all major console
manufacturers offer repair services for
consoles still under warranty at no
charge, and for out-of-warranty consoles
for prices ranging from $99 to $149.
iFixit agreed with this assessment.

NTIA supported an exemption limited
to repair of malfunctioning hardware for
systems that are obsolete or no longer
covered by manufacturer warranty, on
the ground that to use an authorized
repair service, the owner must send the
console to the manufacturer and pay a
“substantial”’ fee. At the same time,

37 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 195-201.

NTIA concluded that the record did not
support a broader exemption, as the
record is “significantly less robust and
detailed than it was in the last
rulemaking.”

The Register concluded that the
record in this rulemaking did not
provide a basis for departing from her
2012 recommendation that an
exemption for video game console
jailbreaking should be denied.
According to the Register, the record
was not materially different from that
considered in 2012, and included
evidence demonstrating that
jailbreaking of video game consoles
continues to be closely associated with
video game piracy, thus undermining
the value of console software as a secure
distribution platform. The Register also
concluded that the need to engage in
console repair did not provide a basis
for an exemption in light of the
availability of authorized repair services
and the ability of proponents and others
to perform repairs without the need to
circumvent.

4. Proposed Class 24: Abandoned
Software—Music Recording Software 38

This proposed exemption would have
allowed circumvention of a dongle-like
access control that is allegedly no longer
supported by the developer or copyright
owner and protects a specific type of
music recording software, Ensoniq
PARIS. Three individuals proposed this
exemption, Richard Kelley, James
McCloskey, and Michael Yanoska, and
the Copyright Office set forth the
following proposal in the NPRM:

Proposed Class 24: This proposed class
would allow circumvention of access
controls consisting of the PACE content
protection system, which restricts access to
the full functionality of lawfully acquired
Ensoniq PARIS music recording software.

No evidence or argument to support
this exemption was submitted after the
initial petition phase of the proceeding.
The class was opposed by Joint Creators,
who raised concerns about the lack of
supporting evidence.

In light of the incomplete record,
NTIA and the Register declined to
recommend granting the exemption.

C. Conclusion

Having considered the evidence in the
record, the contentions of the
commenting parties, and the statutory
objectives, the Register of Copyrights
has recommended that the Librarian of
Congress publish certain classes of

38 The Register’s analysis and conclusions for this
class, including citations to the record and relevant
legal authority, can be found in the
Recommendation at 354-55.

works, as designated above, so that the
prohibition against circumvention of
technological measures that effectively
control access to copyrighted works
shall not apply to persons who engage
in noninfringing uses of those particular
classes of works.

Dated: October 20, 2015.
Maria A. Pallante,

Register of Copyrights and Director of the
U.S. Copyright Office.

Determination of the Librarian of
Congress

Having duly considered and accepted
the Recommendation of the Register of
Copyrights, which Recommendation is
hereby incorporated by reference, the
Librarian of Congress, pursuant to 17
U.S.C. 1201(a)(1)(C) and (D), hereby
publishes as a new rule the classes of
copyrighted works that shall for a three-
year period be subject to the exemption
provided in 17 U.S.C. 1201(a)(1)(B) from
the prohibition against circumvention of
technological measures that effectively
control access to copyrighted works set
forth in 17 U.S.C. 1201(a)(1)(A).

List of Subjects in 37 CFR Part 201

Copyright, Exemptions to prohibition
against circumvention.

Final Regulations

For the reasons set forth in the
preamble, 37 CFR part 201 is amended
as